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1 Using this Guide

This chapter discusses how to use this manual. It contains the following sections:

* ‘“Intended Audience”

 “Document Conventions”

* “Informational Conventions”

1.1 Intended Audience

This user guide is intended for all network operators using the iDirect iDS system, as well as
network architects and any other personnel who may operate or monitor the networks from time
to time. It is not intended for end users or field installers.

Some basic knowledge of TCP/IP concepts, satellite communications, and Windows operating
systems is expected. Prior experience operating an iDS network, although desirable, is not a
requirement.

1.2 Document Conventions

This section illustrates and describes the conventions used throughout the manual. Take a look
now, before you begin using this manual, so that you’ll know how to interpret the information
presented.

« Information you type directly into data fields or at command prompts is in courier
font.

* Windows menu selections are represented as Menu = Command, or in the case of
cascading menus, Menu -> SubMenu = Command.

* Menu selections made from items in the Network Tree are represented as <level in
tree> = Command. For example, the tree menu item to modify a line card is shown as
Line Card = Modify.

* Names of commands, menus, folders, tabs, dialog boxes, list boxes, and options are
in bold font.

» Procedures begin with a feature description, followed by step-by-step, numbered
instructions.

1.3 Informational Conventions

When you see the NOTE symbol, the corresponding text contains
NOTE helpful suggestions or references to material not contained in this
manual.

1
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When you see this alert symbol with a WARNING or CAUTION heading,
WARNING strictly follow the warning instructions to avoid personal injury,

equipment damage or loss of data.

2
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2 iDirect System Overview

As depicted in Figure 2-1 “Example iDirect Network”, p. 4, an iDirect network is a satellite based
TCP/IP network with a star topology in which a Time Division Multiplexed (TDM) broadcast
downstream channel from a central hub location is shared by a number of remote nodes. The
iDirect Hub equipment consists of an iDirect Hub Chassis with Universal Line Cards, a Protocol
Processor (PP), a Network Management System (NMS) and the appropriate RF equipment. Each
remote node consists of an iDirect broadband router and the appropriate external VSAT
equipment. The remotes transmit to the hub on one or more shared upstream carriers using
Deterministic-TDMA (D-TDMA), based on dynamic timeplan slot assignment generated at the
Protocol Processor.

Beginning with iDirect release 7.0, a mesh overlay can be added to the basic star network
topology, allowing traffic to pass directly between remote sites without traversing the hub. This
allows real-time traffic to reach its destination in a single satellite hop, significantly reducing delay.
It also saves the bandwidth required to retransmit mesh traffic from the hub to the destination
remote. For a description of iDirect’s mesh overlay architecture, see chapter 3, “Mesh Technical

Description,” of the iDirect Technical Reference Guide.

The choice of upstream carriers is determined either at network acquisition time or dynamically at
run-time, based on a network configuration setting. iDS software has features and controls that
allow the system to be configured to provide QoS and other traffic engineered solutions to remote
users. All network configuration, control, and monitoring functions are provided via the integrated
NMS. The iDS software provides packet-based and network-based QoS, TCP acceleration, 3-
DES or AES link encryption, local DNS cache on the remote, end-to-end VLAN tagging, dynamic
routing protocol support via RIPv2 over the satellite link, multicast support via IGMPv2, and VolP
support via voice optimized features such as CRTP.

An iDirect network interfaces to the external world through IP over Ethernet via 10/100 Base-T
ports on the remote unit and the Protocol Processor at the hub. The following figures, beginning
with Figure 2-2 “iDirect IP_Architecture”, p. 5 describe the IP level configurations available to a
network operator.

The iDS system allows you to mix traditional IP routing based networks with VLAN based
configurations. This capability provides support for customers that have conflicting IP address
ranges in a direct fashion, and to support multiple independent customers at a single remote site
by configuring multiple VLANSs directly on the remote.

3
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Figure 2-1: Example iDirect Network

In addition to end-to-end VLAN, the system supports RIPv2 in an end-to-end manner including
over the satellite link; RIPv2 can be configured on per-network interface.

4
Network Management System iBuilder User Guide, Release 7.0.1



Satellite

/ Shared Downstream / Inroute Group 1 ™

¢ Inroute Group 2

Huby Chassis

Whdtipe VLAN Remese

Turmed

Pratucol Processor gy

WLAN Switch

Upasream

Petaut Upstream Rowar

Inserned
[Customers 0 & E

Gusamer B
WLAN Swiich E HO
Cussomer B Upatream Rouer 170 100 00024

Cuslormner &

Ha
Customer A Upstream Raovar 192 160,024

Customar &
b——- HZ

Cumiomer C Upsveam Router 02 100/0.024

Inroute Group N
LE N ]

YLAN Remaie 1

Cuglomes C
Femoae LAN
192.168.1.0024

Customer &
Remooa LAM
192168 1.0v24

Customar 8
Rernios LAN
192.168.1.0024

YWLAN Remale 2

Gushomer &
Femole LAN
162.188.2.0/24

IPRemate 1

Gushomear O
Remote LAN
182.168.1.024

IPRemate 2

Gustomer E
Remole LAN
162168 2.0024

Figure 2-2: iDirect IP Architecture

5

Network Management System iBuilder User Guide, Release 7.0.1



Satellite

/Shared Downstream\ //Inmute Group ‘N /" Inroute Group 2

/ Inroute Group N

Hubs Chassis Mudtiphe VLAN Remome

WLAMN Remate 1

WLAM Remoie 2

IFRemoie 1

IFRemate &

Tureel
Customer & Custamear D Customer E
Protacol Pracessor gy (— Ereinqenl Remote LAN Remote LAN Remote LAN
VLAN Syiich 192,188, 1,024 182 188.2. /24 182.168.1.024 182 16820024
Upsimam
Custorner A
Gusiamer A Lpstream Rautar 1923680004
VLAN Swilch Bueromer B
HO Customar A
Custamer B Upstieam Router | e 100 0024 Fenncie LAN
102.968.1.v24
Jretaul Lipstream Rouner
Customear &
| P — HZ Customer
192.168.0.024 Femote LAN
Cistomer G Upsroam Router 42 3881
Internet
(Customers D& E

Figure 2-3: iDirect IP Architecture — Multiple VLANs per Remote

6

Network Management System iBuilder User Guide, Release 7.0.1



Satellite

/" Shared Downstream ™ /" Inroute Group 1 ™ /" Inroute Group 2 ™ / Inroute Group N ™

WLAM Taguped Packels

- Packets are ransmitbed aver e airin
aithar dirgction wilh 1ha comect VLAN
tag when necessary. This is
determined by the presence of & WLAN
swiich downsirasm fom the remate,

VLAN Remole 1 WLAN Remooe 2
Hub Chassis — Custonier C
Remor LAt
WLAN Switch 192.168.2.0V24
Ti el
e VAN Tagged Packeis
Packats exiing the PP upstream are
always tagged in this configraiion. A
frotocal Frocessor (g VLAN marare sultch diracts, packots e WLAM Tagged Packets
directly 1o the appropiate cusiomer Femota LAN
ToLnar based solsly on VLAN tags. 192.188.1 0124 Packess exiting the memale are Hagged
— a5 ecessaly depending on the
Ugsiream presnnss nf;;::_::::-srmnm WLAN
Custormar C
. HG
Customer C Upstream Routar 102 1850.0/24

WLAN Switch

Figure 2-4: iDirect IP Architecture — VLAN Spanning Remotes

7
Network Management System iBuilder User Guide, Release 7.0.1




A iDIRECT
““ TECHNOLOGIES

-+

Satellite

/ Shared Downstream ¢ Inroute Group 1 ™, / Inroute Group 2 ™ / Inroute Group N

—

~ -~
T
. -
s
- — Mormal IP based famobes do not
require ary anditicral VAN tags aver
the air. \
: 5 | [# o e
Remte 1 Ramote
|
Hubs Chssiz Coustomar [ Custamar E
Remote LAN Rerncte LAN
152.168.1.0/24 162.166.2. VE4
Tunnel
YLAN Tagged Packats
WLAN Tagpad Packals
Mrrmal IF trafic uits thee Protacol
praiocal Processo (g Prosessoe untagged and is fsrwarded Packels exiing the remote are

i 51 UpStream routar uritagged

Lipstream

Inzernet

Mormal Upstresm Rouber
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In addition to the network architectures discussed so far, iDirect’'s iISCPC solution allows you to
configure, control and monitor point-to-point Single Carrier per Channel (SCPC) links. These links,
sometimes referred to “trunks” or “bent pipes,” may terminate at your teleport, or they may be
located elsewhere. Each end-point in an iISCPC link sends and receives data across a dedicated
SCPC carrier. As with all SCPC channels, the bandwidth is constant and available to both sides
at all times, regardless of the amount of data presented for transmission. SCPC links are less
efficient in their use of space segment than are iDS TDMA networks. However, they are very
useful for certain applications. Figure 2-6 shows an iDirect system containing an iSCPC link as
well as a TDMA network, all under the control of the NMS.
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3 Overview of the Network Management System for iBuilder

This chapter presents an overview of the iBuilder network management tool for configuring your
iDirect network. It contains the following sections:

“Introduction” on page 11

“Gathering the Information You Need” on page 11

“Preparing Equipment in Advance” on page 12

“Components of the Network Management System” on page 12

“Installing iBuilder, iMonitor, and iSite” on page 15

“Launching iBuilder” on page 16

“Pre-defined Components and Components Folders in iBuilder” on page 19

“Using iBuilder’s Interface” on page 23

“Customizing and Creating New Detail Views” on page 40

“Working with Multiple Elements Simultaneously” on page 47

“Configuration Status of Elements” on page 49

“Understanding the Database’s Numbering Convention” on page 53

“In Color versus Shaded Icons” on page 54

“Configuring Warning Properties” on page 55

3.1 Introduction

iDirect’s Network Management System (NMS) is a powerful suite of applications and servers that
provide complete control and visibility to all components of your iDirect networks. The NMS client/
server system architecture consists of three series of components:

Three NMS applications with Graphical User Interfaces (GUIs) that allow you to
configure and monitor your network

A database that stores the data entered by and displayed to users

A middleware tier that manages access to the database on behalf of user operations

This chapter provides some of the most important information you will need to understand how
iBuilder works and how to use it as effectively as possible. This chapter discusses how to prepare
for installation, what you will see when you first launch iBuilder, how to use the many powerful
tools available in iBuilder, how to create, customize, and print reports, and how to determine the
configuration status of network elements.

3.2 Gathering the Information You Need

You must have the following information readily available when creating a new network.

Spacecraft and carrier information, such as:
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* Longitude (Geo location)

» Transponder translation frequency

e Hub Up/Down local oscillator

* LNB stability

» Carrier uplink and downlink frequencies
* FEC block sizes

* FEC blocks per outroute frame (See the Network Planning Tool and its User
Guide.)

» Data rates

Overall IP architecture plan for hub components
Geographic location of the hub

Line Card serial numbers and slot numbers
Number of inroutes

Tx/Rx or Tx-only line cards, depending on downstream/upstream data rates (Refer to
chapter 4, “iDirect Modulation Modes and FEC Rates,” of the iDirect Technical
Reference Guide.)

Frequency hopping (requires that a Reference Clock Module be installed on your hub
chassis) or carrier grooming mode

Remote serial numbers and geographic locations

3.3 Preparing Equipment in Advance

Before you begin configuring the network elements, you must have already commissioned your
hub equipment. This involves the following:

The NMS Server must already be installed and its interface defined.
The Protocol Processor blades must already be installed and configured.
The Chassis must already be installed and configured.

Line Cards must have already been installed in the Chassis with their IP addresses
defined using iSite.

3.4 Components of the Network Management System

The NMS consists of several client/server components that work together to provide the functions
and views necessary to control your network. These components are briefly discussed below.

3.4.1 NMS Applications

The iDirect NMS provides three GUI clients, each of which performs specific functions for
networks operators, field installers, and end users.
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iBuilder

The iBuilder application provides all configuration and control functions to network operators.
Configuration options consist of creating network elements (e.g. networks, line cards, remotes)
and specifying their operational parameters, such as QoS profiles or IP addresses. Control
options consist of applying the specified configurations to the actual network elements, retrieving
active configurations, resetting elements, and upgrading element software and firmware.

iMonitor

The iMonitor application provides complete visibility to the real-time status and operational data of
network elements. “Status” refers to the real-time state of network elements, such as OK, warning,
or alarm. Operational data are captured in a variety of network statistical data tables and displays,
revealing, for example, IP traffic statistics, satellite link quality, and hardware component operating
values.

In addition to real-time visibility, iMonitor allows you to access state and statistics from the
historical archive in order to analyze anomaly conditions and perform trend analyses. Refer to
Network Management System iMonitor User Guide for a complete list of real-time and historical
data available through iMonitor.

iSite

The iSite application is used primarily for commissioning new sites and monitoring TDMA remotes
from the local LAN side. It contains functions to help installers calculate antenna azimuth/
elevation, perform antenna pointing, and put up a continuous wave (CW) carrier for antenna
peaking, cross-polarization and 1dB compression tests. It also provides configuration and real-
time state/statistical information for one or more remote units. Instead of interacting with the NMS

middleware, it connects directly to each remote to perform all of its operations. iSite does not
provide access to historical information.

iSite also allows monitor-only capability to end-users, should you decide to provide it to them. For
more information About iSite, see Using iSite to Commission Equipment.

End-users do not need iSite in order to receive or transmit |IP data
over the iDS system.

NOTE

NOTE Beginning with release 5.0.0, iSite replaces NetManager.
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3.4.2 Server Components

The NMS server processes run on your NMS Linux Server machines. There are a number of NMS
servers processes, each of which performs a specific set of back-end functions.

Configuration Server

The configuration server is the core component of the NMS server family. It manages access to
the configuration database, which contains all the element definitions for your networks and their
operational parameters. Additionally, the configuration server provides most network control
functions (configuration apply, firmware download, resetting, etc.). The other servers also use this
server to determine what the network components are.

Real-time Data Server

The real-time data server collects most of the network statistics produced by your network
elements. These statistics include IP stats for each remote, remote status messages, timeplan slot
assignments, line card statistics, etc. Additionally, the real-time data server provides these
statistics to the GUI clients for real-time and historical display.

Event Server

The event server’s primary job is to generate warnings and alarms and send them to iMonitor for
display. Warnings and alarms are collectively known as “conditions”. The event server also
collects and archives all system events and provides them to iMonitor for display.

Latency Server

The latency server measures round-trip time, or latency, for every active remote in your networks.
These measurements are stored in the archive and provided to iMonitor for display.

NMS Controller Server

The control server manages the PP Controller Server processes running on the NMS server.

PP Controller Servers

The PP Controller processes control the samnc process on each PP blade.

NMS Monitor Script

This simple script monitors all other servers and restarts them automatically if they terminate
abnormally. It records a log file of its activities and can be configured to send e-mail to designated
recipients when it restarts any of the other servers.

Consolidation Script

The consolidation process periodically consolidates records in the statistics archive to preserve
disk space on the server machine. Default consolidation parameters are already entered into your
configuration database; they can be tuned to your particular storage requirements if necessary.
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Database Backup Script

This script runs nightly to back up the data in your primary databases and copy it to your backup
NMS server. The database backup daemon must be custom-configured for each customer site.

Database Restore Script

This script runs nightly on your backup NMS server. It restores your primary NMS database into
the backup database for NMS failover purposes.

3.5 Installing iBuilder, iMonitor, and iSite

This section provides the system requirements and procedures for installing your Network
Management System components.

3.5.1 System Requirements

The NMS GUI clients are Windows PC-based applications that run under the following versions
of Windows:

* Windows 2000 WorkStation, Service Pack 3 or later
*  Windows XP WorkStation

Windows NT, Windows 98 and Windows 95 are NOT supported. We do NOT support server-
based versions of Windows.

3.5.2 Installation Procedure

A single client installer .exe file, nms_clients_setup.exe, installs all three GUI clients and
associated library files for you. To install the clients, copy the nms_clients_setup.exe file to the
target PC, double-click it, and follow the prompts.

By default, the clients are installed on your desktop in the following folder:

+ |DIRECT NMS Clients <version>, where version is the iDirect release number.

The installer automatically adds the appropriate entries in the Windows Start menu. Click Start =
All Programs = iDirect = NMS Clients 7.0. The iBuilder, iMonitor, and iSite clients are displayed,
along with an Uninstall selection.

< <

iBuilder iManitar iSite

Figure 3-1: Desktop Shortcuts for NMS GUI Clients
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3 |r_‘| MMS Clients 5.0

iBuilder
% iMoriitor
— isite

\f'_B Uninstall iDIRECT MMS Clients 6.0

Figure 3-2: Windows Start Menu Entries for NMS GUI Clients

The server portion of the NMS is installed on the primary and
backup NMS servers. For more information About installing and/
or upgrading these components, see the iDirect Technical Note
titled Installing iDS Software.

3.6 Launching iBuilder

iBuilder is initially installed with two default accounts: “admin” and “guest”. The admin user has full
access privileges to all iBuilder functionality, while the guest account has read-only access. The
passwords for these two accounts are identical to their associated user names. For information
on setting up user accounts, see chapter 13, “Creating and Managing User Accounts and User

Groups.”

iDirect strongly recommends that you modify the admin user password as soon as possible after
the installation. This is especially important if your NMS Server is accessible via the public
Internet.

Step1l To launch iBuilder, double-click the desktop shortcut or select it from the
Windows Start menu.

Step2  Enter your user name and password in the Login Information dialog box.
Step 3  Click Server and select the IP address or host name of your primary NMS
Server machine. The Server box holds up to three IP addresses. If yours
does not exist, enter the IP Address in the Server box.
Step 4  Click OK to complete the login process.
The the iBuilder version must match the NMS server version in

NOTE  order for you to log in. (For example, version 6.0.0 of iBuilder may
connect only to version 6.0.0 of the NMS servers.)

16
Network Management System iBuilder User Guide, Release 7.0.1



IN

Login Information

Enter a user name and password that is valid for this
application. Ok

User name: 1cgillis Cancal

Passwaord: Senver <<

Fl

‘

Enter the IP Address or Host Mame of the Network
Management Serser.

Server; 10.0.50.41 ﬂ

The iBuilder application automatically connects to the NMS server processes that are required to
perform the NMS’s functions. If this connection is lost for any reason, iBuilder automatically
reconnects to the servers when they become available.

Logging On To Additional Servers

In the event that there are multiple NMS servers in the same teleport or multiple teleports under
the network operator’s control, you may need to log out of one NMS server and log in to another
one. You can do this without exiting iBuilder. From the Main Menu, select File = Log Off to log out
of your current session and File = Log On to open the Login Information dialog box again.

File Edit Wiew Window Help
Log On...

Print Setup...

Exit

Multiple Users or PCs Accessing the NMS

Multiple users or multiple sessions may run simultaneously on the NMS database. For example,
the NMS offers the following capabilities:

1. You may run multiple simultaneous sessions of iBuilder and/or iMonitor on a single PC.
These versions may be connected to different servers or the same server.

2. Multiple PCs may run the same session of iBuilder and/or iMonitor at any given time
and connect to the same server at the same time.
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3. Only one iBuilder user may have a Modify Configuration dialog box open at any given
time. If another user tries to modify a record when someone else already has a Modify,
or configuration, dialog box open, an error message is displayed on the PC of the other
user, and they are not allowed to change anything in the database.

=

iBuilder

The database resources are unavailable at this time,
they are locked by another user [ocb@10.0.19,127].

LR

Flease try again later,

Accepting Changes

When two iBuilder users are connected to the same server, and one of them modifies the network
configuration, the other user cannot modify the configuration suite until he accepts the changes,
which will automatically refresh his configuration view to reflect the latest changes.

When the other user changes the configuration, the Accept Changes button on your toolbar
changes color from gray to red (For more information, see Table 3-1, “Toolbar Icons and
Functions,” on page 31.

o8
4

&

If you attempt to modify the network configuration without accepting changes, the following
warning message appears:

=

Configuration Changes Pending

Anather uger has modified the configuration. Accept the changes
and try again.

Cancel

Before you accept the changes, you may view the other user’s changes by selecting View =
Configuration Changes (see “Configuration Changes Pane” on page 37). To accept the changes
and update your view of iBuilder, click Accept Changes. Any modifications the other user has
made are now displayed in your copy of iBuilder.
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3.7 Pre-defined Components and Components Folders in iBuilder

iDirect has designed the Network Management System to be as easy to use as possible, and
therefore has added several components and components folder entries to iBuilder to get you
started. These pre-defined components and folders exist in iBuilder when you launch it for the first
time. The elements and folder entries can be re-used as you create hew networks.

iBuilder is shipped with the following pre-defined and re-usable components and components

folders:

» Bench Test Components for I/F Networks

Spacecraft
Transponder
Bandwidth

Up/Downstream Carriers

» Components Folders Containing Critical Information

Remote Antenna Components
e BUCs
* LNBs
QoS
» Up/Downstream Filters

» Up/Downstream Traffic Profiles

e Components Folders Containing Reference Information

Manufacturers

3.7.1 Bench Test Components

The components that exist in the system when it is displayed for the very first time at your site

include:

* Bench Test Components for I/F Networks, that were set up for testing purposes prior
to shipping. They include the following elements which can be modified to have their
names and other properties changed to match the needs of your network:

a spacecraft
a transponder
aBUC

an LNB
bandwidth

an upstream and downstream carrier
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= % iBench Test Spacecraft |/F:
—. 7% Bench Test Transponder I/F
= |s+ Bench Test Bandwidth I/F
"~ Bench Test Upstream TOMA Camier
L+ Bench Test SCPC Downstream Camier

Figure 3-3: Bench Test Components in Initial NMS Tree

3.7.2 Components Folders

Several folders are built into iBuilder for your convenience, some of which have pre-defined
entries, and others of which require you to add the entries yourself. Some of these folders contain
entries that are critical to the configurations of various elements within the system, whereas other
folders contain information that is used only for reference and network record-keeping. You can
add additional entries to either type of folder. For instructions on how to add entries to folders, see
“Adding Entries to Folders” on page 22.

3.7.2.1 Folders Containing Critical Information

These folders contain entries that are critical when configuring a given component. At initial
deployment, these folders already contain entries that iDirect has defined. The folders containing
critical information include:
* QoS
* Components
* Remote Antenna Components
* Hub RFT Components
QoS

This folder contains a number of subfolders, such as the Up/Downstream Filter Profiles and Up/
Downstream Traffic Profiles folders shown below. The entries listed in the figures below are
examples of default profiles developed by iDirect for use on iDirect products.

=-IC3) Qo5
—-IC3) Filter Profiles
+-IC2) Downetream
+-IC7) Upstream
=i Traffic Profiles
+-IC2) Downetream
+-IC3) Upstream
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)

Iy Downstream

3} Defautt Downstream Fiter (D Upstream
3 Fiter WWW Un3 Default Upstream Profile
EI}—} Fitter MAIL LnS Experimental Upstream Profile
3 JJB Fiter DNS oS Dray's Upstream Profile
3 JJB Fiter FTP oS Muttiple Protocol - UDP Profile
<= JJB Fiter 55H S JJB VolP Profile
#+ JJB Fiter MAIL o5 JJB FTP Profile
3 JJB Filter WWW ln3 JJB SSH Profile
<= Fiter 55H oS JJB WWW Profile
3 Fiter FTP oS JJB Multiple Protocol - UDP Priority
3 Fiter DNS oS FTP Profile
3 Fiter UDP o5 S5H Profile

Figure 3-4: Filter Profile Examples Figure 3-5: Traffic Profile Examples

Components: Remote Antenna Components

This folder contains a number of subfolders, such as the BUC and LNB folders shown below. The
entries listed in the figures below are examples of BUCs and LNBs certified by iDirect for use on
iDirect products. These lists are only partial lists.

3 IFL

I3 BUC

I3 Reflector Mount
[ Reflectar

> LNB

I3 Remote Artenna Compaonents
¥
¥
¥
¥
¥

o e
© BUC 8 New LNE #1
& CRB's /F BUC &y CRB's /F LNB
% CRB BUC 4W % CRB Specinv LNB
% DEdsberg %% DEdsberg
Mew BUC #5 % Micole LMB #5
MJTEREZF 2W-CBand % ACS740FE CBand DRO

o
% CBUCEW-02-W-1D 5\W-CBand % NJS8477 CBand PLL

% NJT5015F 1W-KUBand %% NJR2184 KUBand DRO/LOW

% NJTS016F 2W-KUBand %% NJR2144 KUBand DRO/North America
& NJT5025F 4W-KUBand %% NJR2744 KUBand DRO/North America
% BUCAW-02-W-D 4W-KUBand % NJR2537 KUBand PLL/LOW

Figure 3-6: BUC Examples Figure 3-7: LNB Examples
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Components: Hub RFT Components

For detailed instructions on defining components within the Hub RFT Components folder, see
“Preparing the Hub RFT Components Folders” on page 61.

3.7.2.2 Folders Containing Reference Information

The information in these folders are for convenience purposes only and are not used to operate
the NMS or any of iDirect’'s equipment. However, entries from these folders can be selected from
drop-down lists on various configuration dialog boxes throughout the system so that the
information is at your fingertips if you need it.

These folders include Manufacturers, Distributors, Operators, Customers and User Groups, as
shown below.

+-107) Manufacturers
+-1C7) Operators
+1-177) Distributors
+1-107) Customers
+-107) Uszer Groups

An example of entries in the Manufacturers folder is shown below.

I3 Manufacturers
o Acme Manufacturing, Inc.
" DEdsberg
& NJRC/Nichimen
W VIS_NFL Manufac
Y Tampa Microwave
W Channel Master
& CommScope
T Wavesat
¥ Baird

" SPC Hectronics

o Norsat

3.7.2.3 Adding Entries to Folders

You can add entries to any folder, whether it has pre-defined entries in it or not. Selections in these
folders should be added prior to configuring other elements of the system, as the information in
the folders listed above will be requested in various configuration panes throughout the system.
Not having a selection defined in a given folder will result in your not being able to select that entry
when a configuration dialog box requests it. This could add additional steps to the configuration
process because an element may remain “Incomplete” until a required component or
subcomponent entry is created and selected on a given element’s configuration dialog box.

You can add additional entries to any folder by right-clicking on the folder and selecting Add [type
of component]. For example, you can right-click Manufacturers and select Add Manufacturer. A
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dialog box appears allowing you to define a new manufacturer. When you have input the
information, click OK in the lower right corner of the dialog box (not shown).

+-I.) [Manufacturer

+-C7) Operators Creation

+-[C3) Distributors |5':'E Add Manufacturers
-3 Customers %\

Modify Configuration Object - New Manufacturer #9

Information ]

ﬁ Manufacturer

M ame:; |New bl anufacturer #9

Phone Hurmber: |

Fax Murmber; |

3.7.2.4 Canceling an Entry

Clicking Cancel in any of the dialog boxes will cancel your current entries.

3.8 Using iBuilder’s Interface

iBuilder's main window is comprised of several toolbars and panes which are described below.
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hd -1
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----- e Mew Blade
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[—:I...Ji... CLiu Metwork

B Scifi #25
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#-ada Action Nebw
#-eda Dirama Netin [ | [ |
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- Fei 7 0

- B8 BSnyder PR ]
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H imermalional lrealies as deascribed in Help | About®
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[
iBuilder Tree Wiew
Ready |Llser: admin @H | | v

Figure 3-8: iBuilder's Main Screen

3.8.1 Clicking on Elements and Folders: What Happens?
Right-Clicking

In general, you must right-click (or use the context-sensitive mouse button) on your mouse to
display any list of options that can be performed on the element you currently have selected.
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Double-Clicking vs. Single-Clicking

You can double-click any network element/component in the Tree to automatically display its
properties in read-only mode.

You can single-click a plus (+) or minus (-) sign next to an element in the Tree to expand or
contract the branches to the next level down in the tree for that element or folder. Once an element
has no plus sign or minus sign next to it, you can double-click any element to view the Properties
for that element in read-only mode.

For example, if the Hub RFT Components folder has a plus sign (+) next to it, you can double-click
it to expand it to see the four folders at the next level: Antenna, Up Converter, Down Converter,
and HPA. You can double-click any folder with a plus sign next to it to expand it to the next level.
However, once the folder is fully expanded and the elements within it are displayed, if you double-
click the actual element, the Properties for that element are displayed in read-only mode.

3.8.2 Globe

Using the Docking Feature

Docking refer to the ability to move a window pane of the NMS interface to another location on the
screen or to detach it from the screen entirely and place it somewhere else on your monitor. In
iDirect's NMS, the dockable panes have double-ridge lines at the top of the pane.

=l x|

.
“ iDIRECT .

To dock a window pane somewhere else on the NMS interface or on your monitor, follow the
procedure below:

Step1l Pointto and right-click the double-ridge lines of the pane you want to move
and select Allow Docking.

;"I'E:,TH""E'E-F_ W .G.!I-:u'rx' Docking

w59 Nig 1 Hide

#-ge Cliutel Sort Tree...

T ; :I:HE: Expand Tree  Shift-=
+-E arfigy o
- = o | ColapseTree Shift<

Step2  Place the pointer (mouse arrow) on the double-ridge lines and drag the
pane wherever you want it. Depending on where you drag it, the pane may
change shape (for example, from a vertical display to a horizontal display).

Step 3 If you want to move the pane back into its original place or to another
location, start by grabbing the double-ridge lines with your pointer. Then,
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you can click the Name toolbar at the top of the pane to move it around, and
you can place your pointer at the edges of the pane to resize the pane.

Step4  To detach the pane completely, double-click the double-ridge lines. The
pane becomes separately parented and you may move it independently
from the main iBuilder window. This feature is useful if you have two
displays on a single PC and want to move this pane to the second display.

Expanding Tree

To expand the Tree to view all of the children elements, select Expand Tree. The Tree will expand
to show all of the child elements.

@ OIRECT,
%% NMS Teleport five)
—-B elswr? eng idirect net
emn MMS Bladg 1
—|-otha MMS Met
B Tx AFL [Il+ 8558]

— : v Allow Docking B R AFC [Il+ 3658]
fab IDIRECT, | Hide M Stdby NFC [Il+ 3684]
F-we MMS Teleport {i i IS0
+-we Cliuteleport Sort Tree.., _ B Buffalo [3224]
+- ¥ |"-"|E:|S. . Expand Tree %Ihlﬂ:-‘} % Baltimore [Il+ 2491]
+-g Corfiguration Te  Collapse Tree "hift<- = Tampa Bay [Il 613]
+-(2) Spacecraft [% MNew Inroute Group H45
407 QoS ) RFT Tyler
+-2 Components B) New Hub RFT #22
+-C7) Manufacturers i

[ MNMS Chassis
-2 OF'E'_E“':'E —-%¥ Cliuteleport
+-(3 Distributors —-E8 Venus Protocol Processor #40
+-(3 Customers 4 New Network 275

Figure 3-9: Expand Tree Selection Figure 3-10: Expanded Tree with Child Elements

Collapsing Tree

To collapse the Tree to view only the top level elements, select Collapse Tree. The Tree will
contract to show only the top level elements.
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—T : v Allow Docking
@ TDIRECT, o e

—-%% NMS Teleport | L
—-B& elsvri2eng,  SortTree... "E;'-'-’I CEMS Telepart
) Spacecraft

e NM5E  Expand Tree  Shift-=
—|-=da NMS N " Eollzgse Tree Shift<- D Qo5
B Tx “‘13@"* . (3 Components
MR R A58 0 | B e e
BB Stdby MFC[Il= 3684]
= G0
= Buffalo [3224]
I% Baltimare [+ 3451]
=2 Tampa Eay [Il 613]
[% MNew Inroute Group #45

.....................................

[2) Operators
() Distributars

[2) Customers
[2) User Groups

O O O o R O
=
o
;]
=
@
o
£
1

Figure 3-11: Collapse Tree Selection Figure 3-12: Collapsed Tree

Sorting Columns

In any pane with columns, or list controls, you can sort the entries in the pane by the values in any
column by clicking on the column heading. In the example below, the Active Users Pane has been
sorted on Group by clicking the column heading.

Marme | Group £ | Permissions | Logged On

£ MO Super User ha

i O Fuest ha

& admin - System Super ser Yes - iBuilder(4), iMonitar(3)
%guest Syskern Glesk Mo

vt YHOL Super User Ma

ye YHOL Guest Ma

Sorting the Tree

To sort the Tree, follow the steps below:

Step1l  Right-click the double-ridge lines above the Tree pane and select Sort Tree.
You can also select Edit = Sort Tree...|

— o w Allow Docking
@ DiReCT| T L

+-#x Cliut|  SortTree...
+-e Mels Expand Tree [:%Ehiﬂ:-:b
+

:f_g Corfig  Collapse Tree Shift<-

+
B
=
=
(¥

Step2  The Sort Preferences dialog box is displayed.
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Step 3  Click the Sort items in drop-down list and select either Ascending or
Descending.

i |

Sort Preferences

Specify zort preferences

Sort iterns in |Default ﬂ order

Sort iterns by E.:éiﬂéing %
Dezcending

&pply sort to | J items

k. | Cancel

Step4  Click the Sort items by drop-down list and select one of the options.
Depending on what you select in this field, your choices in the Apply sort to
field will change.

r |

Sort Preferences

Specify zort preferences

Sart items in |,-'i'-.s|:ending j order

Sart items by | Hame

M are ;
I e

Senal Mumber .
Apply zart ta Clate items

Slot Azsignment

k. | Cancel

Step5  If you select Name, either click the Names are case sensitive check box or
clear it.

Step 6  Select the element to which you want to apply the Sort feature. The options
are:

* Remote
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* Hub

e Inroute Group
» Spacecraft

* QoS Profile

* Component

* Manufacturer
e Operator

e Distributor

Sort Preferences
Specify zort preferences

Sort iterms in |,-'l‘-.$|:er'|ding ﬂ order

Sort iterms by |Name ﬂ
[ Mames are case sensitive

Apply art to |Hu|:| j iterns
Remate e
Hub
Inroute Group

Spacecraft C |
QoS Profile v QE'”CE

Step 7  Click OK. The next time you log in, iBuilder will remember and display the
last sort preference you chose.

3.8.3 Network Tree

The Network Tree is the primary navigation tool in iBuilder. It contains all of the elements of your
network, structured hierarchically. Each element in the tree contains a context-sensitive menu
accessible from your mouse’s context menu button (typically the right mouse button). By right-
clicking a tree element, a submenu of options appears, which you may click to use to configure or
view various types of data and other information used to operate your network. For example,
Teleport or Transponder appear in the submenus of Tree elements. For specific information on
these selections, see the section on that particular option. Use the Contents or Index of this book
to locate this information.

Most elements and entries in the Tree are necessary to operate the network. However, some
folders are provided simply to enable you to add informational entries for reference and record-
keeping. These reference folders include the Manufacturers folder, Operators folder, Distributors
folder, and Customers folder.
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A plus sign (+) next to an element or folder in the Tree indicates that additional elements, folders,
or informational entries exist below that level, or branch, of the Tree. Click the plus sign (+) to
expand, or collapse, the element or folder to view the next level of the Tree.

+ 'ajfg' MextGen Teleport 1
+-C5) Spacecraft

A minus sign (-) next to an element or folder indicates that the element or folder has been
completely expanded and has no other child entries below this level, or branch, in the Tree, other
than the children that are currently visible.

In the figure below, the NMS Network has been expanded as far as it can be. The NMS Network
cannotinclude children in another network; therefore, its only children are the Tx, Rx, and Standby
(Stdby) line cards, and the 1GO Inroute Group. The Inroute Group is a parent element that can be
expanded by clicking its plus sign (+) to reveal its children elements at the next level of the Tree.

—eibs |NMS Netwode Momina
B Tx AFL [+ & MNominal

B Rx  AFC[ll=3658] Mominal
B Stdby NFC [Il+ 3684] MNominal
= IGO Mominal
&3 Buffalo [3224] Changes Pending
&3 Baltimore [Il+ 3491] Changes Pending
&3 Tampa Bay [Il 613] Changes Pending

In the example below, the QoS folder has been expanded as far as it can be. The QoS folder
cannot include children in another folder on the same branch of the tree; therefore, its only children
are the Filter Profiles and Traffic Profiles folders. The Filter Profiles and Traffic Profiles folders are
parents to the Downstream and Upstream folders that can be expanded by clicking their plus signs
(+) to reveal their children folders or elements below them in the Tree.

=13 QoS
-1-IC3) Filter Profiles
+-[C7) Downstream
+-[C7) Upstream
—1-IC3) Traffic Profiles
+-[C7) Downstream
+-C7) Upstream
+-[C7) Components

3.8.4 Using the Interface Toolbars and Menu Options

Title Bar

The Title bar identifies the name of the application (in this case, iBuilder) and the IP address of the
server to which you are connected.

| iBuilder - 6.1.1.0 172.16.136.10|
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The Menu bar at the top of the display provides access to log in, log out, quit, and other high-level

functions.

Toolbar

Ele Edit View Window Help

The Toolbar, shown below, contains context-sensitive buttons, allowing you to perform a variety
of operations on a currently-selected element without using its context menu. Their functions are
described in Table 3-1, “Toolbar Icons and Functions,” on page 31.

& ¢h

v E X | # LA L U %

Table 3-1: Toolbar Icons and Functions

Toolbar Icon Functionality

S Allows you to view elements in the Network Tree Menu hierarchy
ih Displays the Find dialog box

Opens the Modify Configuration dialog box of a highlighted parent element in the
28! Tree, allowing you to create a new child element for that parent. If the highlighted

element you select before clicking this button has no children elements, this icon
will become unselectable and is displayed in gray.

Allows you to add an element to the Tree. If the element in the Tree that is
highlighted before you click this icon does not have the capability to allow you to
add anything, the icon will become unselectable and be displayed in gray.

Allows you to view the properties of the highlighted element in the Tree in Read-
Only mode

Allows you to view and edit the highlighted element in the Tree.
Allows you to delete a highlighted element in the Tree. You CANNOT delete

X parent node elements if they have children (sub) elements.

=2 Allows you to compare two configurations

il Allows you to apply multiple configurations
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Table 3-1: Toolbar Icons and Functions (Continued)

Toolbar Icon Functionality

ol Allows you to apply a TCP configuration
ot Allows you to retrieve the Active Configuration
Allows you to retrieve the Saved Configuration
o+ Allows you to apply a TCP network configuration
LU Allows you to retrieve the Active Network Configuration
T Allows you to retrieve the Saved Network Configuration
& Allows you to download firmware images to remote modems and line cards
£ Allows you to perform a multicast package download
Allows you to accept any changes made to the system by another user. This
9 does not mean that you approve of or agree with the changes; it simply means
that you are accepting the fact that changes have been made since the time of
your last login.
? Allows you to view the version number of the NMS as well as system information
Find Toolbar

The Find toolbar provides users the option to search the NMS for a given element and display the
results in either the Network Tree View or the Results Window. This becomes increasingly
important as the network grows larger. You can search by selecting a specific element name in
the first drop-down list (note that only elements you have created will be in the list); by type of
element in the second drop-down list; or by Name, IP address or ID number in the third drop-down
list. The figure below illustrates the various options within each category.

tH lNe:-:tGen Teleprlj|;—‘-n1_.r j MName ﬂ|Netwu:ur|*: Tree View J\g_

MeutGen Telepr Ay Mame Network, Tree View

NestGen Teleport | [ A— [ Fesut Windows |
STHOCUTars 3100-410 Protocol Processdl 1D

Chantilly PP Elade

Blade 2 MNetwork

Blade 3 Hub

Blade 1 Remote
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You can also click the Find button on the toolbar to open a dialog box that gives you the same
options.

Find Q

Find what:  [MestGen Telept | | FindNext |
Device Type: |,£'-,n_|,| j Cancel

Wihere: | Metwork, Tree Wiew

Search Criteria

+ Mame £
" P Address p o
e

To perform a search, follow the steps below:

Step 1 Select View = Find Toolbar, or click the Find button on the toolbar. Either
the Find toolbar appears to the right of the main toolbar, or the Find dialog
box appears in the Results pane.

Step2  Click the arrow on each drop-down list and click the criteria you want to use
in your search.

Step 3  To execute the search, you can do one of three things:

» press Enter on the keyboard if you are searching from the Find toolbar

» click the Binoculars icon to the left of the toolbar if you are searching
from the Find toolbar

» click Find Next if you are searching from the Find dialog box

Step4  Inthe example below, the user chose to look for a Remote by the Name of
3100-410 and display it in the Network Tree View.

# (3100410 = ||Remote w||Name _w|[Network Tree View |

That remote is highlighted in the Tree when the user clicks on the
binoculars icon.

Phoenix 1/G Mominal
= NMIl+ Remote [8322]
Nominal

g2
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View Menu

The View menu on the main menu toolbar allows you to display or hide the following toolbars and
panes. You can also right-click your context menu button (typically the right mouse button) to see
the same options as those in the View menu. If you have clicked an element in the Tree, the
Properties option is available also.

View Window Help

) v Main Toolbar
¥ Ilain Toolhar

Find Toolh Find Toolhar
innd Toolbar
ét — Status Bar
Status Bar
& Treehar @TIEEEEI

. . v Wiew Active Users
v View A ctive Users

Revserver Status
Eevwvserver Status

Legend
Legend )
) Confizuration Changes
Configuration Changes ]
) Configuration Status
Configuration Status ]
] Details
Dietails
) Choose Details..
Choose Details... o
] ] Collapze Dietails Hierarchy
Collapse Details Hierarchy
% Properties
Properties ==l
Figure 3-13: View Menu Options Figure 3-14: Right-Click Options

As you can see, the options on the View menu and those available by right clicking at the top of
the window are the same.

Status Bar

The Status bar is located at the bottom of the iBuilder window and displays the user name of the
person who is currently logged in and what their server connection status is. On the toolbar shown
below, the connection status is “Ready”.

Ready User: mmckee E.E.l MLIM
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Connection Details on Status Bar Icon

When your mouse hovers over the PC icon next to the user name on the Status bar, the IP address
of the NMS server that you are currently connected to is displayed.

EVT [172. 16,134, 10,28561] Connected
NMS [172, 16,134, 10,1493] Connected

Active Users Pane

The Active Users option and usage is discussed in more detail in “Managing Accounts from the
Active Users Pane” on page 227. However, if you select View = Active Users, the pane displays
a list of all defined users, along with their permissions, user groups, and current log in status.

Mame / | EroUp | Petmissions | Logged On

&2 admin Syskem Super ser ¥es - iBuilderi1)
ﬂ advance Syskem DatabaseRe... Mo

ﬂ bsryder yskem Super ser Mo

ﬂ cliu Syskem Super User Mo

ﬂ dedsberg  Swstem Super |ser Mo

ﬂ drav Swskern Super User Mo

ﬂfzhau System Super ser Mo

ﬂ guesk Syskem Guesk Mo

&2 heheng Syskem Super ser Yes - iBuilder(1)
ﬂ Maruthi Swskem Super User Mo

8 ceer Syskem Super ser ¥es - iBuilder(1)
& cushmitha  Swstem Super User ¥es - iBuilder(1), iManikar(1)
m. wiokan Swskermn Super User Mo
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Legend Pane

The Legend view displays the Configuration Status icons and their meanings. They are organized
by type of element as shown below:

COMNFIGURATION STATE DESCRIFTION

E=REMOTE MODEM
2 Nominal Activated, no changes to apply
% Changes Pending Activated, configuration changes not vet applied
E3 Deactivated or Never Applied Mot active in the network or configuration not yet applied
= Incomplete Configuration not completely specified
&F  Unknown Unknown configuration status

Mominal Mo changes to apply

Changes Pending Configuration changes not yet applied

Mever Applied Configuration not vet applied

Incomplete Configuration nat completely specified

nknown Unknown configuration status

= INF.OUTE GROUP

Mominal Mormal
Incomplete Inroute Group not completely spedified
= Maominal Mo chanages to apply
Changes Pending Configuration changes not yet applied
Mever Applied Configuration not yet applied
Incomplete Configuration not completely specified
Unknown Linknown configuration status
CHASSIS
Mominal Mo changes to apply
Changes Pending Configuration changes not yet applied
Mever Applied Configuration not yet applied
Incomplete Configuration not completely specified
Unknaown IUnknown configuration status
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Configuration Changes Pane

If another user changes the database, the Accept Configuration Changes icon on your toolbar will
become active.

If you want to view the changes in iBuilder before you click the icon to accept them, select
Configuration Changes from the View menu to display the Configuration Changes pane. You can
click the arrow to the left of each item to see more detail. The figure below shows the changes that
will appear if another user creates a new remote.

Ohbjects

J Events (& items)
[*}13:15:25 ADD

- Object Type Remote Antenna

‘- Object ID 5

‘allser admin@10.0.50.61
[FF13:15:25 ADD MNew Remoke

-13:15:25 ADD
[F-13:15:25 aADD
[F-13:15:25 ADD
[F-13:15:25 ADD
[F-13:15:25 ADQD
[FF13:115:25 MODIFY MNew Remote #8

Note that creating a single remote results in a number of separate objects being created: antenna,
remote, default VLAN, etc. When you click the Accept Configuration Changes Icon, all entries will
be cleared from the Configuration Changes Pane.

Configuration Status View

Configuration Status is discussed in detail in “Configuration Status of Elements” on page 49.
Configuration States are identified by both icons and color-coded words on either side of their
corresponding element in the network as shown below. The legend details the meanings of the
various icons and color-coded words. (See “Legend Pane” on page 36.)
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—|=tha |NMS Metworl f‘«ll:-minaé%]
B T« AFL [+ & Nominal

B Fx AFC [+ 3658] Nominal
B Stdby NFC I+ 3684] Nominal
= IG0 Mominal
&3 Buffalo [3224] Changes Pending
% Baltimore [Il= 3491] Changes Pending
&@ Tampa Bay [Il 613] Changes Pending

Figure 3-15: Example of Configuration States

Properties View

The Properties view shows the properties of a highlighted element in the Tree, in Read-Only
mode. To view properties via the View menu, click an element in the Tree and select View >
Properties, or simply double-click on the element.

Details

The NMS is shipped with predefined sets of details that may be viewed for any given element in
the Tree. Different elements have different predefined details. To view the details of a given
element’s children who reside at the next level down in the tree, select View —> Details.

View Window Help
» Mlain Toolbar
Fitid Toolhar
Status Bar
Y Trechar
v Wiewr & ctive Tsers
Rewserver Status
Legend
Configuration Changes
Configuration Status
+ TDletails

Figure 3-16: Clicking Details

The Details view allows you to sort, view and print a number of details, including the real-time

states, of all or some of the elements under the parent node you have highlighted in the Tree. For
example, if you click a Network in the Tree, as shown in Figure 3-17, you can view the details about
that network’s children (such as line cards and Inroute Groups) who reside on the same level of
the Tree, as shown in Figure 3-18. Notice that the remote in the Tree is not displayed in the Details
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view. You do not see, however, the details of the Network, itself. If you want to view the Network
details, you must select its parent in the Tree.

= Mame 1D
Nominal =%

AFL [Il+ 6656] Nominal
) B AFL [[I+6656] 7
B Fx AFC I+ 3658] Mominal
= ] B AFC [II+ 3653] 414

B Stdby NFC [ll+ 3684] Mominal

S IGO Nominal BEENFC [11+3684] 420
&7 Buffalo [3224] Changes Pending ERpeely 1
Figure 3-17: Network Highlighted in Tree Figure 3-18: Result in Details View

To print a report of all the elements in the Details view, click anywhere in the Details view and
select File = Print. You can print a portion of the view by using the Windows Explorer style
functionality to select any elements in the Details view (using the CTRL key and clicking on
individual elements, or using the Shift key to select a group of consecutive elements). Once the
desired elements are highlighted in the Details view, you can print a report of those elements’
details by selecting File = Print. (To customize the details you want in the report, see “Customizing
Detail Views for Configuration Reporting” on page 40.)

Collapse Details Hierarchy + Details

In the preceding “Details” section, we learned that the Details option, when used alone, allows you
to view details about the children at the next level down from the parent you highlight in the Tree
but does not allow you to view any sub-elements beneath the children. For example, if you click a
Network in the Tree, you can view the details about that network’s children (such as line cards)
who reside on the same level of the Tree, but you CANNOT VIEW details about the children’s sub-
elements (such as remotes) which reside at the second level down from the network you
highlighted. Notice that the remote is displayed in the Details view now.

MName | ID
=h..
B AFL [1I+6656] 7

T - B AFC [II4+36... 414
=I--<ka tNMS Networic Nominal MENFC [+ 36... 420
B T« AFL [I1+ 6656] Mominal
IGO0 1
B Rx AFC [Il+ 3658] Mominal %Buﬂ:aln W
BBE Stdby  MNFC[ll+ 3684] Nominal esttmore ... 213
- IGD Mominal %T ; [... 2
@@ Buffalo [3224] Changes Pending ampa Bay L.

Figure 3-19: Network Highlighted in Tree Figure 3-20: Result in Details View

The Details + Collapse Details Hierarchy view collapses, or flattens, the hierarchy beneath a

highlighted element in the Tree so that you can view the details of all children elements at every
level of the Tree below the parent you selected. For example, if you click a Network in the Tree,
you can view the details about that network’s children (such as line cards) who reside on the same
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level of the Tree, and you CAN VIEW the details about the children’s sub-elements (such as
remotes) which reside at the second level down from the network you highlighted.

To view the details of all children elements at every level of the Tree below the parent you
selected, select View = Details and View = Collapse Details Hierarchy.

Choose Details

This option in the View menu allows you to modify the system’s predetermined set of details for
any given element so that you can view only the details you need. For a detailed description on
using this feature, see “Customizing Detail Views for Configuration Reporting” on page 40.

3.9 Customizing and Creating New Detail Views

The NMS allows you to use not only the Details and Collapse Tree buttons to display predefined
details about a given highlighted element and its sub-elements, but it gives you the ability to
customize a Details display with any set of details or to create permanent new detail views that
you can use with any element in the system.

3.9.1 Customizing Detail Views for Configuration Reporting

As mentioned in “Details” on page 38, the NMS is shipped with predefined sets of details that may
be viewed for any given element in the Tree. However, you can customize your Details views for
any element, using the advanced Choose Details feature.

To customize a Details view, follow the procedure below:
Step1l  Click an element in the Tree for which you want to view details.

Step2  Select View = Choose Details from the Main Menu. The Choose Details
dialog box is displayed.
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Choose Details
Select the detailz you want to display for the objects in zelected level.
Dretails:
[
a IDame tove Lp
@ Tupe
bove Down
Shion
Hide
Show Al
Hide All
r

Select filker for Details lizt...

Selected items only j ﬂ
0k | Cancel

Step3  Click the Select filter for Details list... drop-down list in the Choose Details
dialog box.

Select fiter for Details list...

AilEailSbie) il | II-| | |

Default Filters
0k, | Cancel

Al available figlds
Carrier [%
Chasziz

Hub Line Card

[FroLteGroup

kozt Popular figlds

Metwirl,

M etwork, Acquisition Paramete
Metwork, UCP Parameters
Frotocol Processor

Remate

Selected itemsz only

WLAN PP Fields

YWLAMN Remote
- Custom Beports | _l |
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Step4  Select one of the filters

. Each filter offers a different set of details. For

example, the Carrier filter offers a list of all the predefined details that are
viewable when you highlight a carrier in the Tree and select Details from the

View menu.

When you select a filter, the detail choices appear in the Choose Details
dialog box, as shown below. The example below shows the details for

Carrier.

Choose Details

X

D etails:

Select the details pou want to display for the objects in selected lewel.

Mame
(D
plink Center Freg MHz

tod Type

Data Rate kbps
Diata Rate Type
Erraot Correction
FEC Blocks
Ao Aperture ms
Type

Status

R/T State
Cairer Type

Select filker for Detals list,.,

Crownlink, Cemter Freg kMHz

fowe Up
b o Do

Show

Hide

Showe Al

Hid= All

Carmier

B
0F. | Cancel |

Step5  From the list of available choices, click the details you want to view for the
element you have highlighted in the Tree.

42

Network Management System iBuilder User Guide, Release 7.0.1



m{

a Use the Show All button on this dialog box to select all of the details with
one click.

b  Use the Move Up and Move Down buttons to arrange the details in the
sequence in which you want them to appear from left to right on the Details
pane.

Cc Use the Hide All button to clear checkmarks from detail options you have
already checked.

Step 6  Inthe example below, only five details were chosen to remain in the Carrier
view: Name, ID, Type, Status and Carrier Type.

Select the detailz you want to display for the objectz in selected lewvel.
Dietails:
e I Miowve Up
]
Type Move Down
Status
O FRAT State Show
O 1P 2ddress :
[ Upstream Router Address Hid=
Carrier Type
O Type-5H
O Derived 1D
CLaM IP Show All
O LaM Gw
O tgmt 1P Hide &l
[ tgmt Gw
[ Hardware Type
[ Cutd ax kbps
O Intax kbps e
=
Select hlter for Details list...
Carrier j ﬂ i
(] Cancel
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Step 7

Step 8

Step 9

Step 10

When you are finished customizing the view, click OK to save the list of
details for this filter. The next time you open iBuilder, the last saved list of
details for any given filter are retained.

Now that the details in the Carrier view have been altered to include only

these five details, you can select any element in the Tree (the element may
be a carrier or any other element), and select View —> Details, and only the
details you chose for the new Carrier view will be displayed for that element.

In the following example, a carrier was selected in the tree. The user
selected View = Choose Details = Carrier = OK. The user also selected
View —> Details for this element. If these options are selected, the following
details on the selected carrier are displayed in the Details view:

Mame | 10 | Type | Status | IP Address | Carrier Tvpe |
=D ..

[+ P2P_DownStream _SCPC 73 carrier  Unknown Outrouke

"0 PZP_UpSkream_SCPC 74 carrier  Unknown Inraute

If desired, you can now view Details or Details + Show All and print a report.

3.9.2 Creating Additional Filters for Customized Reporting

You can also create your own sets of details for generating and printing reports, using the Choose
Details feature. To create customized Detail or Details + Collapse Tree views, follow the procedure

below:

Step 1

Step 2

Select View = Choose Details from the Main Menu. The Choose Details
dialog box is displayed.

Select a list of details that you want to display in your Details view by
clicking the arrow in the Select filter for details list drop-down box at the
bottom of the dialog box and choosing a set of details from which to start.

In the example below, the user selected All Available Fields to be displayed,
and then cleared some of the check boxes so that those details would not
appear in the Details view they were creating.
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Choose Details
Select the detailz pou want to display for the objects in selected level.
Dretails:
”
O InM?a:-: kbp= [ el
O Intin kbps
[ Lirk Ercryption ave Down
O naT
O oHCP Shio
Upstream Carrier :
Drowanstream Carrier Hide
Inraute Group |
Active
Imitial T Power
bl airnum T Poweer Shiow Al
[ Mobile
O Duthin kbps Hide aAll
O InCIR kbps
OcRTF
O 5ecure Mabile
Ilplink. Center Freg MHz o
r
Select filker for Detals hst...
Al available fields ~ ﬂ

Step3  Click the Plus (+) button to assign this custom filter a name. The Custom
Filter dialog box is displayed.

X

Custom Report

Spedfy a name for this report:

| NewCustomFilter

QK | Cancel
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Step 4

Step 5

Step 6

Step 7

Step 8

Step 9

Step 10

Type a name into the field and click OK. When you add a filter, the buttons
at the bottom of the Choose Details pane change from:

=H= . ] x|

To modify the field selection for a new filter, make the desired changes to
the detail selections for the filter and click the Modify button shown below:

A message appears, asking if you want to change the name.

Custom Report

Do you want to save field selection for modified filter?

| Report_Remote_Raltmare

¥ou can modify filter name also...

K. | Cancel

Change the name and click OK. A new filter is created.

To delete a filter, click the X button at the bottom of the Choose Details
dialog box. A message appears to confirm that you want to delete the filter.

Click OK to delete the filter.

If desired, you can now view Details or Details + Collapse Details Hierarchy
and print a report.
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3.10 Working with Multiple Elements Simultaneously

The sections below describe how to modify parameters on multiple elements at the same time and
direct you to sections that describe how to work with multiple configurations and Image files.
3.10.1 Working with Multiple Configurations and Image Files

In chapter 11, “Retrieving and Applying Saved and Active Configurations,” see the following
sections:

e “Retrieving Configurations” on page 183

«  “Applying Configuration Changes” on page 190

In chapter 12, “Upgrading Software and Firmware ,” see the following sections:

e “Multicast via UDP” on page 202

 “Downloading an Image to Remotes and Line Cards Concurrently” on page 201

» “Downloading an Image to Out of Network Remotes” on page 204

3.10.2 Modifying Parameters on Multiple Elements

You can modify parameters on multiple elements simultaneously as long as the elements are all
the same type. For example, you can modify parameters on any number of Networks, or any
number of Remotes, or any number of Receive Line Cards, etc.

Rules for Multiple Edit

There are some restrictions and requirements regarding the use of group editing, as follows:

1. You may select multiple elements only from the Details view. You cannot select
multiple elements from the Tree. Select View = Details from the main menu to display
the Details pane.

2. All the elements you select must be of the same type. For example, elements to be
edited in a group must all be remotes or all be line cards, etc. You cannot edit, for
example, a remote and a line card in the same group.

3. You may only modify items in a group that have the same value, or have no value yet
assigned to them. For example, when editing a group of remotes, you may give them
all the same custom key or modify the custom key if they all have the same custom key
value. However, you will probably not be able to change the GEO location, because
this value is generally different on every remote in the group.

Procedure for Group Editing

To perform this function, follow the procedure below:

Step 1l  Highlight an element in the Tree that is a parent to the elements to which
you want to make changes.
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For example, Network is a parent element for line cards. However, any
element above Network can also serve as a parent element for line cards,
such as the Teleport or Protocol Processor.

Step2  With a parent element highlighted in the Tree, select View = Details from
the Main Menu. The Details pane is displayed to the right of the Tree, and
the elements to which you want to make changes appear in the list of
elements.

In this example, changes will be made to the remotes in the IGO0 inroute
group. Therefore, IGO0 has been selected as the parent element. The
elements on the next branch down from the inroute group parent level are
displayed in the Details pane. In other words, the “child” elements are the
only elements displayed. In this example, a line card and several remotes
are displayed.

S Mame | i
I=..
Telepart Iliv.e} P AFC [I1+ 3658] 414
lsvr2 eng idirect .net TR Buffala [II+ 3224] g
= MNMS Elads 1 T Baltimore [II+ 3491] 213
i “MST“ETWD”;FL - & Tampa Bay [I1 613] 227
M Tx £ New Remate £450 450

S Fx AFC [ll+ 3658]

) [rg] |

=3 Baltimore [Il+ 3451]

I% Tampa Bay [Il 613]
EZ New Femote #450

Step 3  Use the Control (CTRL) key or the Shift key on your keyboard to highlight
the elements to which you want to make changes. In this example, changes
will be made to three remotes.
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JH Mame | D
i3
it Jive) B AFC [11+ 3658] 414
g.idirect net E™Buffalo [II+ 3224] =
Blade 1 EApaltimore [II+3491] 213
NETWDF*: . & Tampa Bay r[gw] 227
:; :25 [[||||*-T iEEz]] X New Remot=!45450 450
Gtdby  NFC [I1+ 3684)
GO
b Buffalo [Il+ 3224]

Step 4  Right-click the highlighted elements in the Details pane (in this case, the
remotes) to open the Configuration or Configuration and Control dialog box.

Step5  To modify all of them, click Modify. The Modify Configuration dialog box for
those elements appears.

Step6  Make the changes you want to apply to ALL of the selected elements, and
click OK. The changes are saved in the database.

3.11 Configuration Status of Elements

Central to the operation of iDirect's NMS is the concept of “configuration state”. Configuration
states represent elements of the network in terms of their condition. This section describes the
concept of configuration state and what it means for both iBuilder and iMonitor.

3.11.1 What is a Configuration State?

iBuilder divides the configuration process into three steps:
Stepl  Make your changes to the database;

Step2  Review those changes by selecting Compare Configuration on the element
you are changing (this step is optional but recommended), and if
necessary, make any necessary modifications

Step3  Once you're satisfied with the changes, make them active in the network by
applying them to the components that you changed via the Apply
Configuration or a multicast download feature

This three-step change process gives the network operator ultimate control over operational
network components, because no change takes place without the operator initiating it. However,
it creates a situation where the NMS database is temporarily out-of-sync with the actual network.
This occurs after the operator has made database modifications, but before they have been
applied to the network.
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To help operators easily manage this situation and others like it, iDirect implements the concept
of configuration state. Configuration states show the current configuration status of key
components of the network: Hub Chassis, individual networks, line cards, and remote modems.

Using a specific modification as an example, we can see how configuration state changes over
time:

1. Remote “r_123" is configured, commissioned, and all previous changes have been
applied. Its configuration state is “Nominal”.

2. User changes the upstream QOS settings for remote r_123.
3. The configuration state for r_123 becomes “Changes Pending”.

4. User reviews the changes, determines they are correct, and then applies them to the
remote.

5. The configuration state for r_123 returns to “Nominal’.

Remote and line card configuration state returns to “Nominal”
immediately after a new configuration file is applied; iBuilder does

NOTE not attempt to track whether or not the modem was reset. Please
ensure you reset remote modems or line cards to activate your
changes.

3.11.2 Possible Configuration States

The following table lists all of iBuilder’s configuration states and the network elements to which
they apply. See also chapter 3, “Overview of the Network Management System for iBuilder,”
sections:

 “Legend Pane” on page 36

e “Configuration Changes Pane” on page 37

* “Configuration Status View” on page 37
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Table 3-2: Configuration States

Configuration Network

State Element Definition Applies to

Network Remote

(.:hasss The element is completely configured, is alive in the Hub
Nominal Line Card | network, and there are no unapplied changes. Network
Remote Chassis
Network Remote

Chassis The element is completely configured and is alive in the Hub
Cha”ges Line Card | network. There are changes in the database that have Network

Pending not been applied .
Remote ' Chassis
Network ) ) . Remote

Chassis The element is only partlall){ conﬁ_gured, one or more Hub

_ key components of the configuration are unspecified

Incomplete Line Card | (e g. carriers, IP address, serial number) Network
Remote Chassis
Network Remote

(.:hasss The element is completely configured but the Hub
Never Applied Line Card | configuration has never been applied to the element. Network
Remote Chassis

, The remote modem was at one time active in the

Deactivated Remote network, but it has been deactivated. Remote

3.11.3 Configuration State Transition

The following diagram illustrates typical state transition for a remote modem in iBuilder from
creation to steady-state.

Create new remote — & State is "Incomplete”

Configure remote —D 0= State is "Never Applied"

Commission remote . S - State is "Nominal"

Change 5 - P

configuration — State is "Changes Pending
(Hub-Side and Remote Side)

Apply changes S - State is "Nominal”

Figure 3-21: Configuration States of an iDirect Remote
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An explanation of all configuration states for all elements, their meaning, and their respective icons
is available in iBuilder by selecting View = Legend from the main menu.

3.11.4 Viewing Configuration States

Configuration states are displayed in iBuilder's network Tree. Each network element in the tree
shows its current configuration state with these icons. You can also view the configuration state
as color-coded words next to the corresponding element by selecting View = Configuration
Status from iBuilder’'s main menu.

See also “Configuration Changes Pane” on page 37 and “Configuration Status View"” on page 37.

3.11.5 Why Did My Configuration States Change?

Configuration states can change for a variety of reasons, including:

You changed configuration. Whenever you change the configuration, the Changes
Pending icon appears beside all affected network elements.

Someone else changed configuration. iBuilder supports multiple simultaneous logins.
If another user changes configuration, your network tree icons will change to reflect the
current configuration state.

Someone changed a modem’s configuration directly. When a modem comes into the
network, the configuration server uploads the active configuration from the remote and
re-calculates configuration state. If this configuration is different from the latest iBuilder
configuration, you will see the Changes Pending icon for that modem. This can
happen if someone changes a modem’s configuration from the console or the iSite
utility. This potentially dangerous situation is flagged by the configuration state.

You installed a new version of the Configuration Server. When the configuration server
starts up, it re-generates the configuration files for all networks, hubs, and remotes.
The new server may generate additions, deletions, or changes to the configuration
files. If so, all affected elements will display the Changes Pending icon after the new
server starts up.

3.11.6 Configuration States and iMonitor

Configuration states are shown in iMonitor in the following circumstances:

When a Chassis, Network, Hub, or Remote is “Incomplete”, iMonitor displays the
Incomplete icon.

When a remote modem is “Deactivated” or “Never Applied”, iMonitor shows the
deactivated icon. In this case historical requests may still be made, since a deactivated
remote may have archived data.

When a remote modem is either “Nominal” or “Changes Pending”, iMonitor’s real-time
state icons take over, so you will see either the OK, Warning, or Alarm icon depending
on the real-time status of the modem.
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An explanation of the configuration states, their meaning, and their respective icons is available
in iMonitor by selecting View - Legend from the main menu.

3.11.7 Accepting Configuration Changes and Locking the Database

For a discussion on how to accept changes made by others to the database, see “Multiple Users
or PCs Accessing the NMS” on page 17. For the steps to unlock the database in the event that
someone makes changes and forgets to log out, see “NMS Database Locking” on page 233.

3.12 Understanding the Database’s Numbering Convention

When an element in the Tree is created, a sequenced number is assigned to that element by the
database, and The new component or element appears in the Tree at the bottom of the list of like-
elements on its branch level in the tree. In the example below, a user has right-clicked on the
Globe to create a new Teleport. The Modify Configuration dialog box is displayed with “New
Teleport #12” in the Name box, and at the bottom of the teleport’s level in the Tree, a Teleport is
automatically displayed with the same name. When you change the name on the Modify
Configuration dialog box and save it by clicking OK, the name of the teleport in the Tree will also
change.

When you exit iBuilder and log back in, the teleport will move from the bottom of the Tree to the
bottom of the list of teleports. In the example below, we hamed the new teleport “Dulles”. Notice
that the teleport names are not sorted alphabetically.

The NMS database assigned a system-generated number to each element whenitis created. The
first teleport is assigned the number “1”. The second teleport is assigned the number “2”, and so
on. The same number assignment takes place with every element created in the tree. Therefore,
the first spacecraft would be named “New Spacecraft #1”, and so on. This number is always
associated with its original element. This is how the database keeps track of the elements and the
configurations and management control associated with it as long as it exists in the Tree. If an
element is deleted, the numbers of the elements created after it do not change numbers. For
example, if you have five teleports and teleport number 3 is deleted, teleport number 4 does not
become teleport number 3. Teleport number 4 remains teleport 4 forever. If a sixth teleport is
created, it becomes teleport number 6, not number 3.

53
Network Management System iBuilder User Guide, Release 7.0.1



A

@b DIRECT: e _
~-%% CBMS Teleport MECHTARE ]Geu Location

—-B8 Metworkl Protocol Processor

mmm PP1 Elade 1
=L Beam_B05_174000_GA ¥ | Teleport
BE TuRx  Infinit [2072] _
= Metwark] 15 Mame: |New Teleport #12
B2 Infiniti Test [5350.20
B3 MYE Allas Phane Mumber: |

E Infiriti [3125.2124)]
3 lmfimibi [7300 39741

HDIRECT!
Yoy NextGen Teleportl

s Dulles
+-C5) Spacecraft

3.13 In Color versus Shaded Icons

If an icon next to a component (such as a user, QoS profile, BUC, LNB, Converters, etc.) in the
Tree is in color, it indicates that component is being used somewhere in the network. Therefore,
if you perform any configuration or control functions on that element, it will affect other elements
in the network. If you modify the element, a message is displayed warning you that if you make
changes to this element, any other element in the database that is using it will be changed also.
As long as the icon is in color, you cannot delete the element.

If the icon next to an element in the Tree is unavailable and displayed in gray, you can make
maodifications without it affecting other elements in the network.
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3.14 Configuring Warning Properties

Warnings that indicate anomalous conditions on your iDirect equipment are generated by the
iDirect network and displayed in iMonitor. You can configure the properties that determine how
individual warnings are generated for the following network elements:

e Line cards
« Remotes

« Protocol processors

There are two categories of warnings:

* Limit-based warnings are generated when either the high or low limit defined for the
warning is violated. A warning’s range can specify a low limit, a high limit or both.

» Boolean warnings have two states: the warning is either off or on. A boolean warning
is generated when the value being monitored by the warning changes from the nominal
state to the anomalous state. For example, if a line card loses the chassis backplane
10 MHz timing signal, then the BackplaneLost10MHz warning is generated for the line
card.

You can perform the following operation when configuring warning properties:

* Enable or disable a warning.

» Set the upper and lower limits that determine when certain warnings are generated.
(Limit-based warnings only.)

» Configure a warning to be generated only when a limit is violated, or to be generated
each time a value changes when outside the normal operating range. (Limit-based
warnings only.)

All warning modifications are processed dynamically; you do not need to restart any NMS
processes for the warning changes to take effect. For example, if you disable a warning all
currently active warnings of this type will clear in iMonitor. Similarly if you modify a limit such that
some active warnings now fall in the normal range, those warnings are automatically cleared.

The installation of iDS 7.0 drops your current warning definitions
from the database and recreates them. If you have custom limits
defined in your network, you must redefine them after your
upgrade.

You can use iBuilder to modify both global properties of warnings and warning properties for
individual network elements. When you customize a warning for an individual element, the new
setting overrides the global setting. Changes to global warning settings apply only to those
elements that do not have their settings customized on an individual basis.
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The behavior of the system with regard to global properties and individual overrides is as follows:

* A warning whose properties have not been modified for an individual element uses the
global properties for that warning. In the event that the global properties of the warning
are modified, the new global properties will be used by the element.

* A warning whose properties have been modified for an individual element uses the
customized properties for that warning for that element. Changes to the global
properties of the warning have no effect on the warning properties configured for that
element; the element will continue to use the modified properties.

* When a warning that has been modified for an individual element is reset for that
element, any properties that were previously modified for the warning take on the
current, global values.

3.14.1 Setting Global Warning Properties

Global warning properties are configured from iBuilder’s Edit menu.
To set global warning properties for your line cards, remotes or blades, follow these steps:

Step1  Click the Edit menu and select Global Warnings for the element type. In this
example, Global Warning for Linecards is selected from the menu.

File |Edit Yiew Window Help
@
b
£
2
-
i
1 (b Find .
- ottt Tree...
" Expand Tree Shift +Fi
i
3] Collapse Tree Shift + I
g
0 Preferetices
-] Global Warning for Remotes
“10 Qlobal Warming for Linecards
Global Warning for Blades
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The Modify Global Warning dialog box appears with all warnings
appropriate to the selected network element type.

\Warning Type Lirit Twpe | Limik Yalue | Send Yalue Chanae | Enabled | Dietails

MeshHubRxTOMASKR.  HIGH 3.00 1 1 The TOMA signal quality in /M, ...
ArcqHubModemCRC HIGH 200,00 1 1 The number of acquisition-based. . ..
TrafficHubModemCRC - HIGH 10.00 1 1 The number of traffic-based CR.....
RxowverflowFrames HIaH 0,00 1 1 The R linecard's maximum D& ...,
FlDacErrars LiTthy S12.00 1 1 The remate's ar linecard's intern.....
FlD:acErrors HIGH 3584.00 1 1 The remate's ar linecard's intern.....
MeshHubR:xSCPCLESMR.  HIGH 3.00 1 1 The SCPC loopback, signal qualit. ...
Backplanelost10MHz Boolean 1] 1 The line card has stopped detec.....

Edit Cancel | QK
Step2  Select the Warning Type for the warning you want to modify and click the

Step 3

Edit button.

Enter the new settings in the Modify Warning dialog box and click OK to

save the changes.

You can modify the following parameters:

=

Modify Warning
Warning Tvpe: | AcgHubModemCR.C
Limik: Twpe: | HItsH
Lirnik Walue: | 200

Send Value Change: [

Enabled: [

o]

Zancel

* The Limit Value setting determines the high or low limit of the normal
range of values for the network parameter being monitored. When this
limit is crossed, a warning is generated. You can only set the Limit Type
for limit-based warnings. This field does not apply to boolean warnings.
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NOTE

* The Send Value Change setting determines whether or not the warning
will be generated each time a value changes while that value is outside
normal operating limits. If the check box is selected, a new warning will
be generated each time the abnormal value changes. If the check box
is cleared, a warning will be generated the first time an abnormal value
is detected, but not if the abnormal value changes. You can only set the
Send Value Change property for limit-based warnings. This field does

not apply to boolean warnings.

* The Enabled setting enables or disables the warning. If you clear this
check box, the warning will not be generated.

Changes to global warning settings do not affect warnings that

have been customized on the Warning Properties tab. You must
reset the customized warning to return to the global settings. (See

“Clearing Customized Warning Properties” on page 59.)

3.14.2 Customizing Warning Properties for Individual Network
Elements

To customize warning properties for individual network elements, follow these steps:

Step 1

Step 2

Right-click the network element in the network tree and select the

appropriate Modify option from the context menu.

Properties tab.

When the dialog box for the network element appears, click the Warning

Information YWarning Properties |Cu5tum]

| Limit Type | Limit'al.. | Send'alue Change | Enabl.. | Detais

wharning Type

mMeshHUbRETOMA...  HIGH 3.00
AcaqHubiodemCRC  HIGH 200.00
TrafficHubModemc... HIGH 10.00
FxOwerflowFrames HIGH 0.00
FlIDacErrors Loy A12.00
FlIDacErrars HIGH Ja84.00
MeshHubhRxSCRC... HIGH 3.00

Backplanelost10... Boolean

Raws in BOLD indicate customized

e s, Y P QR A

e N O PR P

The TDMA =ignal quality in CiM, as 1
The number of acquisition-hased CF
The number oftraffic-hased CRGC (C:
The Rxlinecard's maximum DA tra
The remaote's or linecard's internal o:
The remaote's or linecard's internal o:
The SCPC loophack sianal gquality in
The line card has stopped detecting

Reszet ‘ E dit

Step 3

the Edit button.

Select the Warning Type for the warning you want to reconfigure and click
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Step4  Follow the procedure beginning with Step 2 in “Setting Global Warning
Properties” on page 56 to reconfigure the warning properties.

Warnings that have been customized are highlighted in bold text on the Warning Properties tab.
In the example, the BackplaneLost10MHz warning has been disabled for this specific line card.

Customized warning settings configured on the Warning
Properties tab apply only to the individual element being modified.

NOTE These settings override the global settings for the element being
reconfigured. (For more details see “Configuring Warning
Properties” on page 55.)

3.14.3 Clearing Customized Warning Properties

When you set warning properties on an element’s Warning Properties tab, the customized settings
override the global settings for that element until you clear the customized settings. To clear the
customized settings for a warning and return the warning to the global settings, follow these steps:

Step1  Right-click the network element in the network tree and select the
appropriate Modify option from the context menu.

Step2  When the dialog box for the element appears, click the Warning Properties
tab.

Step 3  Select the warning for which you want to clear the customized settings.
(Warnings with customized settings are highlighted in bold text.) Then click
the Reset button at the bottom of the screen. The following dialog box will
appear:

=

Builder

L] E Click OF in the modify screen for the changes ko take effect

L)

Click OK in the dialog box. Then click OK on the Warning Properties tab. The warning that you
reset will be reconfigured with the global settings.
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4 Defining Hub RFT Components and the Satellite

A spacecraft must exist in the Tree before the Hub RFT (Radio Frequency Terminal) can be
defined. However, before you define the spacecraft, you must define the Hub RFT Sub-
Components. This includes:

* “Preparing the Hub RFT Components Folders” on page 61

» “Adding a Spacecraft” on page 65

 “Adding a Transponder” on page 66
* “Adding Bandwidth” on page 68

e “Adding Carriers” on page 69

4.1 Preparing the Hub RFT Components Folders

In order to configure the HUB RFT, you must select certain pre-defined subcomponents for each
field in the HUB RFT configuration dialog box. When you expand the HUB RFT folder, you will see
the subcomponent folders listed below. These subcomponents have been previously configured
and contain critical settings used to establish the Hub RFT operational parameters.

* Antenna

* Up Converter

* Down Converter

» High Power Amplifier (HPA)

You should add entries to these folders in advance and define the parameters of the components
you add so that the appropriate information is already in the drop-down lists on the Hub RFT
configuration dialog box. The steps below carry you through the configuration of these sub-
components.

4.1.1 Adding an Antenna

Step1l  Under the Hub RFT Components folder, right-click the Antenna folder and
select Add Antenna. The new antenna appears in the Tree with a system-
generated generic name, and a dialog box appears allowing you to define
its parameters.

E I Creation
C 79 Add fintenna
3 HPA

Step 2  In Manufacturer Part Number, enter a part number or name for the antenna.
You may enter any information you like in this field, or leave it blank.

Step3  You may also select a manufacturer in the Manufacturer drop down box
by selecting the appropriate manufacturer from the available list. The items
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Step 4

Step 5

Step 6

in this list were either pre-existing or were added when you populated the

folder earlier. See “Adding Entries to Folders” on page 22.

Information }

Eﬁg Antenna

kManufacturer: |Nune l]

iNewAntenna#E

kManufacturer Part MNumber:

IDIRECT Part Mumber: I

You may also enter an iDirect Part Number for the antenna (optional). You
may enter any information you like in this field, or leave it blank.

Click OK. The new antenna appears in the Tree under the antenna folder.

If you have more than one antenna, repeat this procedure and assign the
new antenna a different name.

4.1.2 Adding an Up or Down Converter

Step 1

Be sure to enter the correct frequency translation values for all of your

NOTE Up and Down Converters. The NMS will use these values later to

generate network configurations.

Under the Hub RFT Components folder in the Tree, right-click the Up
Converter folder, and select Add Up Converter or Add Down Converter.
The new converter appears in the Tree with a system-generated generic
name, and a dialog box appears allowing you to define its parameters. The
examples below show an Up Converter being added; however, the
procedure is the same for adding a Down Converter.

[:.' [
[:, [I Creation
=l 8- add LIp Converter
RemotE Arteka Comparients
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Step2  In Manufacturer Part Number, enter a part number or name for the Up
Converter. You may enter any information you like in this field, or leave it
blank.

Modify Configuration Object - New Up Converter #1

Information l
|@ UpConverter
Fanufacturer: Ll j

Manufacturer Part NMumber: p R e

IDIRECT FPart Mumber:

Fregquency Translation: kil hdHz
[ ODLU T=DC Fower
[ ODUT=10 kMHz

Spectral Inwversion: Ligfmel j

Step3  In Frequency Translation, enter a frequency in MHz. This information is
provided on the specifications sheet for the Up Converter.

Step4  You may also select a Manufacturer for the Up Converter (optional).

Step5  EnteranibDirect Part Number for the Up Converter (optional). You may enter
any information you like in this field.

Step6  Select ODU Tx DC Power and ODU Tx 10 MHz if you require the iDirect
modem to supply DC power and the 10 MHz clock. These settings are
applicable only if you are operating a small teleport whose BUC and LNB
are not built into the antenna. (The iDirect chassis and line cards do not
provide these capabilities; private hubs, mini hubs and remote modems
have these capabilities built into them.)

Step 7  In Spectral Inversion, leave it at Normal UNLESS you are using C-band. If
the local oscillator is higher in frequency than the one being transmitted or
received, then the spectrum must be inverted.
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Step 8  Click OK. The new Up Converter appears in the Tree under the Up

Converter folder.

@ DIRECT.
+-2) Spacecraft
#-3 QoS
=) Components
=) HubRFT Components
=2 Antenna
% Hub Antenna 1
%% New Antenna #5
=2 Up Converter
% Hub Up Converter

Step9  If you have more than one Up Converter, repeat this procedure and assign

it a different name.

Step 10 Repeat these steps for all of the Down Converters at your teleport.

4.1.3 Adding a High Power Amplifier (HPA)
Stepl Under the Hub RFT Components folder in the Tree, right-click the HPA
folder, and select HPA. The new HPA appears in the Tree with a system-

generated generic name, and a dialog box appears allowing you to define
its parameters.

=) [HER

Remao Creation
ufactt B5158: add HPA '
e—

Modify Configuration Object - New HPA #1

Information |

|i& HPA

IMon -
Manufaciurar: Sy J

Manufacturar Fart Number: :hew HPA#1

IDIRECT Part Number: !
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Step 3

Step 4

Step 5

Step 6

In Manufacturer Part Number, enter a part number or name for the HPA,
or use the system-generated generic name.

You may also select a Manufacturer for the HPA (optional).

You may also enter an iDirect Part Number for the HPA (optional). You may
enter any information you like in this field, or leave it blank.

Click OK. The new HPA appears in the Tree under the HPA folder.

If you have more than one HPA, complete this procedure again and assign
it a different name.

4.2 Adding a Spacecraft

Step 1

To create a Spacecraft, right-click the Spacecraft folder and select Add
Spacecraft. A new spacecraft appears in the Tree with a system-generated
generic name, and a dialog box appears allowing you to define its
parameters.

Creation
3% Hwi
5. 7% Add foacecraft

41| Fhwk Bandwidth 21

Modify Configuration Object - New Spacecraft #2
Information |
2% Spacecraft

Operator iLﬂrnI SkyMet =

Spacecraft Hame: |-I---I e

Operator Beference Mama: |
{15 | -

Longitude | ’wl J
1]

Ciriatal Inclination; | deqg

Step 2

In Spacecraft Name, enter a name for the spacecratt.
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Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

Enter the exact Longitude (between 0 and 180 degrees) of the satellite.
This information can be obtained from your satellite service provider.

To the right of the Longitude box, enter the Hemisphere: E (East) or W
(West).

You rarely have to enter the Orbital Inclination. This is necessary only if
the satellite is experiencing difficulty or is coming to the end of its life cycle,
in which case the satellite provider will provide you with the orbital
inclination.

Select the name of the Operator (normally the service provider, assuming
that your company is not the provider). (Optional.) You can click the
Operator drop-down box to view a list of operators you have entered into
the NMS, and select one of them.

Enter an Operator Reference Name. (Optional)

Click OK. The spacecraft appears in Tree under the Spacecratft folder.

4.3 Adding a Transponder

The transponder transmits and receives the signals to and from the satellite. Once you have
configured the transponder, you can add bandwidth regions, which consists of one or more
upstream and downstream carriers.

To define a transponder, you must first have a spacecraft defined in the Tree. To add and define
a transponder, follow the procedure below:

Step 1

Right-click to select a Spacecraft and select Add Transponder. The new
transponder appears in the Tree with a system-generated generic name,
and a dialog box appears allowing you to define its basic parameters.

NextGen Spacecraft (1/FL | 1
F5 MextGen Trans Creation
= ll‘;'l NextGen B [l e Add Transponder |
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Step 3

Step 4

Step 5

IN

Modify Configuration Object - Hub Transponder #2
Information ‘
——
"%, Transponder
Operator Reference Mame: |Hub THanspontanges
|n
Center Freguency: hHz
: |n
Bandwidth: hiHz
Tx Folarization: |H|:|r|zunta| j
Fux Folarization: |\femcal LJ
Translation Frequency: |23DEI hHz
Ualink Footgrint: |Amer|:a LJ
Diovenlink Footprint: |Amer|:a j
|n
EIRF: dBh
OB |D dB

In Operator Reference Name, enter a name for the transponder to identify
it in the Tree.

Enter the Translation Frequency. This information can be obtained from
your satellite provider. The frequency, in MHz, is transponder specific. It is
that frequency used to down convert the radio frequency (RF) uplink to the
RF downlink for retransmission from the satellite. This information must be
correct for your networks to function correctly.

Enter the information for the remaining fields, which can also be obtained
from your service provider. This information is for reference purposes only.

Click OK. A transponder appears in the Tree.
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4.4 Adding Bandwidth

A bandwidth region defines a specific portion of the satellite’s transponder within which you can
define transmit and receive bandwidth carriers. You must define at least one bandwidth region in
order to create carriers. To add and define a bandwidth region, follow the procedure below:

Step1  Right-click the transponder and select Add Bandwidth. The new bandwidth
entry appears in the Tree with a system-generated generic name, and a
dialog box appears allowing you to define its basic parameters.

igh iDIRECT
=-I03) Spacecrsft
+ % Bench Test Spacecraft {I/F)
=36 T-12
% Hib Transponder g "
&-E3 QoS Creation
[#-IC5) Componerts |3\'i'5 Add Bandwidth
F-IC3) Manufacturers 3
E-E3) Operstors Con.ﬁguratlon
() Distributors Modify
L:] Customers View Properties
X Delete

Step 2 On the Information tab, in the Operator Reference Name box, enter a hame

to identify the bandwidth in the Tree.
Information l

'y

ll:l' Bandwidth

Operator Beference Name: T2 Test Bandhwidth
0
Center Frequency: s
; 0
Bandwidth: G
0
Fower; —

Step 3

Enter the Center Frequency, Bandwidth, and Power values, which can be
obtained from your service provider. This information is for reference

purposes only.
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Step4  Click OK. A bandwidth entry appears in the Tree.

@ iDIRECT
=3 Spacecraft

+ % Bench Test Spacecraft {1/F)

-1 T-12

3-F4% Hub Transponder H2
“ i T2 Test Bandwidth

FH-C3) Ges
#-[3) Components
#-33 Manufacturers
[+ [l_’] Operatars

4.5 Adding Carriers

Each upstream carrier defined becomes available for assignment to a line card once configured.
They are made available for selection for the line card configuration, but only after selecting the
associated Hub RFT and its assigned spacecratft.

45.1 Adding Downstream Carriers

Each Network may have only one Downstream (Outbound) Carrier. The information for creating
a carrier should be obtained from your satellite provider, as it is part of the satellite link budget
process.

In addition to providing the outbound carrier for a network of TDMA remotes, a dedicated
downstream carrier can be used to send data on a point-to-point connection from an iISCPC line
card at the hub to a single iISCPC remote. In that case, the iISCPC remote transmits back to the
hub on an iISCPC upstream carrier. (For details, see “Adding Upstream SCPC Carriers” on

page 74.)

When using a downstream SCPC carrier for iISCPC operation, the
transmit power is based on the SCPC line card configuration, not

NOTE on the downstream carrier configuration. For further information,
please see “Adding an iSCPC Line Card” on page 99.

To add a downstream carrier, follow the procedure below:

Step1l  Right-click on the bandwidth for your transponder and select Add
Downstream Carrier. The new carrier appears in the Tree with a system-
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generated generic name, and a dialog box appears allowing you to define
its basic parameters.

- % DE: Spacecraft
=74 DE: Transponder e

= .I.I':I. DE: Boem e

Creation

07 Add Upstream Carrier
287 & dd Upstream SCPC Carrier

|:T & dd Downstream Catrier

Configuration

Il odify
Wiew Propetties

PP PP o R i 1 X

Modify Configuration Object - New Carrier #30

Information ]

Downstream Carrier - SCPC

Dutroute 10 |3':'

M ame: |New Carrier #30

Uplink, Certer Freq: ||:' MHz
Diavanlink, Center Freq: |EI bHz
Power; |-25 dBmi
Carier Spacing : |EI

Ermor Correction: | TPC-3249/4096 .79) |
Modulation: \aPsk |
Azzighed to Line Card: | ﬂ
Transmizzion Parameters

f* Transmizzion Rate: ||:1 kbps
" Information R ate: | kbps
" Symbol B ate: | kzypm

Timeplan Parameters
FEC Blocks per Frame |EI

Frame Length: |I:I.EIEIEI ms
Other Parameters: Scrambling IDR
Differential Encoding OFF
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Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

Step 9

Step 10

<
Enter a name for the downstream SCPC carrier.

Enter the Uplink Center Frequency. The Downlink Center Frequency will
automatically be calculated when you press Tab or click in the Downlink
Center Freq box. This information can be obtained from your satellite
provider, as it is part of the satellite link budget process.

In the Error Correction drop-down list, select the type of forward error
correction (FEC). See also chapter 4, “iDirect Modulation Modes and FEC

Rates,” of the iDirect Technical Reference Guide.

In Power, enter a value for the transmit power. The default is -25dBm.

Enter either a Transmission Rate, Information Rate, or Symbol Rate. See
also chapter 4, “iDirect Modulation Modes and FEC Rates,” of the iDirect
Technical Reference Guide. Entering any of the rate values will cause the
remaining rates to be automatically calculated. Typically, you would enter a
desired transmission rate and the service provider would determine if that
could be accomplished.

The Maximum Downstream Information Rate for NetModems is 9.1 Mbps,
and for Series 3000s, 5000s and 7000s is 18 Mbps.

Symbol Rate is related to Transmission Rate based on the selected
Modulation as follows:

» For BPSK, the Symbol Rate is equal to the Transmission Rate.

» For QPSK, the Symbol Rate is half the Transmission Rate.

* For 8PSK, the Symbol Rate is one third the Transmission Rate.

For example, if you enter 2800 kbps into the Transmission Rate box, the
Symbol Rate box is automatically calculated to be 2800 ksym for BPSK,
1400 for QPSK, or 933.33 ksym for 8PSK.

Note that the symbol rate must be between 64 and 5750 ksym.
In the Assigned to Line Card box, select the line card to which this carrier is
to be assigned.

In Timeplan Parameters, enter the number of FEC Blocks in each frame. The
frame length is automatically calculated, based on FEC Blocks, FEC rates
and transmission data rate. iDirect recommends that the number of FEC
blocks is set such that the frame length is ~125 ms.

Frame Length is automatically calculated based on transmission data rate.

Click OK. The outbound carrier appears in the Tree.

4.5.2 Adding Upstream TDMA Carriers

The Upstream carrier frequency is used to send data from remotes to the hub.
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To add an Upstream carrier (Inbound Carrier), follow the procedure below:

Stepl Right-click Bandwidth, and select Add Upstream Carrier. The new carrier
appears in the Tree with a system-generated generic name, and a dialog
box appears allowing you to define its basic parameters.

- % DE: Spacecraft ‘ ‘

--3% DE: Tranzponder

- .I.I':l DE: Batrdesu-
be” 141 Creation
ot 140 8 A dd Upstream Carrier

] 1340 6 A dd Upstream SCPC Carrier

\5 ::gé 77 & dd Downstream Catrier

Information \

|Ej Upstream Carrier - TDMA

Inroute 10 |3
Mame: |Netwu:urk3 |Jpstream [128k]
Uplitk Center Freq: |1 435 MHz
Downlink. Center Freq: |'| 435 IMHz
|
Carrier Spacing : |'| 2
Error Carrection: | TPC-441/1024 431) -]
Madulation: |BPSK ~]
Assigried to Line Card: | Infiriti 40018 =l
Transmiszion Parameters
" Transmizsion Rate: | kbps
{* |nformation Rate; |255 kbps
™ Symbol B ate: | kayrm

Timeplan Parameters -

Acquisition Aperture; |1 020 4
Guard Band: |3 z0m
Frame Length: |1 25636 ms
Tratfic: Slots: |55
Other Parameters: Scrambling IDR
Diifferential Encoding QOFF
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Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

Step 9

<
Enter a name for the upstream TDMA catrrier.

Enter the Uplink Center Frequency. This frequency assignment is provided
as part of the satellite link budget process and comes from the satellite
provider.

The Downlink Center Frequency will automatically be calculated when you
click in the Downlink Center Freq box, based on the previous transponder
translation frequency.

In the Error Correction drop-down list, select the type of forward error
correction (FEC). See also chapter 4, “iDirect Modulation Modes and FEC

Rates,” of the iDirect Technical Reference Guide.

Select the Modulation for your carrier: BPSK, QPSK or 8PSK.

When building a new carrier, the Assigned to Line Card box is not available.
The field is populated automatically after the Hub RFT is assigned to this
satellite and this carrier is assigned under the hub line card configuration.

Enter either a Transmission Rate, Information Rate, or Symbol Rate.
See also chapter 4, “iDirect Modulation Modes and FEC Rates,” of the
iDirect Technical Reference Guide. Entering any of the rate values will
cause the remaining two rates to be automatically calculated.

The Maximum Downstream Information Rate for NetModems is 9.1 Mbps,
and for Series 3000s, 5000s and 7000s is 18 Mbps.

Symbol Rate is related to Transmission Rate based on the selected
Modulation as follows:

* For BPSK, the Symbol Rate is equal to the Transmission Rate.

* For QPSK, the Symbol Rate is half the Transmission Rate.

* For 8PSK, the Symbol Rate is one third the Transmission Rate.

For example, if you enter 2800 kbps into the Transmission Rate box, the
Symbol Rate box is automatically calculated to be 2800 ksym for BPSK,
1400 for QPSK, or 933.33 ksym for 8PSK.

Note that the symbol rate must be between 64 and 5750 ksym.
In the Timeplan Parameters section:

The Acquisition Aperture Length is the size of the acquisition window in the
Time Plan. It is automatically calculated for you.

Guard Band is the time between bursts on the TDMA upstream carrier. This
parameter is typically set to eight symbols.

Frame Length and Traffic Slots for an upstream carrier are determined
when the carrier is assigned to a line card in a network with a downstream
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Step 10

carrier already assigned. Frame Length is the size of the Time Plan frame
in msec. Each frame is composed of or divided into many timeslots, based
on data rate, FEC, etc. Each time slot is a slice of time allotted to a remote

to send its data traffic.

Click OK to save your settings. The Upstream Carrier appears in the Tree.

=-I.2) Spacecraft
+-3 Bench Test Spacecraft (I/F)
-3 T-12
=75 Hub Transponder #2
=]t T2 TestBandwidth

" Downstream Carrier # 3
"t Upstream Carrier #4
"t Upstream Carrier #5

4.5.3 Adding Upstream SCPC Carriers

An Upstream SCPC carrier frequency is used to send data on a point-to-point connection between
an iISCPC remote and the hub. An iISCPC line card or 5000/7000 iNFINITI series remote modem
receives the SCPC upstream carrier at the hub. In the downstream direction, the iISCPC remote
receives the SCPC carrier transmitted by the iSCPC line card, completing the point-to-point

connection.

To add an Upstream SCPC carrier, follow the procedure below:

Step 1

Right-click on the bandwidth for your transponder and select Add Upstream
SCPC Carrier. The new carrier appears in the Tree with a system-generated
generic name, and a dialog box appears allowing you to define its basic

parameters.

- % DE: Spa?eu:raft
= e 0] 52 Tranzponder
= |t DE: Bandwidth

L 1410MHz* Creation

o 1400MHz-| [l 780 A dd Upstream Carrier

‘2 1340MHz- BTST a 4d Upstream SCPC Cartier
?Sj, ::gggm:z ot Add Downstream Cartier
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Modify Configuration Object - Mew Carrier #72

Information ]
Upstream Carrier - SCPC
Irraute 10 |?2
M ame: |New Carrier #72
Uplink Center Freq; ||:| MHz
Diovnlink. Center Freq; |EI MHz
Power: |-25 dBrn
Carnier Spacing : |EI
Ermor Comection: | TPC-3243/4096 [ 7] -l
Madulation: |OPSK |
Azzigned to Line Card: | j
Tranzmission Parameters
f* Tranzmizzion Hate: ||:| kbps:
" Information Fate: | kbps
" Symbol Rate: | kazym

Timeplan Parameters
FEC Blocks per Frame |EI

Frame Length: |EI.EIEIEI ms
Other Parameters: Scrambling IDR
Differential Encoding OFF

Step2  Enter a name for the upstream SCPC carrier.

Step3  The remaining configuration of an upstream SCPC carrier is similar to that
of a downstream carrier. Follow the instructions beginning with Step 3 of
“Adding Downstream Carriers” on page 69on to complete the carrier
definition.

When using an upstream SCPC carrier for iISCPC operation, the
transmit power is based on the SCPC line card configuration, not
on the upstream carrier configuration. For further information,
please see “Adding an iSCPC Line Card” on page 99.

NOTE
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5 Defining Network Components

The Teleport is the highest component in the Tree hierarchy and represents the facility where the
antenna and, typically, the rest of the Hub equipment is housed. After adding a Teleport, you can
add a Protocol Processor (PP), Blades, Hub RFT, and Chassis to the Tree. This chapter discusses
how to configure all of these components, with the exception of the chassis. Because the chassis
requires a different type of configuration process, it is discussed in another chapter. See chapter
9, “Configuring the Initial Hub Chassis.”

This chapter contains the following sections:

 “Adding a Teleport” on page 77

* “Adding a Backup Teleport” on page 78
 “Adding a Hub RFT” on page 82

» “Adding a Protocol Processor” on page 83

 “Adding a Protocol Processor Blade” on page 85

e “Setting Warning Properties for Protocol Processor Blades” on page 85
» “Adding a VLAN” on page 88

5.1 Adding a Teleport

Step1l To add a Teleport, right-click the iDirect Globe at the top of the Tree and
select Add teleport. The new teleport appears in the Tree with a system-
generated generic name, and a dialog box appears allowing you to define
its basic parameters.

@ iDIRECT.
= [:, spal Creation
[ addTeleport |
|-|z -
= M.. Hub Transponder #2
—;-j: T2 Test Bandwidth
1" Downstream Camier # 3
“0] Upstream Carmier H4
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Information | Geo Location

t* ] Teleport

Mame: |iDiredTeIepDn#1

Fhone Mumber: |

Step2  Onthe Information tab, enter a name and a phone number for your
Teleport facility.

Step 3  Click the Geo Location tab. The Geo Location identifies precisely where
the Uplink facility (the Hub RFT) is geographically located on the Earth. The
teleport transmits the uplink signal to the satellite and receives the downlink
signal from the satellite.

Information Geo Location l

Latitude: |I'-.I|:|rth j | o decimal degrees

0 degrees | ] minutes

seconds

Longitude: |East j |':' decimal degrees

0
0 deqgrees | ] minukes | O seconds

Step 4  Enter the exact Latitude and Longitude of your teleport facility. This
information can be obtained from your service provider or can be
determined with a GPS device. Be sure to select the correct hemisphere for
each. Latitude represents North and South; longitude represents East and
West.

Step5  Click OK to save your settings. The Teleport appears in the Tree.

5.2 Adding a Backup Teleport

As part of the iDirect Geographic Redundancy feature, iBuilder allows you to create a fully-
redundant backup teleport which can assume the role of your primary teleport in the event that the
primary teleport becomes unavailable.

The procedure for configuring your backup teleport assumes that your primary teleport is already
operational and that your backup teleport has been installed. Generally, the iBuilder configuration
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of the backup components should be identical to the configuration of the primary teleport. During
operation, any configuration changes that you make at the primary teleport should also be made
at the backup teleport. This can be accomplished using the NMS database backup and restore
utility described in the iDirect Technical Note NMS Redundancy and Failvover.

If you are using the same outbound carrier for your primary and
backup teleports, the teleport operator must disable the backup
NOTE  transmitter while the primary teleport is operational. In the event
of failure of the primary site, the teleport operator must enable the
backup transmitter for the backup teleport to become operational.

Using iBuilder at the primary teleport, follow these steps to configure your backup teleport hub
equipment and to add your existing remotes to the backup teleport’s networks. The procedure
assumes that your primary teleport and the networks it controls are already configured in iBuilder
and operational.

Stepl  Add the backup teleport to your network by following the steps in the
section “Adding a Teleport” on page 77. Then configure all the components
of the backup teleport, including:

e The Hub RFT (See “Adding a Hub RFT” on page 82)

» The Protocol Processor (See “Adding a Protocol Processor” on
page 83)

» Protocol Processor Blades (See “Adding a Protocol Processor Blade”
on page 85)

* Networks (See “Adding a Network” on page 93)
» Line Cards (See “Adding a Tx Line Card, a Tx/Rx Line Card, or a 10000

Series Hub” on page 94)

* Inroute Groups (See “Adding Inroute Groups” on page 107)

Step 2  Right-click the backup teleport in the network tree and select Modify = Item.

@® DIRECT B
+-%y CBMS Teleport
--%x Backup Teleport

= E Me Creation

= L
=l

7% Add Protocol Processor
77 Add Hub RFT
| 782 Add Chassis
7o fdd [5CPC line card
= I

'.E') Me Configuration

= [:] Spaces Modify 4 l- Item
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Step3  Inthe Backup NMS area of the Teleport dialog box, select Enabled. Then
enter the IP address (or addresses) of the NMS server(s) at your backup

teleport.)
Information | Geo Location l
ﬁ‘j Teleport
M ame: |Backup Teleport
FPhore Murnber: |
Backup MMS
v Enabled
Configuration Server: | 1T .2 0 3 .4
Realtime Server | 1 .2 3 .5
Ewent Server: | 1 .2 . 3 . &

A distributed NMS requires up to three IP addresses for the NMS
NOTE  servers. If you do not have a distributed NMS at the backup site,
all three IP addresses should be identical.

Step 4  After you have enabled the Backup NMS, all remotes will have changes
pending. Apply the changes for each network as follows:

a Right-click the network in the tree and select Apply Configuration =

Multiple.
e .*l EEar o T e S T o T o T T TS| B | | |
T Creation
= |
E -8~ add Receive Line Card
Ié 8- Add Standby Line Card
£ 8~ add [nroute Group
= |
o ,Tr':'-"' Configuration
] Modify 3
c Yiew Properties 3
i Assign Profiles. ..
B '}& |
C Control
Package Download r
r Tree Yiew .ﬁ.ppl?.f Zonfiguration * _ﬁ Metwork
F ) - Retrieve 3 @l multiple ...
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In the Automated Configuration Downloader dialog box, select all remotes

—1 Automated Configuration Downloader

Remotes Line Cards
e Al e Al
" Selection el " Selection el
M arne | Remote-side... | Hub-side Sta.. | B/T State M arne | Statuz | RAT State
O Infiniti [5350.2036]  Mominal Mominal WARMNING O Infiniti [2066]  Mominal Ok
O Infiriti [2350.4022] Changes Pe...  Mominal ALARRM
Rezet:
(* Reset on success
" Reset only [don't download)
™ Don't reset
M etwark:
Target: Frotocal: Fezet: 01 Bieam_305_64000_GE
{+ Both {*+ Reliable [TCP) {+ Feset on success
" Remote-side only " Puzh [UDP] (" Reset only [don't dovnload)
" Hub-zside only " Don't reset
Start
¢ Click the Start button.

Step5  Right-click the protocol processor and select Apply Configuration from the
menu. Then click Yes in the confirmation dialog box to update the protocol
processor and blades.

Step 6  Add each of your remotes to the backup teleport as follows:

a Right-click the remote in the network tree and select Add to Networks from

the menu to display the Roaming dialog box.
ROAMING
add Roaming Femote to Mebworks,
Metwark Inrouteiaroup |
O DG Mebwork, ZD3 Inrouke Group
@ Eackup Metwork, Mew Inrouke Group #24

o]

Zancel
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b Inthe Roaming dialog box, select the remote’s Network under the backup
teleport.

c Click OK to save your changes.

5.3 Adding a Hub RFT

Before you define the Hub RFT, you should define the elements in the Hub RFT Components
folders. See “Defining Hub RFT Components and the Satellite” on page 61.

Step 1 To create a Hub RFT, right-click Teleport, select Add Hub RFT. The new
Hub RFT appears in the Tree with a system-generated generic name, and
a dialog box appears allowing you to define its basic parameters.

@ DIRECT
g m—

Creation
28° Add Protocol Processor
[# &dd Hub RFT

;0 Add Chasais
787 A dd iSCPC line card

Information ]

& Hub RFT
e ‘New Hub RFT #2
AnttennaOpt): | =l
Up Converter: | |
Down Canverter: | |
HPA(ORL): | =l
Satellite: | |

Step2  Enter a name for the Hub RFT, and then select the subcomponents for the
Hub RFT from each of the drop-down list boxes.

Step 3  Select the Satellite to which this Hub RFT is assigned.

Step4  Click OK. The Hub RFT appears in the Tree with its new name.
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5.4 Adding a Protocol Processor

After adding the Hub RFT, create the Protocol processor. Networks can be expanded by adding
additional processing elements, referred to as Blades, to the Protocol Processor. The Protocol
Processor architecture provides both scalability and automatic failover. If a blade fails, its load is
automatically distributed across the remaining blades; the previous manual switchover process is
obsolete.

iDirect strongly recommends changing your default password on the
A WARNING protocol processor as soon as possible.

Stepl To create a Protocol Processor (PP), right-click the Teleport, and select
Add Protocol Processor. The new Protocol Processor appears in the Tree
with a system-generated generic name, and a dialog box appears allowing
you to define its basic parameters.

iad DIRECT

5% Ml

wg Creation
o Add Protocol Processor
| %7 Add Hub RFT
285 Add Chassis
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Information l Blades ] VLans ] Warning Properties ] Custom ]

Protocol Processor

b ulticast Groups

I arne; |L|.-’-'-.T-IF Protocal Processzor

Izer Paszward: |

Admin Pazsword: |

Download Monitor Credentials; |2535?52?52

Upstream G ateway: | 172 018 128 . 1

v Enabled BIPw2 [default YLAN only)

I pstream Interface: ethl] - |
Tunnel Interface:; ethl - |

Wlan |d Address

Add... Edit... Femove

Step 2

Step 3

Step 4

Step 5

Step 6

On the Information tab, enter a name for your Protocol Processor (PP).

Enter your User Password and the Admin Password. The default passwords
are shown in the dialog box above. These passwords are used for the
Console and telnet logins. Make sure you record any changed password in
case you forget it. You will not be able to log in with the default passwords
once they are changed.

In Download Monitor Credentials, enter any value greater than one and less
than four billion. (This number is used for multicast firmware image
download and can be duplicated across multiple PPs.)

In Upstream Gateway, enter the IP address of your upstream router. This
should be the address of the router interface connected to the upstream
LAN segment.

Click Enabled RIPv2 if you want the Protocol Processor to advertise remote
routes to your upstream router using the protocol RIPv2. This setting affects
your default VLAN only.
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Step7  Select the Upstream and Tunnel Interfaces. The tunnel is the LAN segment
between the Protocol Processor and the line cards.

Step 8 A persistent multicast group is a multicast group that includes all remotes
communicating with this protocol processor. A remote will be a member of
this group even if it has not been acquired into the network.

To add a persistent multicast group, click Add in the Multicast Groups
section of the Information tab. When the Persistent Multicast Group dialog
box appears, enter the Vian Id and the IP Address of the multicast group
you want to add.

T )

Persistent Multicast Group

& persistent multicast group membership wil never
kimeout because other network elements have
left the graup.

YWlan Id: 1

Address; | o . 0

o]
=

5.5 Setting Warning Properties for Protocol Processor Blades

You can use iBuilder to modify both global properties of protocol processor blade warnings and
warning properties for all blades of individual protocol processors. To change the global warning
properties, select Global Warnings for Blades from the Edit menu. To change warning properties
for individual protocol processors, click the Warning Properties tab for the protocol processor you
want to modify.

When you override global blade warnings on the Protocol
Processor Warning Properties tab, the new settings are applied to
all blades of that protocol processor. You cannot override the
settings for the individual blades of a protocol processor.

For details on configuring warning properties for line cards, remotes and protocol processors,
please see “Configuring Warning Properties” on page 55.

5.6 Adding a Protocol Processor Blade

The Protocol Processor level of the tree represents a set of one or more blades. If a blade fails,
its load is automatically distributed across the remaining blades; the previous manual switchover
process is obsolete.

To add a Blade to a Protocol Processor, follow these steps:
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Step1l  You can use either the Blades tab of the Protocol Processor or the Tree

context menu to add a Blade. Both methods are shown here.

a Right-click the Protocol Processor in the Tree and select Modify = Item.

Then select the Blades tab and click the Add button.

Information Blades leans l Custum]

Marme Tunhel Interface
Blade 3 172.18.0.122,/24
Blade 4 172.18.0.123,/24
Blade 2 172.18.0.121,/24

Add...

Edit...

Rermowve

it

a Alternatively, right-click the Protocol Processor in the Tree and select Add

Blade.
i@ DIRECT ‘ ‘

-y iDirect Teleport #1
- B iDirect PR 21
=< iDire Creation
T/ 47 Add Network
< iDire M7 Add Blade |
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In either case, the Protocol Process Blade dialog box appears allowing you
to define its parameters.

VLAN
Mame: Mew Blade
Id |Name
Defaulk
409z YLan409z Ipstream Interface
4094 YLang094
z2 WVLAM 2
5 VLAN 8 IF Address: | @ ., 0 ., 0 ., 0O
Subnet Mask:| o . 0 . 0 . 0O
Gateway: | o . 4o . o0 . 1
I
Tunnel Interface -
IP Address: | e L |
Subnet Mask:| 8 #8 0 3 0
(] 4 Cancel

Step2  Enter a name for the blade.

Step 3 Enterthe Upstream Interface information for the default VLAN. (iBuilder will
automatically assign the Upstream Interface information for other existing
VLANS.)

Step 4  Enter the Tunnel Interface information for the default VLAN.
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5.7 Adding a VLAN

Due to the distributed architecture of the Protocol Processor, all blades in a blade set combine to
form a single, logical, upstream interface. However, each blade must have a distinct IP address
for each VLAN. This is illustrated below for a single VLAN.

o e@msmEnd-to-End VLAN
[ ’ [
\
[ ]
\ PP Blade 1
\
PP Blade 2 Remote
Remote VLAN
Segment
VLAN-Aware HEEE I
Switch or |
Router / PP Blade 4

Figure 5-1: Uplink VLAN Segment in a PP Blade Environment

For more information on VLANS, see “VLAN and LAN Information” on page 123.

To add a VLAN:

Step1  Right-click the Protocol Processor in the Tree and select Modify —> Item.

i DIRECT -
—-wx CBMS Teleport

Creation
265 A dd Network

— i
wis

8- A dd Blade b

S

Configuration
Modify v I
View Propetties r
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Step2  Select the VLANSs tab in the Protocol Processor dialog box.

Information | Blades YLlLans |Warning F'rupﬂrtit:sl Custum]

Id | harne Add...
4092 YLan409z2

4094 YLand094 Edit. ..
2 WLAN 2

g WLAM &
Remove

I

Step 3  Click Add to display the VLAN dialog box.

s )
YLAN
YLAN Id: | 2
VLAM Narne: | MNew YLan

Ipstream Interface

-

Address Start: | 195 . 162 . 0 . 100
-

Address End: | hos . L\E'Z . 0. 99

Subriet Mask: | 285 ., 285 . 255 . O

Gakeway: | o, o . o ., 0

[ Enable RIPvz

Ik | Cancel |

Step4  Enter a VLAN ID and VLAN Name. VLAN IDs can range from 2 to 4094.

Step5  Select Enable RIPv2 to advertise remote routes to your upstream router
using the protocol RIPv2.

Step 6  Inthe Address Start field, specify the Upstream Interface IP Address to be
used by the first blade. iBuilder automatically enters the remaining IP
addresses

Step 7  Click OK. A new Upstream VLAN Interface is now defined.

You can modify the automatically-assigned addresses as follows:
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Step1l  Onthe VLAN tab, select the row containing the ID and Name of the interface
you want to modify and click Edit.

vian [

YLAN Id: |15

VLAN Mame: | WLAN 15

Ipstream Interface

[v Override Addresses

Address Start: | 7z . 16 . 1 . 10
Address End: | 1wz . 16 . 1 . 11
Subnet Mask: | 285 . 285 . 295 . O
Gateway: | 72 o1& . 1 . 1

|+ Enable RIPwE

O | Cancel |

Step2  Select the Override Addresses check box.
Step 3  Enter the IP addressing information as desired.

If a new blade is subsequently added for scalability, all VLAN end addresses will be automatically
updated to give the new blade the appropriate upstream interfaces, and the VLANSs will be added

to the new blade.

Special VLAN Configuration

VLAN support requires one special configuration task, which must be done at the Linux level on
the Protocol Processor. To support VLAN, the upstream Ethernet port (ethQ) of the Protocol
Processor must be configured with an MTU of 1504. This is done by typing “MTU = 1504~
(without quotation marks) in the file Zetc/sysconfig/network-scripts/ifcfg-ethO.
Once this is done, save the file. After saving the file, the network services must be restarted with

the following command: service network restart.

If a line like this is already present for ethO, but contains a
different value (e.g. 1500), then edit the line to the above value.

NOTE The MTU value can also be checked by typing i fconfig at the
prompt to display the MTU size.
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6 Defining Networks, Line Cards, and Inroute Groups

The network child elements include the line cards or 10000 series satellite hub, the inroute groups,
and the remotes. Before you add a Network, you must have already added a Protocol Processor.

This chapter contains the following sections:

“iDirect Line Card and Hub Models” on page 93

“Adding a Network” on page 93

“Adding a Tx Line Card, a Tx/Rx Line Card, or a 10000 Series Hub” on page 94

“Setting Warning Properties for Line Cards” on page 97

“Adding Receive (Rx) Line Cards” on page 97

“Adding an iISCPC Line Card” on page 99

“Defining a Standby Line Card” on page 101

“Adding Inroute Groups” on page 107

6.1 iDirect Line Card and Hub Models

iBuilder supports all of the following line card and hub models:

NetModem Il and NetModem 1I-Plus line cards

iINFINITI M1D1 line card

iINFINITI MODL1 line card (receive-only)

iNFINITI MOD1-NB line card (narrow-band, receive-only)
iISCPC M1D1 line card (for point-to-point, SCPC connections)
iNFINITi 10000 series Private Hub

iNFINITI 10000 series Mini Hub

6.2 Adding a Network

To create the network, follow the procedure below:

Step1l  Right-click the Protocol Processor (PP), and select Add Network. The new
network appears in the Tree with a system-generated generic name, and a
dialog box appears allowing you to define its basic parameters.

@ DIRECT
S iDirect Teleport #1
-7 [iDirect PP 21
-  iDirect Creation
= Tx [iF¥ Add Network
=t iDirect |l o Add Blade
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Information |Custum |

g Network

M ame: |New Metwark #45 [ IF Metwork

Multicast Groups
Vianld | Address |

Add.. Edit.. | Flemn:w'e|

Remotesz

If wou change the active status of a remate, pou must also apply the
nebwork, configuration to make it take effect.

Select Al | Clear Al

Active | Marne Twpe-5Sh Inrauke

Step2  Enter a name for the Network.

Step 3  Click the IF Network check box only if you are creating an L-Band/Bench
Test network. This will disable the Geo Location entry for all remotes on this
network.

6.3 Adding a Tx Line Card, a Tx/Rx Line Card, or a 10000 Series Hub

After creating the Network, you must add either a transmit (Tx) line card, a transmit/receive (Tx/
Rx) line card, or a 10000 series hub. A 10000 series Satellite Hub is configured by selecting the
correct hub model (Private Hub or Mini-Hub) in the drop-down menu. Only one line card in each
network may have transmit capabilities. You should have already created a carrier. If you have
not, the line card will have an Incomplete status until a carrier is created and assigned to it.

If you are adding mesh capabilities to your network, you must use an M1D1 line card or a Private
Hub for your mesh downstream carrier. Mini hubs and Private Hub-S models are not supported.
Selecting mesh-enabled will configure your line card or hub to monitor the downstream carrier. For
more details on adding mesh communications to your iDirect network see chapter 3, “Mesh
Technical Description,” of the iDirect Technical Reference Guide.

To add a transmit line card, follow the procedure below:
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Right-click Network and select Add Transmit Line Card. The new line card

appears in the Tree with a system-generated generic name, and a dialog
box appears allowing you to define their basic parameters.

@ iDIRECT

=
£

+-3 QoS
i e I

Sl iDirect Teleport #1
--B8 iDirect PP #1

iDirect Metwork #1
iDirect Metwork

) iDirectHub RFT #7
E) New Hub RFT #2
-3 Spacecraft

i

Creation

[# Add Transmit Line Card

77 Add Receive Line Card
;o7 Add Standby Line Card
787 Add Inroute Group

Step 2

Enter a name for the line card.

Modify Configuration Object - UAT IF [1l+.6605]

Information lWarning Properties \ Custom |

| |
EJ Line Card

Name: |UAT IF [Il+E605]
Madel Tope: |II+ ﬂ
Serial Mumber: |EE|:|5
Derived |D (DID). | 268743
Line Card Type: |Tran$mit Line Card ﬂ
Hub RFT: | J
Uzer Password: |iDirect
Admin Passward: |F'@55wl:lrd!

Tranzmit Properties

Carrier Marne: |||+ oM

L-Band Frequency: 1230.000 kHz

Ll Details...

L&M IP Address
IP Address: | 172 . 18 . 0 111
Subnet Mask: | 285 . 28R . ZE5 0
5 ateway: | 172 . 18 . 0 1
¥ Pe
Mezh
r

SCPC LB Clear Sky CAM: |

dB

Hub UPC Margin: |

Receive Properties

Carrier Mame: |

L-Eand Frequency: 0.000 MHz

dB

J Details...

Step 3

Select a Model Type. The model type you select must match the installed

line card or 10000 series hub. If you are configuring a Mesh Enabled line

card, you must select either PrivateHub or M1D1 as the Model Type.

Step 4
ID box.

Enter a Serial Number. A system-generated DID is displayed in the Derived

a  With the introduction of the iDirect iINFINITI series™ platform, serial
numbers are no longer sufficient to uniquely identify remotes and line cards.
Serial numbers are guaranteed to be unique within a particular model type,
but could be duplicated from one model type to another. To avoid potential
duplicates and the problems they would cause, iDS 6.0 introduces the
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Step 5

Step 6

Step 7

Step 8

Step 9

Step 10

Step 11

concept of a Derived ID, or DID. The DID is a 32-bit integer formed by
joining a model type code with a unit’s serial number. Each remote and line
card will have a unique DID value.

In the NMS, the DID is typically formatted as <Model Type Name>.<Serial
Number>, for example 11+.10045 or 5150.1492. Occasionally you may see
the raw DID, however, especially when viewing server log files or console
output. You may also select the raw DID as a column to view in iBuilder’'s
Details View. Note: the model type code for NetModem Il remotes is zero,
so the raw DID for these units is equal to the serial number.

Select the Line Card Type from the drop-down box. You may select a
transmit or transmit/receive line card. See chapter 4, “iDirect Modulation
Modes and FEC Rates,” of the iDirect Technical Reference Guide.

Select the Hub RFT that is associated with this network. This selection gives
you a list of carriers.

Enter the IP Address, Subnet Mask, and Gateway.
If you are adding a mesh-enabled line card:
Select Mesh Enabled.

When you commission the line card, you must specify the following Uplink
Control Parameters for a transmit line card if it is going to be used in a mesh
network:

* SCPC LB Clear Sky C/N is the C/N of the loopback SCPC carrier as
measured by the line card modem under clear sky conditions. This
value is typically set during hub commissioning.

e Hub UPC Margin is the maximum amount of uplink power control
available at the hub through an external device.

For more information on setting these parameters, see “Set the Clear Sky

C/N Parameter for a Mesh Outroute” on page 247 and “Set the UPC Margin

for a Mesh Outroute” on page 248.

By default, the User Password is set to iDirect and the admin password is
set to P@55wO0rd!. You may specify alternate passwords.

Select the Transmit Carrier associated with this line card. If this is a
transmit/receive line card, also select the Receive Carrier.

The line card appears in the Tree under the Network.

You must correctly specify both the serial number and the model
type for a line card or 10000 series hub to function properly. If you
A WARNING P propery. T Y

configure an M1D1 card as an MOD1 card, for example, the line
card will not operate in a network.
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6.4 Setting Warning Properties for Line Cards

You can use iBuilder to modify both global properties of line card warnings and warning properties
for individual line cards. To change global warning properties for line cards, select Global
Warnings for Linecards from the Edit menu. To change warning properties for individual line cards,
click the Warning Properties tab for the line card you want to modify.

For details on configuring warning properties for line cards, remotes and protocol processor
blades, please see “Configuring Warning Properties” on page 55.

6.5 Adding Receive (Rx) Line Cards

Configure the desired number of receive line cards for this network, configuring only one per
inroute. You may have up to 19 receive line cards per chassis. Before adding the line card, you
must have defined a carrier.

To add a receive line card, follow the procedure below:

Step1l  Right-click Network and select Add Receive Line Card. The new line card
appears in the Tree with a system-generated generic name, and a dialog
box appears allowing you to define its basic parameters.

i@ iDIRECT
= kfz' iDirect Teleport #1
B iDirect PP #1
--<% iDirect Netwark #1
E Tx MNew b Creation
E Rx Mew f

<% iDirect Network # |;‘+§ Add Receive Line Card

:j: iDirectHub RFT #1 | M %3 Add Standpy Line Card
Mew Hub RFT #2 by o
D o 78> Add Inroute Group
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Modify Configuration Object - Hew Hub #5146 [Modifed]

Information ]Warning F'rupt:rtit:s] Custum]

@ Line Card

LAM [P Address
Narme: [New Hub #5146 IP Address: [0 0 0 o
Madel Type: |”+ Li Subnet Mazk: | 0 o 50 = 0 = 0
= : I:I

Serial Murnber: | Gateway: | D o BDE o H o

Derived ID (DD} |0

Line Card Type: |F|eu:eive Line Card Li I

Hub RFT: | | el

r

Usger Pazsword: |iDireu:t SCPC LB Clear Sky C/N: | e

Admin Password: |P@55wl3rd! FRLIEL oy | HE
Tranzmit Properties Recerve Properties
Carrier Mame: J Details... Carrier Name:  [hone j Detailz...
L-Band Frequency: 0.000 MHz L-Band Frequency: 0.000 MHz

Step2  You may use the system-generated generic name or enter a new name for

the card.

Step3  Select the Model Type of the line card.

Step 4  Entera Serial Number. A system-generated DID is displayed in the DID box.

Step 5 Enter the IP Address, Subnet Mask, and Gateway.

Step 6 By default, the User Password is set to iDirect and the admin password is

set to P@55wO0rd!. You may specify alternate passwords.

Step7  In Receive Properties, select the Carrier associated with this line card.

Step 8  The receive line card appears in the Tree under the Network.

Since a receive line card requires no special configuration to be used for
mesh, you cannot select Mesh Enabled when adding a receive line

NOTE card for a mesh inroute group. Any receive line card becomes “mesh-
enabled” by virtue of adding it to a mesh-enabled inroute group. See
“Adding Inroute Groups” on page 107.
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6.6 Adding an iSCPC Line Card

An iISCPC line card is the hub equipment that transmits and receives the SCPC carriers used in
a point-to-point connection with an iISCPC remote. You can configure the following iDirect Model
Type as an iSCPC “line card:”

e |SCPC M1D1 Line Card

For the most part, iISCPC line cards, iISCPC remotes, and other iDirect remotes share a common
set of parameters and are defined using similar dialog boxes. This section only discusses how to
add an iSCPC line card to the network tree and select a hub RFT. The instructions for defining
parameters common to iISCPC line cards and remotes are contained in chapter 7, “Configuring
Remotes,” on page 93.

As with TDMA networks, you must configure a Hub RFT record for the hub end point of an iISCPC
link, and a set of VSAT components for the remote end point. You may use traditional VSAT
components in your Hub RFT, such as iDirect-supported BUCs and LNBs, by defining these
components in the “HUbRFT Components” folder in iBuilder’s network tree. You may also use an
existing Hub RFT definition in iBuilder.

To add an iSCPC line card, follow the procedure below:
Step1l  Right-click your Teleport and select Add iSCPC Line Card. The new line

card appears in the Tree with a system-generated generic name, and a
dialog box appears allowing you to define its basic parameters.

ad iDIRECT
.W n P Tl S
- b
.%JE Creation
8- Add Protocol Processor

1Y
s

- -e- Add Hub BEFT
28° Add Chassis

1Y

|£‘+E Add iSCPC line card
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Information llF" Cunfig] QoS | VSAT | Warning Properties Custum]

r
| Remote

Marne; |New iISCPC Line Card #126
badel Type: \M1D145CPC |
Serial Humber: ||:|
Derived ID (DID). ~ |3633328
Hub RFT: |Maone -l
Izer Passward: 1iDirEDt
Admin Pazzword: |F'@55w|:|rd!
[ Achve [ MUSIC Box
I Lind I [ Dizable Tw Pt
Comprezsion tezh
I i |~ Enabled
[ UDP header

T ®
[

SCPC Clear Sky CAM:

| UDPpapload | | 1puia | B Clear Sky C/N:

Tranzmit Properties

Carier Name: ||| nstream Carrier #75

L-Band Frequency: 0.000 MHz

ﬂ Details...

CLigtarmer

I arne;

Phone Hurmber:

Commizzion Date:

Contract Mumber:

Site Motes:

Chigtribwakar

M arne: | J

Phone Humber: |

Far Mumber; |

Receive Properties

Carrier Mame:

_-| Details...l

L-Band Frequency: 0,000 MHz

Initial Power; J-EE dBm
M ax Fower: ]ll:l dBm
Step2  Enter a Name for the line card.
Step 3  Select the Model Type of the line card or remote you are using to terminate
your SCPC connection at the hub.
Step 4  Entera Serial Number. A system-generated DID is displayed in the DID box.
Step5  Select the Hub RFT that is associated with your iISCPC line card.
Step 6 At this point, the procedure for configuring the iISCPC line card is similar to

the procedure for configuring a remote. To complete the configuration of the
line card, follow the instructions in chapter 7, “Configuring Remotes,”
beginning with the section titled “Information Tab” on page 116. Special
considerations related to iISCPC line cards are noted in those instructions.
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6.7 Defining a Standby Line Card

Only one standby line card may be defined for any one network. Standby line cards are configured
similarly to transmit and receive line cards, by right-clicking Network and selecting Add Standby
Line Card, or by selecting Standby in the Line Card Type drop-down box in the Modify
Configuration dialog box.

When a standby line card is defined, the NMS can automatically detect the failure of an operational
line card in a network and will swap that card with the standby line card. It is not required that a
standby line card be configured for a network. If there is no standby configured, the NMS servers
will not attempt to initiate the failover operation.

When configuring a line card for Tx standby or Tx/Rx standby,
ensure that the Tx IFL cable is connected.

NOTE

6.7.1 Selecting Automatic Failover

By default, a standby line card backs up all other line cards in a network. To improve failover time
for the most critical line card (the transmit line card), the standby is pre-loaded with the transmit
line card’s configuration parameters. In the event that the transmit line card fails, the standby can
assume its role within a matter of seconds. (The phrase “transmit line card” as used here refers to
both transmit and transmit/receive line cards.) Failover of receive line cards takes longer, requiring
the NMS to send the failed card’s configuration to the standby and then to reset it for the failover
to complete.

The option to command a standby line card to back up only the transmit line card allows you to
favor the card that is the most critical to the network. In a multi-inroute, frequency-hopping
network, the failure of a receive-only line card results in diminished upstream bandwidth only;
remotes will automatically load-balance across the remaining receive line card(s) without dropping
out of the network. If the transmit line card fails, however, the entire network will be out of service.

You can guard against a double failure by setting the standby line card to back up the transmit line
card only. This ensures that the standby line card will be available to take over for a failed transmit
line card even in the case of a prior receive line card failover.

You can control the line card’s behavior during failover by selecting the desired option in the
Perform Automatic Failover drop-down list on the standby line card’s Modify dialog. Four
selections are available in the menu:

Perform automatic failosver: |Nnnd j
bezh Moz
All
a T Oy
SCPC LE Clear Sky CAN: Fi= Onily
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» Select None to disable automatic failover. In the case of a line card failure, you must
initiate the failover operation from iBuilder by selecting the Swap Line Card option from
any non-standby line card in the network.

» Select All to configure the standby line card to backup all transmit and receive line
cards. (This is the default selection.)

» Select Tx Only to configure the standby line card to backup only your transmit line card.

» Select Rx Only to configure the standby line card to backup only your receive line
cards.

Automatic failover will occur only when the NMS fails to receive the expected heartbeat message
from the line card. This message will be lost if the line card fails, or if any component in the
communication path between the NMS and the line card fails.

6.7.2 Failover Prerequisites

The following prerequisite conditions must be met in order for the failover operation to proceed:
1. A standby line card must be defined in iBuilder for the network.

2. The standby line card must be in the OK state (and accessible from the NMS) as
determined by the NMS event server.

3. The chassis must be currently accessible through the EDAS TCP interface.

If conditions two or three cannot be met during normal operation, the standby line card will enter
the WARNING state in iMonitor and the event server. The text of this warning is:

“Cannot perform failover operation: <reason>”

If the standby line card itself is down, both this warning and the down alarm will be active in
iMonitor and the event server.

6.7.3 Basic Failover Concepts

Each second, every line card sends a diagnostic message to the NMS. This message contains
the status of various onboard components. If the NMS fails to receive any diagnostic messages
from a line card in a five-second time period, and all failover prerequisites are met, it begins the
failover process.

For Tx(Rx) line cards, the standby assumes the failed card’s role immediately. For Rx line cards,
the standby needs to flash a new options file and reset. The estimated time to complete a Tx(Rx)
line card failover is less than 10 seconds; the estimated time to complete a Rx-only line card is
less than 1 minute.

If your Tx line card fails, or you only have a single Rx line card
NOTE and it fails, all remotes must re-acquire into the network after
failover is complete.
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6.7.4 Tx(Rx) versus Rx-Only Line Card Failover

The most important line card in a network is the Tx(Rx) line card; if this card fails, all remotes drop
out of the network. When an Rx-only card in a frequency-hopping inroute group fails, all remotes
automatically begin sharing the other inroutes. While this may result in diminished bandwidth,
remotes do not drop out of the network.

iDirect’s failover method guarantees the fastest failover possible for the Tx(Rx) line cards. The
standby line card in each network is pre-configured with the parameters of the Tx card for that
network, and has those parameters loaded into memory. The only difference between the active
Tx(Rx) card and the standby is that the standby mutes its transmitter (and receiver). When the
NMS detects a Tx(Rx) line card failure, it sends a command to the standby to un-mute its
transmitter (and receiver), and the standby immediately assumes the role of the Tx(Rx) card.

Rx-only line cards take longer to failover than Tx(Rx) cards because they need to receive a new
options file, flash it, and reset.
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6.7.5 Failover Sequence of Events

The flow chart below shows the sequence of events performed on the NMS server to execute a

complete failover.

Event Server
determines line
card has failed

User initiates

Configuration
Server is notified

h 4

manual failover

Send ACTIVE
options file of
failed card to
spare and reset

<+-YE

iMonitor will show the line
‘Automatic card in the Alarm state.
failover NO—»| DONE. User may initiate manual
selected? failover if desired.
YES
v
User will have already
. been notified that failover
Prerequisites Met? —NO—»| DONE. cannot happen.
YES
v
Configuration All subsequent operations are
Server powers | — handled by the Configuration
down slot of failed Server unless otherwise noted
card.

Rx-only line
card?

Apply necessary

NO—»|

Send command to
spare to switch
role from Standby
to Primary; send
ACTIVE options
file of failed card
but DO NOT reset

changes to puma

(serial number)

Former spare gets
role of failed card
(Tx, TXRx or Rx)
and carrierfinroute
group assignments

l

Failed unit gets
new role: Failed.

Configuration Server must
grab exclusive write lock at
this point. Any user with the
lock will lose the lock and
any unsaved changes.

Figure 6-1: Failover Sequence of Events, NMS Server Perspective
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6.7.6 Failover Operation: User’s Perspective

Portions of the failover sequence of events are revealed in real-time. You may perform a historical
condition query at any time to see the alarms and warnings that are generated and archived during
the failover operation. The flow chart in Figure 6-2, p. 105 shows the sequence of events you will
see on the screen in real-time during a failover operation.

iMonitor is notified
the line card has
failed. This is a
standard ALARM
with the
appropriate alarm
type

A

The ALARM is
displayed in all
appropriate
displays

iMonitor will show the line
card in the Alarm state.
| — | User may initiate manual
failover if desired.

NO-—»| DONE.

User will have already
| been notified that failover
cannot happen.

Server
”| Prerequisites Met?

User initiates
manual failover

——NO—p| DONE.

YES

iMonitor is notified TBD: can we do this for
the spare is receive-only line cards?

assuming role of

Primary (from line

card via event
server). iMonitor
displays line card
in WARNING state

iMonitor is notified
the Spare has
assumed the role [4—N
of the primary and
clears WARNING

iMonitor is notified
the spare has
gone down and
displays ALARM

Rx-only line

card? YES

v
iMonitor is notified
the spare has

Accept Changes

button highlights

> - ; < come up and
on |l}/éc:]ri1||ctic;rr)(and clears the ALARM
and WARNING

User accepts
changes and sees
that failed card is
in Failed role,
spare now has
failed card’s old
role.

Figure 6-2: Failover Sequence of Events, NMS User Perspective

105

Network Management System iBuilder User Guide, Release 7.0.1




&

6.7.7 Recovering from a Line Card Failover

After line card failover, the system will be operational, but will be in an interim state requiring
recovery. This recovery involves the following procedure:

Stepl IMPORTANT: First, unplug the I/F Tx (and Rx) cables from the front of the
failed unit.

Step2 IMPORTANT: Next, remove the Ethernet cable from the front of the failed
unit.

Step 3  Itis now safe to power on the chassis slot of the failed unit for further
examination.

Step4  Analyze the failure by connecting a console cable and examining the unit.
If the card experienced a hard failure or internal component failure, the user
must remove the failed card from the chassis and return it to iDirect for
repair. Some failures, such as those listed below, may be repaired on-site.

»  Switch port failure
* LAN cable failure.

* FPGA image load failure or runtime flash corruption.

6.7.8 Recovering from a Reparable Line Card Failure On-site

This type of recovery turns the failed line card back into an operational standby line card. To do
this, follow the procedure below:

Step1  Log onto the failed unit’s console.
Step 2  IniBuilder, switch “Line Card Type” from Failed to Standby.
Step 3 Using iBuilder, power on the line card’s chassis slot.

Step4  Using the console, change the unit’s role from Tx(Rx) to Standby using the
following console command: options set OPTIONS_FILE is_standby 1.

Step5  Save the options file to flash: options flash.
Step6  Reset the line card.
Step7  Re-connect the line card’s Ethernet port.

You may now connect to the line card using iSite or the telnet console and proceed with further
debugging, if necessary.
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6.8 Adding Inroute Groups

Inroute Groups are groups of receive line cards, or Inroutes. If you have used a transmit/receive
line card, you may add this card to the Inroute Group also. However, transmit-only line cards may
not be included. The purpose for bundling several receive line cards together into Inroute Groups
is to allow for load balancing among the individual line cards. You must have created Inroute
Groups in order to add remotes to the network.

The relationship between carriers, line cards, and inroute groups is shown in Figure 6-3, p. 107.
There are specific rules regarding the assignment of line cards to inroute groups.

1. Youcannotassign aline card to an inroute group unless its assigned carrier is identical
in data rate and FEC block size to the other line card(s) in that inroute group.

2. You cannot assign a line card to an inroute group if it is already assigned to another
inroute group. In this case, if rule 1 is true, you can un-assign the line card from its
current inroute group and re-assign it to the desired inroute group.

3. You may not change a line card’s carrier assignment if the line card is assigned to an
inroute group. However, you may modify the characteristics of the current carrier (see
rule 4 below).

4. If you modify either the FEC block size or data rate of a carrier that belongs to a line
card in an inroute group, iBuilder will automatically change all other carriers that belong
to the other line cards in that inroute group. It will prompt you first and allow you to
cancel the modify operation.

To assign a line card to an inroute group, modify the Inroute Group and click Add. iBuilder will only
show you line cards that are valid to be assigned to that inroute group. If you don'’t see line cards
you expect to see, review the rules above.

Network
\
\ |
Inroute Group 1 Inroute Group n w
‘ \
Tx/RX -- or -- Rx
Hub Line Card Remotes
Inroute Carrier
(in Spacecraft folder in tree)

Figure 6-3: Inroute Group Relationships

Carrier Grooming

Carrier Grooming mode is an option in which remotes dynamically acquire into the inroute with the
fewest number of remotes (assuming multiple inroutes in the group). Once acquired into an
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inroute, the remote will remain in that inroute until it passes through acquisition again. iMonitor’s
Inroute Distribution screen provides an “ACQ Bounce” function that forces a remote to re-acquire
without resetting. An RCM is required for Carrier Grooming.

Frequency Hopping

Users may also select Frequency Hopping mode when defining inroute groups. Frequency
Hopping requires that you upgrade your Hub Chassis with redundant Reference Clock Modules
(RCMs). Frequency Hopping mode provides true run-time load balancing across all the inroutes
within an inroute group. In Frequency Hopping mode, remotes will dynamically load-balance
across all inroutes in the group based on inroute demand. The Protocol Processor analyzes
upstream demand from all remotes and automatically allocates timeplan slot assignments to
achieve an equal balance of remote demand across all the inroutes. Remotes will hop from one
inroute to another either on a frame boundary or within the same frame depending on the nature
of the demand.

Both Carrier Grooming and Frequency Hopping provide an added level of inroute redundancy as
well as improved performance. When line cards are added to or removed from a network, remotes
respond dynamically, either by reacquiring into another inroute when a line card is removed or
fails, or by moving to a newly added inroute. The use of inroute groups is mandatory with release
4.0 and above. However, you may continue to operate your networks exactly as before by
configuring a single inroute in each of your inroute groups. (This will be the default configuration
immediately after you upgrade to release 5.0 from any release prior to 4.0.)

Mesh-Enabled Inroute Groups

A mesh-enabled Inroute Group contains inroutes that are received both by the hub and by mesh-
enabled remotes. This allows direct remote-to-remote communications for real-time traffic,
eliminating the double satellite hop and extra bandwidth required for star traffic. To indicate that
an inroute group will be used by mesh remotes, you must select Mesh Enabled for the group on
the Information tab of the Inroute Group dialog box. Because all remotes in a mesh Inroute Group
receive the mesh inroute, you must be careful to correctly set the values on the Acquisition and
Uplink Control Parameters tab. For general details on iDirect’'s mesh implementation, see chapter
3, “Mesh Technical Description,” of the iDirect Technical Reference Guide.

Beginning with iDirect release 7.0, acquisition and uplink control
NOTE parameters are configured for each Inroute Group. These
parameters are no longer configured at the network level.

iDirect release 7.0 limits each mesh Inroute Group to a single
mesh inroute. For a list of mesh limitations in release 7.0, see
chapter 3, “Mesh Technical Description,” of the iDirect Technical
Reference Guide.

NOTE

108
Network Management System iBuilder User Guide, Release 7.0.1



<

NOTE Only iINFINITI 5300 and 7300 series remotes can be added to a mesh
inroute group.

Adding an Inroute Group

Step1  Right-click Network and select Add Inroute Group. The new inroute group
appears in the Tree with a system-generated generic name, and a dialog
box appears allowing you to define the basic parameters.

@ iDIRECT
= kfz' iDirect Teleport #1
=k iDirect PP #1
-I-< iDirect Network #1
HE Tx MNew Creation
E Rx MNew
<L iDirect Network ||l 7¢: Add Receive Line Card
E) iDirect Hub RFT #1/ |l 58 Add Standby Line Card
%) NewHub RFT #2 3. Add Inroute Group
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Step2  Enter a name for the Inroute Group. We suggest selecting a hame that
allows you to associate it with its corresponding Hub.

Information lAcquisitiun.-'Uplink Control

Inmute Group

Marne: |New Inroute Group #59

Characteristics

Frequency Hopping Mode:
{* Carrier Grooming

" Frequency Hopping

[w Free Slot Allocation Enabled

hezh
[v Enabled [ Single-Hop TCP [Mao TCP Acceleration)
[ UDP Payload Compression [ UDP Header Compression

[ CRTF Compression

|nroutes

Shared Carmier Parameters:

Informnation B ate: A% FEC Elock Size: | I A
Modulation: A2 FEC Rate: | I A
Sweep Interval: l—
Lire Cards:
Hub Marne | Carrier Marne | Uplink Center ... | Downlink Cen...
&dd

Step 3  Free Slot Allocation Enabled and Carrier Grooming are selected by default.
See “Carrier Grooming” on page 107 and “Frequency Hopping” on
page 108 above. For more information about Free Slot Allocation Enabled,
see chapter 5, “O0S Implementation Principles,” of the iDirect Technical
Reference Guide.

Step4  Inthe Mesh area of the dialog box:
a Select Enabled if you are adding a mesh inroute group.

b  Select UDP Payload Compression if you want to enable payload
compression for UDP packets for all remotes in your mesh inroute group.
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c Select CRTP Compression if you want to enable CRTP for RTP packets for
all remotes in your mesh inroute group.

d Select UDP Header Compression if you want to enable header compression
for UDP packets for all remotes in your mesh inroute group.

e Select Single Hop (No TCP Acceleration) if you want TCP traffic to be sent
as single-hop, mesh traffic. If this check box is cleared, only UDP packets
will be sent as single-hop, mesh traffic.

If you select Single Hop (No TCP Acceleration) for your mesh
WARNING inroute group, TCP traffic to or from remotes in the inroute group

will not be accelerated. This is true for both star and mesh traffic.

If Mesh is Enabled, the mesh settings for compression and single-
hop TCP configured for the inroute group apply to all remotes in
that group, overriding any individual remote settings that may
have been configured. For a discussion of the various
compression types, see “Enabling IP Packet Compression Types”

on page 153.

Step5  Click Add to add line cards (with the same Information Rate, FEC Rate, and
Modulation) to this Inroute Group. All line cards in an Inroute Group must
have the same parameters.

Step 6  Inthe Assign Hub To Inroute Group dialog box, select the line cards that you
wish to add. Click OK. You are returned to the Inroute Group dialog box.

=]
L@ Assign line card to inroute group: Herndan Inroute Group #1
Hub Mame Carrier Name Uplink Center ... | Downlink Cent...
Line card - Tx/Fx Upstream Car... 14122.575 11822 575
Mew Fx Hub Line Card #4  Upstream Car.. 14122575 11522 575
(0] Cancel
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Step7  The Shared Carrier Parameters area displays the shared values of all
selected line cards.

Inroutes
Shared Camier Parameters:
|nformation B ate: | 474 487 kbps FEC Block Size: | 128 bytes
Sweep Interval; | 449 +/- Hz
Line Cards:
Hub M ame: | Carrier Marne plink Center ... | Downlink Cen...
TAL Rx BBFY Bench Test|n... 1400000 1400.000
£ 2
Add Remove

Step 8  Click the Acquisition/Uplink Control tab.

Information AcquisitionfUplink Control |

Acquisition Parameters

Frequency Range: +/-0 Hz
Frequency Inkerwval: 450 Hz

plink Control Parameters

C/N Relative to Mominal: -3.0 -1.0 1.0 3.0
+

Power Adjust: +2.0

TOMA Mominal CI: 13 de

TOMA, Clear-Sky O 0 dE
Fine Adjust Coarse Adjust

0.5 +/-0.0 -0.5 -Z.0

Below Morinal Cjr: | -1 dB Below Morninal CfM: | -3 4B
After Morminal CfM: 1 dE After Morninal N 3 dE
Poweer Adijust: 0.5 dBrn Power fdijust: 2.0 dBrn
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Step 9  You can specify the following Uplink Control Parameters for your inroute
group:

Frequency Range is a read-only field showing the total range of the
frequency band “swept” during acquisition, one half on either side of the
target frequency. This value reflects the stability entered in the hub
downconverter (LNB) configuration.

Frequency Interval is the read-only step size for the sweep across the
Frequency Range.

The Fine Adjust and Coarse Adjust parameters define the ranges and
increments used when applying uplink power control adjustments to the
upstream carriers for this inroute group.

TDMA C/N Nominal is the target C/N value of the upstream TDMA
carriers in this inroute group as measured by the line card modem.
TDMA C/N Nominal should be set during hub commissioning.

For a mesh inroute group, TDMA C/N Nominal is used as a backup
reference in the event of a failure of the SCPC loopback, allowing the
network to continue to operate as a star network from the perspective
of uplink power control.

TDMA C/N Nominal is determined based on the link budget analysis for
your network, which takes into consideration the modulation and FEC
rate. The fine adjustment is typically set to +/-1 dB.

For networks that migrate from iDirect release 6.0 to release 7.0, this
value will be set to:

(Fine Adjust Upper C/N — Fine Adjust Lower C/N) / 2

TDMA Clear Sky C/N applies to mesh inroute groups only. It is the C/N
of the upstream TDMA carrier as measured by the line card modem
under clear sky conditions. This value is typically set during
commissioning. (For details, see “Set the Clear Sky C/N Parameters for

a Mesh Inroute Group” on page 248.)

Step 10 Click OK and the Inroute Group appears in the Tree under the Network.
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7 Configuring Remotes

The most important components of your network are the remotes. This chapter discusses the
various aspects of their functionality; provides instructions on how to create and configure them;
and provides details about their parameters. It contains the following sections:

» ‘“iDirect Remote Satellite Router Models” on page 115

» ‘“Before You Start” on page 115

 “Adding Remotes” on page 115

e “Setting Warning Properties for Remotes” on page 145

 “Adding a Remote by Cloning an Existing Remote” on page 145

* “Roaming Remotes” on page 145

* ‘“Enabling IP Packet Compression Types” on page 153

7.1 iDirect Remote Satellite Router Models

As of release 6.0.9, iBuilder supports all of the following remote satellite router models:

* NetModem Il and NetModem Il Plus
* iNFINITI 3100

e iNFINITI 5100 and 5150

e iNFINITI 5300 and 5350

e iNFINITI 7300 and 7350

e [Connex-H and iConnex-R

7.2 Before You Start

Configuring remotes is a complex procedure. Before you start, you must know the IP addressing
scheme of your network, the specifications of all outdoor components, and the geographic location
and hemisphere of your satellite. You must also have performed the following functions before
configuring a remote:

» Configured the network in which the remote will reside

» Configured all of that network’s parent elements

» Configured one or more Inroute Groups within the network where the remotes will
reside

7.3 Adding Remotes

All iDirect remotes that transmit on an upstream TDMA carrier must be associated with an Inroute
Group. This allows all remotes assigned to an inroute group to share all carriers (line cards)
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currently being serviced by the inroute group. You will probably have a multitude of remotes
associated with a given Inroute Group.

An iISCPC remote is used to establish point-to-point communications with an iISCPC line card.
Only one line card and one remote participate in any iISCPC connection. Therefore, an iSCPC
remote is not a member of an inroute group. Instead, an iISCPC remote is associated with its peer
line card. Before you can add an iSCPC remote, you must first add the iISCPC line card as
described in “Adding an iISCPC Line Card” on page 99.

Only iNFINITI 7000 Series remotes and iNFINITI 5000 Series
remotes can be configured as iISCPC remotes in iBuilder.
However, iSite continues to support iISCPC links using NetModem
[l Plus remotes.

To add and configure remotes, follow the procedure below:

Step1 Ifyou are adding a remote to an inroute group, right-click the Inroute Group
and select Add Remote.

T = = —
I::i Creation

=y |5+f Add Remote

rsinjanmurn

HCheng .
CLiu Hub F Configuration
Seer Modify

Fei View Praperties

I, OCT

If you are adding an iSCPC remote, right-click the peer iSCPC line card and
select Add iISCPC Remote from the menu.

FF Ty =T T 7Ty | |
"# ISCPC Line Card : -
:z’ DE: Telepart _ Configuration
i TestTeleport |F'!‘: Add BCPC Remote
%) Spacecraft Modify
g EDS ‘ View Propetties
armpanents
=1 b annfachaer A Delete

7.4 Information Tab

The new remote appears in the Tree with a system-generated generic name, and a dialog box
appears allowing you to define this remote’s configuration parameters. The Remote dialog box has
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a number of user-selectable tabs across the top. The Information tab is visible when the dialog

box opens.

Many of the steps described in the remaining sections for

configuring remotes also apply to configuring iISCPC line cards.
NOTE For instructions on adding an iSCPC line card to the network tree

and selecting a Hub RFT for the line card, see “Adding an iISCPC

Line Card” on page 99.

Information lIF‘ Cunfig] Switch] Qo3 l Geo Lucatiun] WSAT l Warning F‘ruperties] Custum]

Remote

M ame:
kodel Tupe:

Serial Mumber:
Derved (D [DID:
[nroute Group:
Uszer Password:

Admin Pazswaord:

v Active

-

Compreszion

[~ TCP payload
| UDP header
| UDP papload
[ CRTF

Tranzmit Properties

|iNFINITI [465]

5350 -

|45=3

|EB1 E212

|h-'|esh-|F Imroute Group 1

|iDirect

|iDireu:t
[ MUSIC Box
[ Dizable Tx P
teszh
[~ Enabled

SCPC Clear Sky CAN: dE
TOMA LB Clear Sky CAM: dE

Carrier Marne: | Maore j Details..

L-Band Frequency: 0.000 MHz

Custamer

M arne:

-

Phone Mumber:

Commizzion Date: |

Contract Mumber:

Site Mates:

Chigtribwakar

I arne; |

Phone Humber: |

Fax Mumber: |

Feceive Properties

Carier Mame:

L-Band Frequency: 0.000 MHz

J Details...l

Initial Power: |.E; dBm
b ax Faower: ||:| dBm
Step2  On the Remote Information tab, enter a name for this remote.
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Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

Select the Model Type of the remote from the drop-down list. The model
type you select must match the actual hardware model.

|NewHemme#34E

|3100 |

00 P
3100-ME

Nas

5100

5150

Enter the unique serial number for the remote.

A system-generated DID automatically appears in the Derived ID box.

With the introduction of the iDirect iINFINITI series™ platform, serial
numbers are no longer sufficient to uniquely identify remotes and line cards.
Serial numbers are guaranteed to be unique within a particular model type,
but could be duplicated from one model type to another. To avoid potential
duplicates and the problems they would cause, iDS 6.0 introduces the
concept of a Derived ID, or DID. The DID is a 32-bit integer formed by
joining a model type code with a unit's serial number. Each remote and line
card will have a unique DID value.

In the NMS, the DID is typically formatted as <Model Type Name>.<Serial
Number>, for example 11+.10045 or 5150.1492. Occasionally you may see
the raw DID, however, especially when viewing server log files or console
output. You may also select the raw DID as a column to view in iBuilder’'s
Details View (this view is discussed in more detail later in this document).
Note: the model type code for NM Il remotes is zero, so the raw DID for
these units is equal to the serial number.

The name of the Inroute Group with which this remote is associated
automatically appears in the Inroute Group box.

By default, the User Password is set to iDirect and the Admin Password is
set to P@55wO0rd!. You may specify alternate passwords. The User
Password provides users with access to basic commands and the Admin
password provides administrator-level access to all commands. For
security reasons, network operators should change the telnet console and
iSite User and Admin passwords from the defaults.

Select Active to enable the Protocol Processor to become aware of the
remote site in the network, which it will do once you apply changes at the
network level. If the remote is Active, the remote is available for access to
the network.

Network operators can define the remote parameters before actually

activating the remote when it is commissioned. This option also allows you
to deactivate remotes, which removes them from the Protocol Processor’s
current network configuration, but leaves the configured parameters intact.

118

Network Management System iBuilder User Guide, Release 7.0.1



Step 9

Step 10
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Select MUSIC Box, Disable Tx PWM, or Link Encryption.

Select MUSIC Box if this site will use a Multi User Summing Chassis at the
remote site. The iDirect MUSIC Box allows a common antenna/electronics
platform to be shared across multiple remotes that are at the same physical
location. Selecting MUSIC Box overwrites VSAT ODU settings that turn on
the DC/10 MHz timing; instead, the MUSIC Box provides the DC/10 MHz
timing.

Select the Disable Tx PWM to disable the Transmit Pulse Width Modulation
on the remote and enable console pointing mode. (With this box selected,
installers don’t have to remove the transmit cable during pointing.)

If you are commissioning a NetModem Il Plus and have purchased the Link
Encryption option, installation of special hardware and software on the
Protocol Processor is required. Link Encryption must be enabled via the
NMS before the check box is visible.

In the Compression area of the dialog box, select any IP compression types
you want to enable for this remote. For details on the different types of
compression available, see “Enabling IP Packet Compression Types” on

page 153.

UDP Header Compression, UDP Payload Compression and CRTP
cannot be selected for individual Mesh remotes in mesh-enabled
inroute groups. Instead, all mesh remotes in the inroute group use

NOTE the settings for these parameters that are configured for that
inroute group. For details on configuring mesh parameters for
inroute groups, see “Adding Inroute Groups” on page 107.
Step 11 If this remote will be commissioned to send and receive mesh traffic on the

inbound carriers, enter the following parameters in the Mesh section of the
dialog box:

Select Enabled.

Enter a value for SCPC Clear Sky C/N. SCPC Clear Sky C/N is the C/N of the
downstream SCPC carrier as measured by the remote modem under clear
sky conditions. This value is typically set during remote commissioning.

Enter a value for TDMA Loopback Clear Sky C/N. This represents the C/N of
the loopback TDMA carrier as measured by the remote modem under clear
sky conditions. This value is typically set during remote commissioning.
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See Section 13.3 “Set the Clear Sky C/N Parameters for a Mesh Remote”
of the Installation and Commissioning Guide for iDirect iINFINITI Series
Satellite Routers for details on setting these parameters.

Only iINFINITI 5300 and 7300 series remotes can be configured to
carry mesh traffic.

NOTE

7.4.1 Transmit and Receive Properties

This section discusses the transmit and receive parameters on the Information tab.

— Transmit Fropetties Receive Properies
Carrier Name: |Upstream Carrier #4 L] Details... Cartier Name: | ] _]
L-Band Frequency:  0.000 kHz L-Band Freguency:  0.000 kHz
Initial Power: |—25 dBrm
Mex Power: |D dBEm

Step1 Inthe Information tab’s Transmit Properties and Receive Properties panes,
the Details buttons allow you to view the details about the carriers.

If you configuring an iSCPC remote or line card, you can only
select the transmit and receive carriers when defining the line
card. iBuilder will automatically assign the transmit carrier of the

NOTE line card to be the receive carrier of the remote. iBuilder will also
assign the receive carrier of the line card to be the transmit carrier
of the remote. If you have not yet defined your iSCPC carriers,
see “Adding Carriers” on page 69.

Step2  In Transmit Properties, the L-Band Frequency is calculated and displayed
for you once the BUC is assigned on the VSAT tab. See “VSAT Tab” on

page 143.

Step 3  Enter the Initial Power level in dBm, based on the commissioning results.
The default is -25.

Step 4  In Max Power, enter the maximum Tx power level in dBm based on
commissioning results. The default is zero. The range for both Initial and
Max power is -35 to + 7 for a NetModem Il Plus or INFINITI remote. (The
range for a NetModem Il is -25 to +7.)

Step5 Inthe Receive Properties pane, you cannot select the Carrier Name,
although you can view the details regarding it.This is the downstream
SCPC carrier for the network.
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Step6  The L-Band Frequency is calculated for you once the LNB is assigned on
the VSAT tab. See “VSAT Tab” on page 143.

7.4.2 Customers and Distributors

This section discusses the Customer and Distributor parameters on the Information tab. It is
completely optional whether or not you want to enter customers or distributors. The following
procedures show a customer being added; however, the procedure for adding customers and
distributors is the same.

Custamer
I arne; |Hinf|:|r|:| D
Phaone Mumber; |3U1 -268-3476

Cormnmission Date: |

Contract Hurmber: |

Site Motes:

Drigtributor

EES |Ehantill_l,l 22 J
Phone Mumber: |?U3-555-2455

Fax Mumber; |

Step1l  To add a Customer or a Distributor associated with the remote, click the
List button to the right of the Name box. The Customers or Distributors
dialog box appears.

If any customers or distributors have already been added to the NMS
database, the names appear in the list, as shown below.

Customers

Customers

M ame
MHone

kargan
Rirfard

121
Network Management System iBuilder User Guide, Release 7.0.1



A

Step2  Totheright of the dialog box, you can click Add to add another customer or
distributor.
Add
b adify
Delete
Step 3  The Information tab’s Customers (or Distributors) dialog box appears.
Information ]
|
- Customer
Mame: |New Customer #3
FPhore Murmber: |
Step4  Enter the Customer’s or Distributor's Name and phone number.
Step5  Click OK. You are returned to the Customers (or Distributors) dialog box
Step6  To add more customers or distributors, follow this procedure again. Click
OK. You are returned to the Remote dialog box’s Information tab.
Step7  The new customer or distributor appears in the boxes, as shown below.
Cusgtomer
M arme: |M|:urgan J
Phiame Murnber: |2|:|2-555-1 212
Cormmission O ate: |-I 2/01./04
Contract Murmber; |51 7349
Site Motes:
Diistributor
i [Chantily 22 J
Phone Mumber; |?':'3'E“35'2455
Faw Mumber:; ||
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Step 8

Step 9
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For customers, you can enter a Commission Date, Contract Number, and
additional information in the Site Notes box, such as keeping a log of
commissioning or operational events.

If you click OK, the dialog box will close, but your changes will be saved.
Instead, click the IP tab to continue configuring the remote. See “IP Config
Tab” on page 123.

7.5 IP Config Tab

The IP Config tab ¢
below.

onsists of several individual panes, each of which is displayed and discussed

7.5.1 VLAN and LAN Information

iBuilder provides a
configurable IP par

iDirect Software su

wide range of IP configurations for remotes accessible from the IP tab. All
ameters and all VLANSs are collected onto a single tab for quick reference.

pports end-to-end VLAN tagging. To implement this feature, the router or

switch that is upstream from the Protocol Processor must support IEEE 802.1Q (VLAN) tagging.
When multiple VLANS are present on the remote, a similar switch that is downstream from the
remote is also required.

A detailed, two-VLAN, multiple-remote example is shown in the figure below. Management traffic
between the NMS and remote must be untagged and each remote must have a unigue
Management IP address. Networks may contain a mixture of remote VLAN and traditional IP-
based remotes. Each remote must be configured to work in either traditional IP or VLAN mode.

RIPv2, Static Routing, and DHCP are
now completely configurable per
interface. This yields a separate

Customer A

HQ |

192.168.0.0/24
192.1

192.168.2.1/30

Customer A
Router

68.0.1

routing domain per VLAN.

Protocol Processor

Remote

192.168.2.2/30
208.226.77.1/30 . 192 168.1.1

Mot Satait GW: 192.168.2.1 10.0.0.1
#—————¢ Upstream 208.226.77.2/30 208.226.76.128

Rout
ouer 192.168.2.2/30 192.168.1.1
208.226.78.1 GW: 192.168.2 1
Customer B 192.168.2.1/3
HQ | Customer B

[
Router

192.168.0.0/24

192.168.0.1

Customer A
Remote LAN
192.168.1.0/24
VLAN 2

VLAN 1

(Always

Present)
208.226.76.0/24

Customer B
Remote LAN
192.168.1.0/24
VLAN 3

Figure 7-1: Sample VLAN Network Layout
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The iDirect VLAN capability allows customers to use their existing IP addressing schemes. Since
all routing options (RIPv2 and static routing) are configurable per VLAN interface, the end-to-end
VLAN feature allows each end customer to have their own routing architecture independent of
other customers sharing the same physical network components.

All traffic on a mesh inroute must have VLAN tagging enabled. This applies to packets sent on
user-defined VLANSs as well as to packets sent on the default VLAN. Remotes on the same VLAN
can communicate on the mesh inroute over that VLAN. All mesh remotes on a mesh inroute can
communicate over the default VLAN.

There are two check boxes for configuration of the Routing Information Protocol (RIPv2) on the
remote: one for the LAN interface (ethO) and one for the for satellite interface (sat0). (The satO
interface is called the management interface when referring to the default VLAN.) You can enable
or disable RIPv2 independently on the two interfaces. Depending on the RIPv2 options selected,
the remote behaves as follows:

* When RIPV2 is not enabled on either interface, RIP is completely disabled on the
remote. It does not send or receive any RIP updates.

« When RIPVv2 is enabled on the LAN interface, the remote sends and receives RIP
updates over the LAN, updating its own IP routing table when new routing information
is received.

* When RIPVv2 is enabled on the satellite (or management) interface, the remote sends
and receives RIP updates over the satellite, updating its IP own routing table when new
routing information is received.

The remote does not relay RIP messages to other routers. Instead, it generates RIP messages
based on its own IP routing table.

Configuring LAN and Management Interfaces

This section discusses only the portion of the IP tab shown below.

Information [P Config |Switch] QoS l Geo Location l VSAT l Warning Prope

WLAM LAM [nterface
Id | M ame |
IP Address: | 172,18 .17 .17
Drefault
3 WLAM 3

Subret M ask: | 255 255 . 255 248

[v TagPackets | Enable RIPv2

tanagement |nterface

IP Address: | 172.19 . 117 . 3

Subnet Magk: |255.255. 0.0

R [ Same as LaM [ Enable RIP+2
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The IP information for a remote is configurable per VLAN. Once you have selected a VLAN in the
left pane of the dialog box, you can configure its IP addressing information in the right pane.

Step 1

Step 2

The LAN Interface IP address represents the remote’s IP address on the
selected VLAN.

Enter the IP Address and Subnet Mask.
Select Tag Packets if you want to tag packets with the VLAN ID according
to the IEEE 802.1Q VLAN Tagging specification.

VLAN tagging is required for mesh-enabled remotes all VLANS.

NOTE  You cannot clear the Tag Packets check box if the remote is

enabled for mesh on the Information tab.

Selecting Enable RIPv2 enables RIPv2 over the LAN link for the selected
VLAN. RIPv2 is configurable per interface.

The remote’s Management Interface (Sat) IP address represents the
remote’s virtual interface on the default VLAN. The NMS always
communicates with the remotes using this address. This address should
not conflict with the LAN Interface addresses.

Selecting Same as LAN sets the Management Interface IP address to the
LAN Interface IP address. (The Gateway is always set to 0 and cannot be
changed.) This option is not available on the iINFINITI Series 3000, 5000,
or 7000 remotes.

Selecting Enable RIPv2 enables RIPv2 over the satellite link for the selected
VLAN. RIPv2 is configurable per interface.

When you select a VLAN other than the default VLAN, the

NOTE interface names change. LAN Interface changes to ETHO

Interface. Management Interface changes to SATO Interface.

Adding VLANs to a Remote

This section only discusses adding the VLAN configuration to Remotes. You must first define the
VLAN Upstream Interface on the VLANs tab of the Protocol Processor. See chapter 5, “Defining
Network Components,” section “Adding a VLAN"” on page 88 for details.

Additional VLANs can be added and removed from a remote using the appropriate buttons located
in the VLAN area of the IP Config tab. The default VLAN is VLAN 1 (native VLAN) and is based on
the LAN Interface address.

To add a VLAN to a remote:
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Step1l  Click the Add button at the bottom of the VLAN area of the IP Config tab.

WLAM
Id | M ame |
Crefault
a WLAN 8

Add... R ermowve

Step2  Inthe Add New VLAN dialog box, select a VLAN Id and Name, and click OK.
Once a VLAN is added to the remote, it appears in the VLAN list, and the
LAN and Management Interfaces change to ETHO and SATO Interface for

the VLAN.
Add New VLAN

VLA Id: |2 j oK |
WLAR Marne: |'|.'.|'|_..-L-.'N R Canizel

Step 3  Ifyou click the Remove button, a warning message is displayed, asking you
to confirm the deletion. VLAN 1 is the default VLAN; you cannot remove it.

The VLAN ID is also considered in QoS Traffic Profiles. See chapter 8, “Creating and Managing
QoS Profiles,” section “Adding a Service Level” on page 160.
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7.5.2 Domain Name Service (DNS)

This section discusses only the DNS portion of the IP tab.

DMS

v Enable Cache
Primary DMS M ame; |ns1
Prirnary |P Address: | o.o0.0.0
Cecondary DMNS Marme: |n32
Secondary IP Address: | n.o.0o0.10
Cache Size: |1 0o

Forward Quele Size: |1 non

Faorward Timeout; |2EIEIEI

The local DNS cache capability, which is checked by default, is available only for the default VLAN
1 interface set.

Step1  Ifyouwantto configure DNS, you must specify both primary and secondary
IP addresses. Assigning DNS names is optional.

Step2  The Cache size, Forward Queue size and Forward Timeout size shown are
default values. Modifications may be made in this pane if desired.

7.5.3 Dynamic Host Configuration Protocol (DHCP)

This section discusses only the portion of the IP tab shown below.

DHCF

(" Dizabled

(& Semver . Client &ddress Ranges
Leaze Duration: |12 |H|:|urs j Start e
PimayDNS: | 0 . 0 . 0 . 0O

)]
)]
)]

Secu:undar_l,lDNS:| o .

DefaultGatewa_l,l:| o. o0 .0 .0

&dd...

™ Relay DHCP Server: |

DHCP, including DHCP relay, is configurable on a per VLAN basis. In iBuilder, DHCP is disabled
by default.
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Select Relay if you want to utilize an existing or separate DHCP server at your hub location. The
remote will pass through the DHCP request and return the provided address from the server.

To enable the remote to act as the DHCP server, follow the procedure below:

Step 1

Step 2

Step 3

Step 4

Select Server to enable DHCP configuration entries.

Enter the Lease Duration or the amount of time before the address must be
renewed.

Enter the Primary and Secondary DNS server addresses, and the Default
Gateway.

Click the Add button to enter Client Address Ranges, which are the ranges
of assignable addresses. Multiple unique ranges may be assigned as
desired.

To edit a range, follow the procedure below:

Step 1
Step 2
Step 3

Step 4

Step 5

Click the range in the table to highlight the range you want to change.
Select Edit.
Edit the range and click OK to save your changes.

If you select a range in the table and click the Remove button, a warning
message is displayed, asking you to confirm the deletion.

Click OK to delete the range.
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7.5.4 Static Routes, NAT, Multicast Groups, and Port Forwarding

This section discusses only the portion of the IP tab shown below.

The default route across the sat 0 interface is added by default when you create a new remote. Do
not delete this route unless your remote routing scheme requires it.

- Static Houtes
IP Address | Subnet Mazk | G ateweay | Interf... I 52 |
0.0.0.0 0.0.0.0 0.0.0.0 zatl 1
Add. | Edt. | Remove |
~ Multicast Groups
Interface | Address |
add. | Edt. | Remove |
Fart Fonwarding
Rarge Start Range End Fratocol 1 IP Address |
bCpmoe bopiL TCF 192178203
W Enable MAT Add.. Edt. | Remove |

Static Routes

You can define Static Routes by selecting the Add button.

Static Routes
IP Address | Subnet Mazk | G ateway | [nkerf... | Ce |
0.0.0.0 0.0.0.0 0.0.0.0 satd 1

Add... Edi... Femove
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The Add Static Route dialog box appears. You must specify the IP address, subnet mask,
gateway, interface and cost value for each static route, and click OK.

Add Static Route

The static route specifies the transmiszion path a
datagram ruzt fallaw, The cost walue iz uzed for
determining the best route.

IF Address: | g .o .0 .0
SubnetMask: | 0 . 0 . 0 .0
Gateway: 0.0 .0 .0
Interface: | 2tk j
Cost: |1

ITI Cancel |

To edit a range, follow the procedure below:

Step1l Click the entry in the table to highlight the range you want to change.

Step2  Select Edit, edit the entry, and click OK to save your changes.

Step 3  If you select an entry in the table and click the Remove button, a warning
message is displayed, asking you to confirm the deletion.

Step4  Click OK to delete the range.

Using Static Routes with Multiple Protocol Processor Blades

You may use static routes between an upstream router and a multiple-blade Protocol Processor;
this removes the need for RIPv2 on the upstream LAN. In order to ensure correct routes, you must
“clamp” remotes to one specific blade using a custom key. You must also add all static routes to
your upstream router.

A WARNING

Use the following procedure to clamp a remote to a specific blade:

When you clamp a remote to a specific blade, it will NOT re-
acquire if that blade fails. The remote will remain out-of-network
until the blade is back up, or the specific blade assignment is
changed or removed using iBuilder.

1. Bring up the remote’s Modify Dialog in iBuilder

2. Click on the “Custom Key” tab
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3. Add the following entry to the “Hub-Side” section:

[BLADE]
blade_id = <ID>
4. Click OK to close the dialog.

5. Apply the modified configuration.

To determine a blade’s ID, select View->Details from iBuilder's main menu bar, and click on the
PP record in the network tree view.

Use the following procedure to turn RIPv2 off for a Protocol Processor:
1. Bring up the Protocol Processor’s Modify Dialog in iBuilder.
2. Clear the box labeled “RIP Enabled”
3. Click OK to close the dialog and apply the modified configuration.

Multicast Groups

To configure the remote to be a member of a persistent Multicast Group, follow these steps:

Step1l  Click the Add button in the Multicast Group section of the screen.

kulticast Groups

Interface | Address |

Add.. Edit.. | Fiemn:we|

The Add Static Route dialog box appears.

Persistent Multicast Group

& persiskent mulkicast group membership will
never timeouk because ather network elements
have left the group.

Interface: etho -

Address; |I:|.I:|.III.III

Ik | Cancel

Step 2  Select the Interface: eth0 or sat0.

Step3  Enter an IP Address of the multicast group.
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Step4  Click OK.

NAT and Port Forwarding

NAT and Port Forwarding can be configured on a per-VLAN basis. NAT enables you to make the
Management Interface public and the LAN interface private on the remote, providing a way to have
multiple private addresses represented by one public address.

[v Enable MAT

Port Fanwarding

Fange Start FRange End Protocol IF Addresz

Add.. Edit.. Remave |

To enable port forwarding, select the Enable NAT (Network Address Translation) check box.

Port forwarding allows you to specify that IP packets with certain port numbers are forwarded to
private IP addresses behind the remote. For example, if you wanted to run a web server on a PC
with a private IP address, you could specify http as the port start and port end, with TCP as the
protocol, and then add the PC’s IP address in the IP address field.

Step1  Click Add to access the Add Port Forwarding dialog box.

Port Fanwarding

Range Start | Fange End | Protocol | IP &ddress |

[ Enable MAT | | |

Step 2  Select a start and end port range for port forwarding. Select a protocol and
specify an IP address.
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Step3  Click OK to save your changes.

Add Port Forwarding

T he requests matching the port range will be
= redirected to the specified P address.

Paort Range Start: |t'3F'|TIUH j
Fort Bange End: |t|:|:umu:-: ﬂ
Protacal |TEF' j
IP &ddress: | b o 0 0

ak | Cancel |

7.55 Accelerated GRE Tunnels

This section discusses only the portion of the IP tab shown below.

GRE Tunnels
b Address | Remote Address
19216821 192.168.1.1
Add... Ed. Remove |

Beginning with release 6.0.5, you may send GRE-tunneled data with TCP acceleration across an
iDS network.

Use the following procedure to define a GRE Tunnel:
Step1l Click Add to access the GRE Tunnel dialog box.

Step 2  Specify the hub and remote endpoints for the tunnel.
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Step3  Click OK to save your changes.

GRE Tunnel

‘| & GRE turinel represents two points between
=)

| = ] which GRE packets will be accelerated by the
D5

I-.
Hub Gateway: | 192 . 168 . 2 Lt
Hemnteﬁateway:| 192 . 168 . 1 . O

] | Cancel |

This procedure only sets up the GRE tunnel within the iDS
system. You must still establish the actual GRE endpoints on both

NOTE  sides of the link for a GRE tunnel to work. GRE endpoints must be
configured upstream from the Protocol Processor and
downstream from the remote.

7.6 Switch Tab

Using the Switch tab, you can associate each of the eight RJ45 Lan B Ethernet ports located on
the back panel of some iDirect remote modems with a specific VLAN. For a VLAN to appear on
the Switch tab, it must first be added to the remote on the Remote Information tab. (See “Adding
VLANS to a Remote” on page 125). Note that the Switch tab is only displayed for remote Model

Types with an eight port switch. These Model Types include:

« INFINITI 5000 Series remotes
* INFINITI 7000 Series remotes

By default, all VLAN ports are defined as trunks. When a port is defined as a trunk, all traffic on
any VLAN (including both user-defined VLANSs and the default VLAN) can pass through the port.
All user-defined VLAN frames on trunk ports are tagged to explicitly identify the VLAN. Default
VLAN traffic passing through a trunk port is not tagged.

As an alternative to allowing a port to act as a trunk, you can define a port to be dedicated to a
single, specific VLAN. You can dedicate a port to any user-defined VLAN or to the default VLAN.
When a port is dedicated to a VLAN, only traffic for that VLAN passes through the port. There is
no VLAN tagging on a port dedicated to a single VLAN, regardless of whether the port is dedicated
to the default VLAN or to a user-defined VLAN.

The Switch tab allows you to perform the following operations:

* Dedicate a port to a specific VLAN

» Configure a port as a trunk (allow traffic on all VLANSs to pass through the trunk)
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Specify the port speed and mode (full duplex or half duplex)

Copy the table of switch settings to an external application such as a spreadsheet

To configure the eight port switch follow these steps:

Step 1

Click the Switch tab to view the current assignment of VLANS to ports. The
Switch tab contains two panes: the Port View (on the left), and the VLAN
View (on the right). Only VLANSs that have already been added to this
remote appear in the display.

By default, all ports are defined as trunks. Trunk ports display the word Yes
in the All VLANs row of the VLAN View. Trunk ports also display All VLANs
to the right of the port in the Port View. This default configuration is
illustrated below.

Infurmatiun] IP Config Switch |QuS ] Geo Location ] YSAT l “Warning F'rupt:rties] Custnm]

Fort Wig WLAN Yiew
T3 Switch YiaM | Partl | Port2 | Port3 | Portd | PortS | Ports | Port? | Portd
M8 Fort 1 alvLANs AlvVLANs Yes  Wes  Yes: Yer  Yes Yes ez Yes
W Part 2 Al YLAN D efault
@ Port 3 Al LAMN= YLand032
@] Fort 4 AlVLANS WLandl34
@ Port 5 Al LAMN=
@ Port 6 Al LAMN=
@ Port 7 Al LAMN=
@ Port 8 Al LAMN=

Step 2

You can use either the Port View or the VLAN View to dedicate a port to a
single VLAN. Both methods are described here:

To use the Port View to dedicate a port to a single VLAN:

a

c

In the Port View, right-click the port that you want to configure and select
Assign VLAN from the menu to display the dialog box. (Note: you can also
select the port and click the Assign VLAN button at the bottom of the
screen.)

In the dialog box, select the VLAN ID of the VLAN you want to assign to the
port. (The VLAN Name will be displayed automatically when you select the
VLAN ID.

Click OK.

To use VLAN View to dedicate a port to a single VLAN:

a

b

In the VLAN View, right-click in the table cell representing the port of the
VLAN you want to configure.

Choose Select from the menu.

Both methods of dedicating a port to a VLAN are illustrated below.
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Part Yiew

T3 Switch
Fop
o
o
o
Pl

ANVLANS
&ssign VLAN
Properties

VAN [q

i

WLAN M amme: |Defau|t

4
Cancel

WLAM Yiew
WLAN | Potl | Potz | Potz | P
AllVLAMs es es es '
Default
WLan4092
VLand094 Select
Copy
Copy without headers
Expand &A1

Fit To Windos

Inthe VLAN View, the word Yes will be displayed for the VLAN in the column
for the selected port, and the Port View will display the new selection.

Fort Wig WLAM Wiew
Switch YLAN | Portl | Port2 | Part3
M| Part 1 Default AllLaN g Ye:  Yes
W@ Part 2 AllVLAMs Ciefault ez
| Pt 3 A LAMN WLand032
@] Port 4 AlVLANS Wlan4l34
You can double-click in any empty cell in the VLAN view to select
NOTE that cell. Double-clicking in an empty cell will select that cell,
causing the word Yes to be displayed. The cell that was
previously selected will be cleared.
Step 3  To reconfigure a dedicated port to be a trunk, do one of the following
* Inthe Port View, right-click the port and select All VLANs from the menu.
* Or, in the VLAN View, right-click in the column of the port in the All
VLANs row and select All VLANs from the menu.
. WLAN ' Pot! | Potz | Port3 | Portd
Part ¥
o e AIIVLANS
(T2 Switch Default Yes ALVLANS
Part 1 Drefault Wlandl3z2
Poit2 | Al VLANS Ll T Copy
Enr:i Assign VLAN Copy without headers
W ar
@ Ports | Properies and Al
|
= Fit To Windaw
136

Network Management System iBuilder User Guide, Release 7.0.1




4

Step4  You can select the same setting for all ports by clicking your choice in the
VLAN column of the VLAN View and clicking Select All in the menu. The
word Yes will appear in all columns of the selected row. In this example,
Select All was used to dedicate all ports to the default VLAN.

YLAN Yiew

WLAN | Pol | Potz | Pot3 | Pod | PoS | Poe | Port? | Portd
AllLAM 2
Drefault Ve Ve Ve Ve Ve Ve Ve Ve

YLand032
WLand094

Step5 By default, the port speed and port mode are automatically negotiated.
Follow these steps if you want to disable auto-negotiation and select a port

speed and port mode:

a Inthe Port View, right-click the port you want to configure and select
Properties from the menu to display the Properties dialog box.

Auko Meqgatiakion: " on
{* off

speed; | 100 Mbps |

Mode: * Full Duplex
" Half Duplex

Ik Cancel

b Inthe Properties dialog box, select Off for Auto Negotiation.
c Select a Speed for the port: 10 Mbps or 100 Mbps.

d Select a Mode for the port: Full Duplex or Half Duplex.

The port settings must match the attached equipment.
WARNING Mismatches in either port speed or port mode will result in packet
loss.
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Step6  To copy arow (or all rows) from the VLAN View so that you can paste the
information into a separate application such as a spreadsheet, follow these
steps:

a Inthe VLAN column, click the VLAN name (or click All VLANS) in the first
column of the row you want to select. This will highlight the name in the
VLAN column. (Or press Ctrl + A to select all rows in the table.)

b  Right-click on any of the selected entries in the first column; then select
Copy or Copy without headers from the menu.

WLAN | Potl | Potz |
AlVLAM:
Default e
YLand032 e
WLand094
= Select All
Copy
Copy without headers

¢ You can now paste the row or rows you copied into your target application.

7.7 QoS Tab

The following sections provide an overview of how Quality of Service (QoS) is configured on
iDirect’s remotes.

7.7.1 QoS Profiles

You can assign both upstream and downstream Filter Profiles and Traffic Profiles to any remote.
Simply select the desired profile from the four drop-down lists at the top of the QoS tab. When you
click Details, iBuilder automatically displays a read-only summary of that profile for quick
reference. For more information on assigning QoS Profiles, see chapter 8, “Creating and
Managing QoS Profiles.” For an in-depth discussion on how QoS is implemented in iDirect’s
system, see chapter 5, “QoS Implementation Principles,” of the iDirect Technical Reference
Guide. The QoS tab is shown below.
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Information | IP Config | Switch Qo3 Geo anatiun] VSAT ] YWarning F'mpt:rlit:s] Custuml

b3

Downstream QoS

Upstream Qa5

Filter Profile: Filter Profile:

|Filter DS j Detalls... |Default Upstreamn Filker j Detalls...

Traffic: Profile: Traffic: Profile:

|Defau|t Downztream Profile ﬂ Details... |Default |pztream Praofile j Details...
Downstream 548 |Jpztream SAR

lv Enable Segment Size: 332 bytes |+ Enable Segment Size;  [392 bytes

Downstream R ate Shaping |dpztream Rate Shaping

M axirmum Information R ate: P aximum [nformation Rate:

[ Enable kbps I Enable kbps

Carnmitted Infarmation Fate [CIR]: Cornmitted |nfarmation Fate [CIR]:

[~ Enable kbps I” Enable kbps

Finimunn Information F ate:

I” Enable kbpz

PAD
Optirnize: for: ¢ Maximum channel efficiency

" Minirmum latency

7.7.2 Upstream and Downstream SAR

This section discusses only the parameters of the QoS tab shown below. For information about
SAR, including recommended segment sizes for Upstream SAR and Downstream SAR, see
chapter 5, “O0S Implementation Principles,” of the iDirect Technical Reference Guide.

Downztream SAR Ipztream S4R

[ Enable ¥ Enable Segment Size: |70 buytes
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Step1  Either Downstream and Upstream Segmentation and Reassembly (SAR).
Downstream defaults to “off” (unchecked), whereas upstream defaults to
“on” (checked).

Step2  Enter the Segment Size for each.

Upstream SAR is always enabled on all mesh-enabled remotes.

You must ensure that the upstream SAR segment size is set to
NOTE the same value for all mesh remotes in an Inroute Group. iDirect

recommends that you use the default SAR segment size.

7.7.3 Upstream and Downstream Rate Shaping

This section discusses only the parameters of the QoS tab shown below.

Downgtream Fate Shaping |pztream Fate Shaping
M axirnumn | nformation B ate: b airnuirn Information Fate:
[ Enable kbps | Enable kbps
Committed Information Rate [CIR): Committed Information R ate [CIR]:

[ Enable kbps | Enable kbps

irirnum Infarmation B ate;

| Enable kbps

P&l
O phimize for: {* M aximurn channel efficiency

" Minimum latency

For information about rate shaping for QoS, see chapter 5, “QoS
Implementation Principles,” of the iDirect Technical Reference Guide.

Step 1 Either select or clear Enable on Downstream and Upstream Rate Shaping
check boxes.

Step2  If you enable Downstream Rate Shaping, you may enter a value for
Maximum or Committed Information Rate.

Step 3 If you enable Upstream Rate Shaping, you may enter a value for Maximum,
Committed, or Minimum Information Rate.
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7.7.4 PAD

This section discusses only the parameters of the QoS tab shown below. For information about
PAD, see chapter 5, “QoS Implementation Principles,” of the iDirect Technical Reference Guide.

FAD
O ptirmize far; M aximurn channel efficisncy

" Minimum latency

Select either Optimize for: Maximum channel efficiency or Minimum latency.

Selecting Minimum Latency instructs the PAD layer not to hold
onto partially filled TDMA bursts but to release them
. immediately. This can result in an increased number of unused
Warning bytes per burst, significantly decreasing the upstream throughput
for remotes with this setting. Do not select Minimum Latency
unless you are certain that your application requires it.
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7.8 Geo Location Tab

If you are commissioning a stationary remote, use the Geo Location tab to specify the geographic
location of the installation site. Geo location can be determined by using a GPS.

Information | IP Config | Switch | QoS  Geo Location |'1.I'SAT | Custom | Warning Properties|

{* Stationany:
Latitude: |N|:|rth ﬂ ||:| decimal degrees
0 degrees |0 minutez |0 seconds
Longitude: |East j ||:| decimal dearees

0 degrees |0 minutes |0 seconds

If you are commissioning a mobile remote, use the Geo Location tab to specify the remote’s
mobile settings.

* Mobile:
[ Hardzhake Signalling GPS Input:
[ Mobile Security £ Manual
" Sernial or MMEA
+ Antering

Follow these steps if you are commissioning a mobile remote:
Step1l  Select Mobile.

Step2  Selecting Handshake Signaling provides an input and output signal to the
stabilizing antenna through the serial console port. (See the following
section on Mobile State.)

Step 3  Selecting Mobile Security prevents the remote’s latitude and longitude
location from being sent over the air to the NMS. If this is selected, it will not
be possible to determine the remote’s location from the hub. (See the
following section on Mobile State.)

Step4  Select the correct type of GPS input for your mobile remote.

Mobile State

When the remote is configured as Mobile, it looks for a GPS string on the serial console port to
provide its latitude and longitude information in the form of an NMEA string. It uses this information
to compute the FSD and acquire into the network.
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Once a remote has been acquired into the network, the remote automatically sends its latitude
and longitude to the hub every 30 seconds. However, when Mobile Security is selected, the
remote will not send its current geographic location to the hub. Since the hub requires this
information to communicate with the remote, mobile remote users must determine it and
communicate it to the remote, enabling the remote to compute the FSD.

In the absence of a GPS receiver interface to the modem, the latitude and longitude information
can be supplied through the serial console interface. The console interface for a mobile remote
runs at 4800 baud. This baud rate is a requirement of the NMEA protocol used by GPS to
communicate with the remote. (Note that the console interface for NetModems not in Mobile Mode
is 9600 baud). Customers can also provide the geographic location information for the hub
through the iSite GUI. (The hub geographic location is always sent as a broadcast message from
the hub.)

Handshake signaling requires a stabilizing antenna and requires customers to build their own
electrical interface (converter) to communicate with the antenna. When modem handshaking is
enabled at the NMS, the mobile remote provides an input and output signal to the stabilizing
antenna through the serial console port. The output signal, or lock signal, indicates the frame lock
status of the receiver on the remote. The input signal TxMute is used to mute the transmitter until
the antenna pointing is completed.

The remote sends an RS-232 active signal on the console port DTR output (pin 2) while the
modem is trying to acquire the downstream carrier. Once the remote achieves TDM frame lock,
the DTR signal becomes inactive. This signal is intended to indicate to the auto-point antenna
equipment when to switch from coarse-tune to fine-tune mode.

The DSR input on the console port (pin 7) can be used as a “mute” function and will allow the auto-
point antenna equipment to delay acquisition transmit until the antenna has finished pointing.
Without this function, the modem may transmit as soon as it detects TDM frame lock, before the
antenna is properly pointed and polarized. Sending an RS-232 active level to the DSR input
enables the mute function.

NOTE Mesh remotes cannot be deployed as mobile remotes.

7.9 VSAT Tab

The VSAT tab contains two sets of inter-related VSAT tabs. The top contains tabs and drop-down
list boxes for selecting the previously defined IFL, BUC, Reflector Mount, Reflector, and LNB. The
tabs on the bottom display configuration details for the currently selected subcomponent.

Switching between tabs enables users to review the configuration of selected subcomponents on
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one screen. To add these subcomponents entries to the NMS database, see chapter 3, “Overview
of the Network Management System for iBuilder,” section “Adding Entries to Folders” on page 22.

Information | IP Config | Switch | QoS

Remote Antenna

IFL: TDoc IFL

BULC: |TD|:u: BUC

Reflectar koumnt: |TD|:||: Reflectar Maunt

Feflectar; |TD|:u: R eflectar

Lol Lef L] Led Lol

LME: TDoc LME

Approx. Cable Length: lmi meters

| Geo Location YSAT

Hunt Frequency:
Hunt Palarity:

Moize Feference
Frequency:

Custom | YWarning Properties

0 kHz
|H|:|ri2|:|nta| ﬂ
1] kHz

IFL  |BUC | Reflector Mount| Reflector | LNB |

IFL

b anufacturer: | J
|TDn:n:: IFL

b anufacturer Part Mumber:

iDIRECT Part Mumber: |
Loss:

DC Resistance:

Step 1
Step 2
Step 3
Step 4

Step 5

In the Remote Antenna area, select a BUC from the BUC drop-down box.
Select the LNB you are using for this remote from the LNB drop-down box.
Selecting an IFL, Reflector Mount, and/or Reflector is optional.

Approximate cable length should be set during the commissioning process.

The tabs on the lower half of the dialog box display the details of the

components that you have selected. Click OK to save your settings. The
new remote appears in the Tree under the Inroute Group to which you

assigned it.
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7.10 Setting Warning Properties for Remotes

You can use iBuilder to modify both global properties of remote warnings and warning properties
for individual remotes. To change global warning properties for remotes, select Global Warnings
for Remotes from the Edit menu. To change warning properties for individual remotes, click the
Warning Properties tab for the remote you want to modify.

For details on configuring warning properties for line cards, remotes and protocol processor
blades, please see “Configuring Warning Properties” on page 55.

7.11 Adding a Remote by Cloning an Existing Remote

You can either add a hew remote by using the procedures in “Adding Remotes” on page 115 or
you can clone an existing remote to create another remote with a new name but the same
definition. The cloning feature is a quick and easy way to create several remotes with minor
differences, without having to configure each one from a blank configuration screen.

To clone an existing remote, follow the procedure below:

Step1  Right-click a Remote and select Clone. In the example below, the remote
named “IOM Remote 4408" is being cloned. A new remote named “Copy of
IOM Remote 4048” appears in the Tree and the remote configuration dialog
box is displayed.

3 10M remote # 3869
2 |0 repct- #4400

2 10M rer Creation
E 10M rer | Clone

Step2  Enter a new name for the remote.

[ 10M1G #1 ‘ ‘

Step3  Modify any fields you want to change for the new remote.

Step4  Click OK to save your changes.

7.12 Roaming Remotes

iDirect release 7.0 allows you to define mobile remotes that “roam” from network to network
around the globe. Roaming remotes are not constrained to a single location or limited to any
geographic region. Instead, by using the capabilities provided by the iDirect “Global NMS” feature,
you can configure your remote terminals to have true global IP access.

Global NMS is a licensed feature. If you plan to define and track
NOTE roaming remotes in your network, please contact the iDirect
Technical Assistance Center (TAC).
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The Global NMS feature allows remotes to move among networks on various transponders and
satellites, controlled from various hubs. To accomplish this, you must define the remote in all of
the networks in which it will be visible. For more information of the Global NMS feature, see
chapter 7, “Global NMS Architecture” of the iDirect Technical Reference Guide.

The set of parameters that defines a roaming remote falls into three categories:

o Parameters that must be the same in all networks: DID, telnet passwords, and remote
name. iBuilder will not allow you to define these parameters inconsistently across
networks for the same remote.

» Parameters that must be different in each network. These consist mostly of internal
database IDs and references that are automatically established by iBuilder when the
remote is defined in multiple networks.

» Parameters that may be the same or different from network to network. These “don’t
care” parameters include everything not in the lists above. Examples are IP
configuration, QoS settings, initial transmit power values.

Once you define a roaming remote and add it to multiple networks, the “don’t care” parameters
will be identical in all networks. At that time, you can modify these parameters in the different
networks as desired. (See “Managing “Don’t Care” Parameters” on page 150).

NOTE The Global NMS feature is available only on iNFINITI remotes.
NetModem Il Plus remotes cannot roam from network to network.

NOTE Mesh remotes cannot act as roaming remotes.
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7.12.1 Adding a Roaming Remote

To define a roaming remote, first create the remote in one of the target networks using the
procedure in “Adding Remotes” on page 115. Define this remote in the normal way for that
network, including setting IP parameters and features, VSAT components, rate limits, and other
settings.

Once you have added the remote to one network, follow the steps below to add it to the remaining
networks:

Stepl Right-click the Remote in the Tree and select Add to Networks in the
Roaming section of the remote menu.

B Infinii (3125 2128] | |

e L

= Creation

G Clone

g rr: Configuration

Cxdl] Activate Remote

EE M Mlowve...

e Modify g
¥ |Njewrl‘ View Propetties v
ew Met [l A Delete

Solo

Conirol
rk2 Pro o
F2 Blads
P2 Bladh Apply Configuration g
eam_30 Reszet Remote 4

LHTH Retrieve 4

et

&) Compare Configurations *

== 0y ;

Roaming
B3 N
- | Add to Hetworks
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Step2  Select the appropriate check boxes to add the remote to one or more
additional networks.

G ROAMING

Add Roaming Remote to Metworks.,

Metwork InrouteGroup ]

D Beam_707_307000_WH Mew Inroute Group %4
D Beam_707_307000_\WH Mew Inroute Group 14

Cancel

Step 3  Click OK to save your changes and close the dialog box. iBuilder
automatically adds the remote to the selected networks, copying the “don’t
care” configuration items to the new networks. You are free to modify the
remote’s configuration in the other networks as desired.

When adding roaming remotes to networks, only networks in
NOTE  which the remote is not currently configured are displayed in the
dialog box.
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7.12.2 Managing Roaming Remote Configuration

There are two primary ways to manage a roaming remote’s configuration across all of its network
instances. Each is described in the sections that follow.

The Revision Server is completely compatible with roaming remotes. You may upgrade a network
even if a roaming remote is in another network. As long as IP connectivity is available from the

NMS to the remote, the remote will receive the download package (image and options file), write
it to flash memory, and reset. For details, see “Downloading Remotes Using Revision Server” on

page 207.

Managing “Must be the Same” Parameters

You can modify the parameters that must be the same across all network instances of a roaming
remote by selecting Update Properties in the Tree for that remote. When you change a
parameter in one network using the remote’s Update Properties dialog box, iBuilder makes the
same change to that remote in all of its networks.

Use the following procedure to change roaming remote parameters that must be the same in all
networks:

Step1l  Right-click the Remote in the Tree and select Update Properties in the
Roaming section of the remote menu.

2 | pfipik TE2R0 n2c |

R Infiriti Creation
2 Infiniti Clone
e [nroul
2 Pratacal Configuration
B Blade 1 Ectivate Remote
prn_B03_341 Move,
TuRx  Inl Hu:u:lify
ghﬁz:;l View Properties
= Infiriti
@ | itk Control
4 Protocal
it Blade 1 _ _
bm_707_30 Apply Canfiguration
TeFw Mt Reset Remate
Metwork 4 Retrieve
S MewF Campare Configurations
3 NewF Roaming
= Infiriti
& Infiniti Add to Metworks
= |nfiniti | IUpdate Properties
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Step2  Update the values in the Roaming Properties Update dialog box as desired.

[

Roaming Propeties Update

| Infiniti 3125-2128

Mame:
Model Type: | 3125 ﬂ
Serial Mumber: | 2128
Derived ID |8125592
Hebr Paskpnaih | iDirect
| Direct

Admin Password:

Cancel

Step3  Click OK to save your changes and close the dialog box. iBuilder updates
the remote in all of its networks.

Managing “Don’t Care” Parameters

You can change the value for a “don’t care” parameter on a roaming remote in a single network
by following the usual procedure: right-click the remote in the Tree for the desired network and
selecting Modify. This allows you to modify the remote’s parameters in one network while leaving
them unchanged in the others.

However, it is likely that many of a roaming remote’s “don’t care” parameters will be the same from
network to network. In those instances, iDirect recommends that you use iBuilder's Group Edit
feature to modify the remote. Since this method allows you to modify shared parameters on all
instances of the remote at the same time, it is both easier and less error-prone than making the
changes one by one. For a general discussion of this feature, see “Working with Multiple Elements

Simultaneously” on page 47.

Follow these steps to modify multiple instances of the same remote:

Stepl  Select View = Details from the iBuilder main menu to display the Details
pane. The Details pane is displayed to the right of the Tree.

Step2  Select the top-level node in the Network Tree view.
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Step3  Select View = Collapse Details Hierarchy from the iBuilder main menu.
This option removes the hierarchical structure of the network elements and
components so they can all be shown in a single window.

iBuilder - 0.0.0.0 172.16.136.10

File Edit View Window Help

S M - - X |gg# ob Bt oot ¢ 1= =G| 7 ||| || Ay ~ll
Jﬂ . Mame JT‘ﬂ:IE | Cuth
= '*E‘? 5 Teleport 'éfx"CBMS Teleport teleport
+ E=| Network Protocol Processor k& network1 Protocal Processar protocolprocessor
= E Metworc2 Protocol Processor @ PP 1 Blade 1 PPElade
- ig g:ajeg <kuBeam_605_174000_GA network
P P BB Infiniti [2072] Transmit and Receive Line Card
=] eka Beam_506_64000_GB
BB TxRx  Infiniti [2066] Netwurkl IG Inroute Group
Hnfiniti [2036] Femote
=% Metwork2 IG
£ Infiniti 3125-2128 E3 Infiniti 3125-2128 Remote
™ firiti [2036] E3 Infiniti [7300.3974] Remote
i @ Infiniti [4022] @Inﬁniﬁ [4023] Remote
B8 Network3 Protocol Processor [% Mew Inroute Group #11 Inroute Group
+-f= Networkd Protocol Processor E& network2 Protocol Processor protocolprocessor
: '@ Beam_603_340000_GA Hub RFT emaPP2 Blade 1 PPElade
'@] Beam_605_174000_GA Hub RFT emPP2 Blade? FPElade
%) Beam_506_64000_GB Hub RFT ~}.Beam_906_54000_GE network
@ Beam_707_307000-WH Hub RFT B Infiniti [2066] Transmit and Recejve Line Card

Step 4  Inthe Details View, select the Type column header to sort by element type.
This will group together all remotes, regardless of their networks.

Step5  Ifdesired, select the Name column header to further sort by element name.
This will group together all instances of a roaming remote, since the remote
has the same name in all networks.

==L [ S 30T P 000000000000 ]
ETiInfiniti [4022] Configuration ]
-%Inﬁrdti [4022] ﬁcﬁvate Femaotes
T Infiniti [4022]
R Infiniti [2036] Move...
B Infiniti [2036] Modify
TR Infiniti [2035] X Delete
3 Infiniti 3125-2123 Assign Profiles...
B2 Infiniti 3125-2128
&3 Infiniti 3125-2128 il
%Bench Test Spacecraft (I/F) *EHJ' Multicast Package Download
% Beam_906_64000_GB | & ICP Package Download
%EEEM_?U?_W?UDU-WH #l Apply Multiple Configurations. ..
H Beam_505_174000_GA Fieset Romples y
%EEEW_EM_HUUDU_GA Retrieve Multiple Configurations r
'&ffz'l'\le'.r-.' Teleport 3 TEIEPOrT
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Step 6  Select all desired instances of the Roaming Remote in the Details pane.
Then right-click the selected group and choose Modify from the menu. You
may now modify any of the remote’s parameters that are shared across all
network instances.

Information | IP Config | Switch | QoS | Geo Location | VSAT |
F= - Custamer
i| Remote M ame:
Mare: (5350-691 Jtest Bhana Ni
Model Type: R3R0 et
i | —i Commizzion
Senial Murmber: {913
Contract M
i : E822E57
Derived ID (DID}: | i
Inraute Group: JM ezh:lF Inroute Group 1
Uszer Passward: %iDirect
&drit Pagssword: |iDireu:t
v Active [ MUSIC Box
PE | Dizable Tx P
Compression Mezh Cristributar
| TCF payload = Evabiee 2
| R SCPC Clear Sky C/N: 0 g Phane Nun

7.12.3 Beam Switching for Roaming Remotes

The decision of which network a particular roaming remote joins is made by the remote. There are
currently three beam selection methods supported by iDirect.

Automatic Beam Selection

Automatic beam selection is the most powerful and flexible way for remotes to roam from network
to network. It requires an auto-pointing antenna at the remote site, and a map server process on
the NMS.

The map server contains footprint information for all beams on all satellites in the global network.
It parcels out pieces of the map to remotes based on their current geographic location. Depending
on signal quality and location, the remote will either remain in the current network or automatically
switch to a higher-quality network.

For more information on this feature, see the iDirect Technical Note
titled “Automatic Beam Selection.”.

NOTE
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Manual Beam Selection

Users at a remote terminal can command the remote to join a particular network using the
beamselector command, available from the remote’s console. The following figure shows the
command format and the output of the “list” option.

[RMT:-2036] admin@telnet:10.0.150.7;1084
> beamselector

control Beam selector control command

list list known beams

mapsize print or change the map size request params
params stats | params | debug

switch switch to new beam

[RMT:-2036] admin@telnet:10.0.150.7;1084
> beamselector list

3 is currently selected

3 = Beam_603_340000_GA

2 = Beam_906_64000_GB

1 =Beam_605_174000_GA

Figure 7-2: Figure: Using the Console's beamselector Command

“Round Robin” Beam Selection

In the absence of both a map server and a beamselector command from the console, remotes
default to a round-robin selection algorithm. Using this method, a remote will attempt to join each
network in turn for five minutes until the remote is acquired. The order in which the remote tries
each network is based on the perceived quality of the network’s downstream carrier, as
determined by the remote’s geographic location relative to the satellite longitude.

7.13 Enabling IP Packet Compression Types

Four types of IP packet compression are supported in iDirect:

* TCP payload compression

* UDP header compression

e UDP payload compression

* CRTP (RTP header compression)

The following sections discuss these compression type.

For remotes in a mesh inroute group, you must enable and
disable the various compression types at the inroute group level.

NOTE  The inroute group compression settings override individual
remote settings. See “Adding Inroute Groups” on page 107 for
details.
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You can enable each compression type per remote on the remote’s Information tab by following
these steps:

Step1  Right-click the Remote and select Modify = Item.

Network 115 ‘
B2 Infimiti Test [5350.2036]
[ | M f e
B9 Infir Creation
B Infir Cloge
= Infir
% MNel Configuration
EL Me &ctivate Retmote
EX Ney More. .
2 el 1 =
% MNel View Propetties k ¥HO

Step2 Inthe Compression area of the Information Tab, select each compression
type that you want to enable for the remote.

Information | IP Config | Switch | QoS | Geo Locatio

Remote

Mame: |iNFINITI [463)
Model Type: |535|:| j
S enial Murmber: |453

Derived ID [DID}. ~ |BB16212

Inroute Group: |Netwnrk'l IG

zer Passward: |iD irect

&dmin Pazzword: |F'@55wl:lrd!

v Active [~ MUSIC Box
& [ Dizable Tx Pt
Compreszzion kezh

[ TCF payload [ Enabled

[ UDP header SCPC Clear Sky CAN: dE
[ UDP payload TOMA LE Clear Sky C/M: dB
| CRTF

Step3  Click OK to save your changes.
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7.13.1 TCP Payload Compression

You can enable TCP payload compression on your iNFINITI 5000 and 7000 series remotes to
increase the available bandwidth for TCP streams during periods of channel congestion. When
enabled, the TCP streams are compressed on both the downstream and upstream channels
simultaneously. By default, TCP payload compression is turned off.

TCP payload compression is activated only during times of congestion. If no congestion is
present, data passes through the compression layer unchanged. The compression ratio varies
depending on the amount of congestion and the nature of the TCP payload data.

Even during channel congestion, compression is not enabled under all circumstances. If a
remote’s CPU utilization is above 50 percent, TCP payload compression is automatically disabled
for all sessions. If CPU utilization is below 50 percent, a maximum of five TCP sessions are
compressed. If the number of sessions exceeds five, the additional sessions are not compressed.

TCP payload compression is available only on iNFINITI 5000
NOTE series and iINFINITI 7000 series remotes. It is not available on
iINFINITI 3000 series or NetModem Il Plus units.

7.13.2 UDP Header Compression

UDP header compression is performed on per-packet basis using zlib. Unlike TCP Payload
compression, it is not stream-based. UDP header compression is available for all iDirect remote
model types.

iDirect UDP header compression follows the specification in RFC 2508, Compressing IP/UDP/
RTP Headers for Low-Speed Serial Links. This RFC defines both CRTP (header compression for
RTP packets) and UDP header compression (for other UDP packets). When you enable UDP
header compression in iBuilder, only non-RTP headers are compressed for UDP packets. If you
want header compression to be applied to RTP packets, you must enable CRTP. (See “CRTP” on

page 156.)

The iDirect UDP header compression implementation is a simplex-based compression scheme
with the periodic retransmission of full headers to restore the compression state in the event of
error.

UDP Header Compression Performance Characteristics

You can expect the following performance characteristics for UDP header compression in iDirect
networks:

» The 28-byte header is typically reduced 8 bytes.

» The average compressed header size is 9.25 bytes.

e The reduction in header size is approximately 67 percent.

155
Network Management System iBuilder User Guide, Release 7.0.1



<

7.13.3 CRTP

Compression of RTP packet headers (CRTP) is performed on per-packet basis using zlib. Unlike
TCP Payload compression, it is not stream-based. CRTP is available for all iDirect remote model

types.

iDirect’'s implementation of the CRTP algorithm follows the specification in RFC 2508,
Compressing IP/UDP/RTP Headers for Low-Speed Serial Links. This RFC defines both CRTP
(header compression for RTP packets) and UDP header compression (for other UDP packets).
When you enable CRTP in iBuilder, only RTP packet headers are compressed. If you want header
compression to be applied to other UDP packets, you must enable UDP header compression.
(See “UDP Header Compression” on page 155.)

The iDirect CRTP implementation is a simplex-based compression scheme with the periodic
retransmission of full headers to restore the compression state in the event of error. Correct
functionality of the CRTP implementation has been field-proven in multiple iDS releases.

RTP Header Compression Performance Characteristics

You can expect the following performance characteristics for RTP header compression in iDirect
networks:

» The 40-byte header is typically reduced to 10 bytes.
» The average header size is 11.875 bytes.

The reduction in header size is approximately 70 percent.

7.13.4 UDP Payload Compression

iDirect’s UDP payload compression algorithm is similar to the algorithm used by iDirect for TCP
payload compression. (See Section 7.13.1 “TCP Payload Compression” for details.) However,
the implementation differs in the following significant areas:

» UDP payload compression is packet-based rather than session-based.

» The UDP payload compression algorithm always attempts to compress UDP packets
prior to transmission. Unlike TCP payload compression, it does not make dynamic
decisions based on congestion, system load, etc.

UDP payload compression is designed specifically for the GSM backhaul market. It is unlikely that
enabling UDP payload compression will have any noticeable benefit for standard voice traffic,
since this type of traffic normally cannot be compressed. iDirect does not recommend enabling
this compression feature for typical VolIP traffic; it will not increase channel capacity and it will put
unnecessary strain on the remote’s processor.
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8 Creating and Managing QoS Profiles

This section discusses the concept of QoS profiles in detail, and what it means for your networks.
It contains the following sections:

“What is a QoS Profile?” on page 157

“Storage of QoS Profile” on page 158

“Adding and Modifying Upstream and Downstream Profiles” on page 159

“Cloning a Profile” on page 160

“Adding a Service Level” on page 160

“Adding a Filter” on page 163

“Assigning a Profile to a Remote” on page 166

“Assigning QoS Profiles to Individual and Multiple Elements” on page 167

“Icon Color Indicators for Profiles” on page 169

8.1 What is a QoS Profile?

iBuilder supports two types of QoS profiles: Traffic Profiles and Filter Profiles. A QoS Traffic Profile
is a group of service levels, collected together and given a name of your choice. A QoS Filter
Profile encapsulates a single filter definition, and contains a group of rules instead of service
levels. Both Traffic Profiles and Filter Profiles are separated into downstream and upstream sub-
types; this gives you even more flexibility to shape your upstream and downstream traffic. The
QoS Profiles in iBuilder make it easy for you to manage groups of QoS settings across medium-
to-large networks. Figure 8-1 on page 158 shows the relationship between remotes and QoS

profiles.
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NetModem NetModem NetModem NetModem NetModem
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Service Level 1..n

—

Rule 1..n

A

Clause 1..n
Source/Destination IP Address
Source/Destination Port Number
Protocol

Type of Service (TOS/DSCP)

Figure 8-1: Remotes Associated with Profiles

8.2 Storage of QoS Profile

QoS Traffic and Filter Profiles are stored in separate folders in iBuilder's Network Tree. They are
not associated with a teleport; instead they are independent of any network hierarchy, similar to
spacecraft and antenna components.
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) QoS

-1-IC5) Fitter Profiles
+-C7) Downstream
+-[C7) Upstream

=1-IC3) Traffic Profiles
+-C7) Downstream
+-[C7) Upstream

8.3 Adding and Modifying Upstream and Downstream Profiles

To add a new profile, point to an upstream or downstream folder under Filter or Traffic Profiles;
right-click to open it; and select the Add option. The title of the Add option will be different
depending on what type of profile you are adding. The example below shows a Downstream Filter
being added.

=-IC) QoS
—1-C7) Fitter Profiles
+ -3 IDowr——=
4103 Upst Creation
+-[3) Traffic Pi |58 Add Downstream Filter |

A Modify Configuration dialog box opens to allow you to configure the profile you are adding. You
can assign it a name, and click Add to display either the Add Filter dialog box or the Add Service
Level dialog box. These are discussed further in:

» “Adding a Service Level” on page 160

* “Adding a Filter” on page 163.

Once a filter or service level is configured and saved, it appears in the list within its respective
folder, as shown below.

=-IC3) QoS
=-IC3) Fitter Profiles

=-IC3) Downstream
3} Defautt Downstream Fitter
3 Fiter DNS
3 Fiter FTP
3 Fiter S5H
3 Fitter MAIL
3 Fiter WWW

=-IC5) Upstream
£ Default Upstream Fiter
<}t Fiter DNS
£ Fiter FTP
£ Fiter SSH
£ Filter MAIL
<t Filter WWW
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I QoS
—1-C3) Fitter Profiles
—-IC7) Downstream
EH-* Default Downstream Filtter
§+ Fitter DM Creation
g_} E:EF g—gl | Clone As... |
+ Filter

2+ Fiter MA Clone W
4t Filter W\ Configuration

+-[C7) Upstream y )
Modi
+1-[3) Traffic Profiles e
Iy Components Wiew Properties

+-[C) HubRFT Compon

8.4 Cloning a Profile

You can then right-click to select a profile and then select Clone or Clone As to create another
profile with a new name, but that has the same definition. The cloning feature is a quick and easy
way to create several profiles with minor differences, without having to configure each one from a
blank configuration screen.

» Ifyou select Clone, a copy of the selected profile is created in the same folder. You can
then edit the new profile to make a few minor changes.

» Ifyou select Clone As, the selected profile will automatically be copied to the folder that
houses profiles of the opposite direction. For example, if you select Clone As on an
Upstream Traffic Profile, it will create a duplicate Traffic Profile and place it in the
Downstream folder.

For traffic profiles, you create multiple service levels, each with its own set of rules. For filter
profiles, you create a list of rules.

8.5 Adding a Service Level

You will normally create multiple service levels, each with its own set of rules. Each service level
has a set of rules that determine which packets match. The service level type is chosen based on
the type of traffic that is matched by the service level.

To add a service level, follow the procedure below:

Step1  Right-click an Upstream or Downstream Traffic Profiles folder. The Traffic
Profile dialog box opens.

=-IC5) Traffic Profiles | |
+-IC=) | Downstn i
-0 Llpstrearl Creation

I3 Componerts |' Add Downstream Profile |
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Information |

Downstream Traffic Profile

Profile Mame: |Default Dravnztreamn Profile

Service Levels

B ¥

| Service Level | Type | Scheduling | Depth ms Drop TOS Mark Realtime | Trigger CIR
B DF L cogt_based [0.B0] 250 OLDEST M2 Mormal ki
] T1Cr R cogt_based (0.B0) 250 OLDEST M A4 Mormal Y
I DEFALLT L cost_based (0.50) 250 OLDEST M A2 Mormal T
{ - - } J
Add.. Edi... Delete |
Fules |
SERVICE LEVEL :: UDP
PROTOCAL = UDP
Add. Edit. Delete |
Uzed by
Femote 7 | M etwark |
7350-45595 S04 Metwork
SRAD Remote [2012] SRAD Mebwork

v Show Protocol Mames
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Step 2

Step 3

Step 4

Step 5

Step 6
Step 7

Step 8

Click the Add button. The Add Service Level dialog box opens.

Lervel Mame: |NEW

Type: i+ Urnreliable
" Reliablz

S cheduling: {* Priority Queue |F"I - Highest Pricrity j
{" Cost-Based
" Best Effort

Queue Depth: 2a0 s

Crop Oldest First v
Trigger CIR [
Type of Service & None

k arking:
" DSCP

" TOs/
Frecedence

Lol Lef L

Real-Time “Weight: [kommal

] | Cancel

Enter a name for the service level.

Choose Reliable or Unreliable. If the service level is intended to match TCP
traffic, you should choose Reliable. All other traffic must have an Unreliable
designation.

Select the method of Scheduling to be used for this service level: Priority
Queue, Cost-Based, or Best Effort. If you select Priority Queue, then select

the priority level from the menu. If you select Cost-Based, then enter a cost
level.

For details on each scheduling method, see the discussion of packet
scheduling in chapter 5, “QoS Implementation Principles,” of the iDirect
Technical Reference Guide.

Enter the Queue Depth.
Select or clear the Drop Oldest First.

Select the Trigger CIR (Committed Information Rate) check box to enable
Dynamic CIR for this service level only.
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Step 10

Step 11

Step 12

Step 13
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To create a service level traffic profile with Static CIR, ensure that this
check box is cleared and that you have configured the Upstream Rate
Shaping parameters. See chapter 7, “Configuring Remotes,” section
“Upstream and Downstream Rate Shaping” on page 140.

Choose the Type of Service Marking you want.

Select the Real-Time Weight. For information about this parameter, see the
discussion of network QoS (real-time demand) in chapter 5, “QoS
Implementation Principles,” of the iDirect Technical Reference Guide.

Click OK to save this service level.

If you need to edit anything later, simply click the Edit button on the Traffic
Profile dialog box shown above. An Edit Service Level dialog box opens,
which is exactly the same as the Add dialog box. Make any necessary
changes and click OK.

8.6 Adding a Filter

You might find it desirable to create multiple filter profiles, each with a list of rules.

To add a Filter Profile, follow the procedure below:

Step 1

Right-click an Upstream or Downstream Filter Profiles folder. The Filter
Profile dialog box opens.

=-IC) QoS
—1-C7) Fitter Profiles
+ -3 IDowr——=
4113 Upst Creation
+-[3) Traffic Pi |58 Add Downstream Filter |
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Information ]

Downstream Filter Profile

Marne: |New Qa5 Filter #25

Filker

Fules |
protocol = 3pc AMD source_ip_address <» 192.178.24.1 2 255.285.285.0 AMD destination_ip_address <» 192.178.42.44 205 2852550

Add... | Edi.. | Delete |

[zed b

Remaote M etwwark:,

[v Show Protocol Mames

Step2  Click the Add button. The Add Filter dialog box opens, allowing you to enter
a filtering rule. Note that all comparisons specified (as indicated by the
check boxes on the left-hand side) must match for the rule to be considered
matched.

Each filter profile has one or more rules. For a packet to be further classified
at a given traffic profile, it must match at least one of that filter profile’s
rules. A rule is made up of one or more comparisons between IP header
fields and a known constant value specified by the user. The system
compares each rule of each traffic profile in the order specified, and
classifies the packet according to the first service level that matches.
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Add Filter

v

v

v

Source [P

Destination [P

Same az Source | < v| L L SubnetMask:I L e £

Source Paort
Ranges

D estination Part

Ranges

Same az Source

YLAM Fanges

Praotacol

DsCP

TOS

Frecedence

|<> LJ|D'D'D-D 5ubneth-1ask:||:|.|:|.|:l.l:l

|= + | Range: | Mask:]

m Range: | b aszk:

(=

Fraom: |En:hu:u LJ To Iechu |

F riamn: |En:h|:| LJ To: |eu:hu:| ﬂ "

—

i | |arC |

= ﬂjn

=] ¥

=i =
0k | Cancel

Step 1

Step 2

Enter a Source and Destination IP address and their corresponding Subnet
Masks and select the = or <> designations. Source and Destination IP
addresses may be supplied as a constant along with a Subnet Mask. The
IP header may be equal to (=) or not-equal to (<>) the known constant.
The subnet mask is first applied to the IP address in the packet, and then
compared against the user-supplied address. This way, Source and
Destination Ranges of subnet masks may be made to match the rule.

Enter the Source and Destination Port Ranges and select the desired
protocols, which may be equal to (=) or not-equal to (<>) the constant.
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Step3  Enterthe VLAN Ranges, which may be equal to (=) or not-equal to (<>) the
constant.

Step 4  Enter the Protocol, which may be equal to (=) or not-equal to (<>) the
constant.

Step5  Select either DiffServ DSCP, in which case you cannot select TOS or
Precedence, or select TOS or Precedence, in which case you cannot select
DSCP.

Step6  Click OK to save the filter profile.

Step 7  If you need to edit anything later, simply click the Edit button on the Filter
Profile dialog box shown above. An Edit Filter Profile dialog box opens,
which is exactly the same as the Add dialog box. Make any necessary
changes and click OK.

8.7 Assigning a Profile to a Remote

The QoS tab on each remote’s properties window shows both upstream and downstream filter
profiles and traffic profiles side-by-side. There are four drop-down lists that allow you to select the
appropriate profile.

Downztream QoS

Filter Prafile:
|Default Diownztream Filker j Dretails...
Traffic Profile:

| Cefault Downstream Profile j Details...

Figure 8-2: Downstream QoS (Left side of QoS pane)

|pstream QoS

Filter Profile;

|Default |Jpstream Filter j Detailz...
Traffic: Profile:

| Default Upstream Profile | Details...

Figure 8-3: Upstream QoS (Right side of QoS pane)
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For each type of profile (upstream, downstream, filter profile, traffic profile), simply select the

desired profile from the drop-down list. iBuilder automatically displays a read-only summary of the
profile for quick reference. You can also manage assignment for multiple modems at once using
the Profile Assignment Editor. See “Assigning QoS Profiles to Individual and Multiple Elements”

on page 167 for more information.

8.8 Assigning QoS Profiles to Individual and Multiple Elements

You can assign profiles to remotes, networks, and teleports.
To assign a profile to an element, follow the procedure below:

Step 1

Right-click the element in the Tree and select Assign Profiles. The Assign

QoS Profile dialog box opens. In this example, a network is having profiles
assigned to its remotes.

I = —
. E Creation

£ ;%" Add Remote
EX _ .
L HUE Configuration

=t Modify
View Properties

br Prof

ffic Pr ;

ot | .ﬁ.ss.tgnﬂuﬁles...
hRFT Components

The Assign QoS Profile dialog box lists all of the upstream and downstream
Traffic (Service Level) Profiles and Filter Profiles (which filter based on IP
addressing, VLANs and protocols). The title row specifies the filters and
traffic profiles, and the far left column lists the remotes in the network to

which we are

assigning profiles.

Assign QO0S Profile...

Femaote

| D avriztreann Filker

|Ipztream Filker

Drawngtream Traffic

Upstream Traffic

Mew Remate #3351
Mkll+ Femote [3322]
J10a-410

5350-453

Mew Remate #E4
Chartilly

Default Downstream Filker
Drefault Downstream Filker
Default Downstream Filker
Drefault Drownstream Filker
Default Downstream Filker
Drefault Downstream Filker

Default Upstream Filker
Default Upstream Filker
Default Upstream Filker
Default Upztream Filker
Default Upstream Filker
Default Upstream Filker

Default Downstream Profile
Drefault Downztream Profile
Default Downstream Profile
Default Downstream Profile
Default Downstream Profile
Drefault Downztream Profile

Default Upstrearn Prafile
Drefault U pstrearm Profile
Drefault Upstream Profile
Default Upstream Profile
Default Upstrearn Prafile
Drefault U pstrearm Profile
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Step 2

To assign a different profile to a remote, select the row that the remote is

in, and right-click in the column of the profile you want to change. In the
example below, we clicked in the Downstream Filter column for New

Remote #3951.

— Assign QOS Profile...

Remate | Davwnistrearn Filker U pstrearn Filker
Mew Remaote #3551 D efault Downztreamn Fi° > “”l:" e i Filker
NHIl+ Fremote [3322] Default Dowrstream Fi 2= n Filter
300-410 Default Downstream Fi Assign Profile... . § Filter
R3R0-453 Default Downztrearn Filker Drefault Tpetagam Filker
Step3  Select Assign Profile. A drop-down list of all available profiles of that type

Step 4

appears. For example, in this case, a list of all available Downstream Filters
would appear, as shown below.

Remate | D aweniztreamn Filker |
Mew Remote #3951 0
Default D f Fiter =
NMIl+ Remote [3322] |Ne ault Downsztream Filker J
: orE
g;gg:;g Default Downstreann Filter
Filter DM5
Mew Remaote $E4 Filter FTP
Chantil Filter §5H
Filter MalL
Filter Wwhahad

Mew QoS Filter #25

You can also change multiple assignments at the same time. Select all of

the remotes that you want to change, using the standard Windows multiple-
select keys (Ctrl or Shift), then right-click in the column for the type of profile
you want to change (upstream, downstream, filter or traffic). The

assignment you make is applied to all modems that are currently selected.
The example below shows the first three remotes selected.

—I Assign QOS Profile...

Remote

| Diownstream Filker

| Upstream Filter

| Downstieam Traffic

| |pstream Traffic

M+ Remaote [3322]
5350-460
5350-459
a100-414
a100-410
5350-453

Default Downztream Filker
Drefault Downztream Filker
Default Downstream Filker
Drefault Downstream Filker
Default Downztream Filker
Default Downstream Filker

Default Upstream Filker
Drefault Upstream Filker
Diefault Upstream Filker
Default Upstream Filker
Default Upstream Filker
Default Upstream Filker

Default Diovnstream Praofile
Crefault Downstream Profile
Default Dovinztream Prafile
Default Diowngtream Praofile
Default Dovenztream Praofile
Drefault Downstream Profile

Default U pstream Profile
Drefault Upstream Profile
Default Upstream Profile
Default Upstreamn Profile
Default Upstream Profile
Default Upstream Profile
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Click a filter and select Assign Profile as you do with a single entry.

—_ Assign QOS Profile...

Remote | Dovenztream Filter | Ipztream Filker Diownaztream Traffic | Upstream Traffic

Mkll+ Femate [B322] Default Downstream Filker Default Upstream Filker Default Downztream Profile Drefault U pstream Profile
A350-460 Drefault [ select Al sfault Llpstream Filker Default Downstream Profile Drefault | pstream Profile
H350-459 Default [ : Ifault Upztream Filter Defaulk Downstream Profile Default U pstream Profile
3100-414 Default [ Assion Profie. . sfault Upstrean Filter Default Downstrear Profile Default Upstream Prafile
3100-410 Drefault Downstream Filker Drefault Upstrean Filter Default Downstream Profile Default Upstream Prafile
A350-453 Drefault Downstream Filker Drefault Upstream Filker Default Downstream Profile Drefault U pstrearm Profile

Step 6

selected remotes.

Select a profile from the drop-down list. It will be assigned to all of the

Assign QOS Profile...

Remote

| Downsztream Filker | Ipstream Filter

| Downstream T raffic

| Upstreamn Traffic

Mkl + Remaote [3322]
53A0-4E0

Default Downztream Filker Default Upstream Filker
|Default Diownztrearn Filker LJ Default Upstream Filter

Drefault Downstream Profile
Default Downztream Prafile

Default Upstream Profile
Default Upstream Profile
Drefault Upstream Profile
Default Upstrearm Profile
Default Upstream Profile
Default Upstream Profile

5360-459 Default Upstream Filker Default Diownztream Praofile
No0-414 E':'F'E D il Default Upstream Filker Default Downztream Praofile
J100-410 F'E aLE:ItN Su:uwnstream L Default Upstream Filker Drefault Downstream Profile
H300-453 F! = Default Upstream Filker Default Downstream Profile
ilter FTF

Filter S5H

Filter MAIL

Filker W

Mew QoS Filer #25
Mew QoS Filter #26
Mew QoS Filter #28
Mew QoS Filter #30
Mew QoS Filter #31
Mew QoS Filter #32

How do | Tell What Remotes are Using a Given Profile?

The Assign QoS Profile dialog box lists all the remotes using a given profile. It also shows all
modems and their current profile assignments in tabular format.

8.9 Icon Color Indicators for Profiles

When a profile is being used, the icon in the network Tree appears in color (notice the red side bar
on the first entry in the above figure). When it is not being used, its icon is displayed in gray. This
allows you to quickly determine which profiles are assigned to at least one modem and which ones
are not being used.

When you initially upgrade your system, the default profiles for each type is displayed in gray
because no modems are currently using the default profiles.
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9 Configuring the Initial Hub Chassis

The connection between the Hub Chassis and the NMS is encapsulated in a third-party IP-
addressable controller card called the EDAS board, designed and manufactured by Intelligent
Instruments, Inc. Using the EDAS board, the NMS servers are able to control slot power and
jumper settings, and monitor the status of the power supplies and fans.

The only way to configure the IP address of the EDAS board is via the 9-pin serial port on the back
of the Hub Chassis, labeled “Config Port”, using a null-modem serial cable and the iDirect-
supplied Windows GUI, “EDAS SYSCHECK". (See the Technical Note titled Upgrading to
Release 3.1.x for instructions on installing this utility.)

This chapter includes the following sections:

* “Configuring the Chassis IP Address”

e “Configuring and Controlling the Hub Chassis from iBuilder”

9.1 Configuring the Chassis IP Address

Use the following procedure to configure the Hub Chassis IP address.
Step1l  Ensure that you have a standard null modem serial cable.
Step2  Connect your PC to the Hub Chassis Config Port using the serial cable.
Step 3 Run EDAS SYSCHECK on the PC.
Step4  Select the Program tab.
Step5  Select the correct COM port.

Step 6  Click the Attach to EDAS button. After connection, the current IP settings
of the EDAS board will be displayed.

Step7  Select the Configuration tab.

Step 8  Set the appropriate IP address, subnet mask and default gateway values.
The default gateway should be your upstream router.

Step9  Re-select the Program tab.

Step 10 Write each IP address value to the board by pressing the appropriate
buttons.

Step 11 Reset the EDAS board by powering the Hub Chassis down and back up, or
by resetting just the EDAS board. (For the latter option, you will have to
remove the EDAS board cover and reset the power connector to the board
itself.)

Note: The “Ethernet Address” field should never be modified.
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9.2 Configuring and Controlling the Hub Chassis from iBuilder

The Hub Chassis includes the line cards, power supplies, and fans.

Step1  iBuilder's Chassis Configuration screen is an enhanced Windows list
control, with one row for each slot and jumper. Rows are arranged from top
to bottom to mirror the chassis slots from right to left. To create a Chassis
in iBuilder, right-click the Teleport, select Add Chassis. The new chassis
appears in the Tree with a system-generated generic name, and a dialog
box appears allowing you to assign its line cards.

igh DIRECT
b 0 owmeen o
—-Ex Me
'igm Creation
28° Add Protocol Processor
=/ 2% Add Hub FFT

i~

8. A dd Chassis
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Step2  Enter a name for the chassis.

Modify Configuration Object - Chantilly [Modified]
Information ]
Chassis
Mame: |Ehanti||_l,l
Phddess: | 0 . 0 . 0 .0
[ RCH Installed
State | Jumpers Slots Hub Assignment
¥ On Slot 1 Free
¥ On Slot 2 Free
¥ On Slot 3 Free
¥ On Slot 4 Free
¥ On Jumper 1
¥ On Slot 5 Free
|-|C-"'.‘ Sloto I Free

Step3  Enter the IP Address.

Step4  To turn power on for a particular slot, or to set a jumper, click the check
boxes beside the slots in which you have installed line cards. After each
group four slot rows, you will see a jumper row. Do not select the jumper
boxes unless your network spans virtual backplanes.

Step5  To associate configured line cards with specific slots, click the slot row you
want to assign, and right-click. A box opens enabling you to select either
Assign Hub or Free.

Slat 7 Free

=EE

3
==
=
o

]

k
Ln
=]
1]

]
R
L L LA
[=] [=] [=]
Tl
m m M
m m

Step6  Select Assign Hub.
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Step 7

You can also select Free to indicate that no modems are installed in that

slot. The associations you make must reflect the actual physical layout of
your chassis; iBuilder cannot map logical associations to physical line card
locations.

When you select Assign Hub, a drop-down list appears in the row, listing of
all the hub modems that can be assigned to that line card.

- Phioenis HLC 442 [T=Rx] Phioenis Wetwark,
_ Tranzmit Chantilly Hub 1 [Tx] Chantilly Metwork,

| Free ﬂ
Free

Ml + TuRx [2162] [TuRx] b Metwork,
MbAll+ Standby [3083] [Stdby] N Metwark

Receive Chantilly Hub 1 [Rx] Chantilly M etvwark,
Receive Chantilly Hub 2 [F=] Chantilly Metwark,
I:Eln_cel

Step 8

Step 9

Step 10

Click the drop-down list to select the modem you want to link to that line
card.

Click OK. When you save your changes, iBuilder displays the Changes
Pending icon for the Chassis in the network Tree.

To make your changes active, you must right-click the Chassis and select
Apply Configuration.

iBuilder uses the following rules when making line card assignments:

If no line cards have been associated with slots, the drop-down choice list will contain
all the hubs you currently have defined.

After you make the first association, the following rules apply:

That line card no longer appears in any drop-down list.

Only line cards from the same network appear in drop-down lists for other slots in
the same virtual backplane. If you have unassigned Solo line cards, they also
appear.

Drop down lists for other virtual backplanes will not contain any line cards from the
network already assigned.

If you have two networks in adjacent virtual backplanes, iBuilder will not let you set the
jumper between those two backplanes.

To assign line cards from a single network across a jumper, you must first set that
jumper.

If you have a large network that spans a jumper, iBuilder will not let you clear the
jumper.
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Although the EDAS controller allows you to set jumpers and control slot power, it doesn't allow
real-time queries for its current state. Additionally, all slots are powered on by default when the
chassis is powered on. For this reason, the configuration database is the sole keeper of slot power
and jumper settings. When the configuration server starts up, or after a reconnection to the EDAS,

it automatically applies the settings stored in the database to the EDAS, thus restoring the desired
Chassis state.
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10 Controlling Remotes

This chapter discusses the following topics:

« “Activating and Deactivating Remotes”

* “Moving Remotes”

10.1 Activating and Deactivating Remotes

Remotes may be activated and deactivated by selecting the remote you want to activate, right-
clicking on it, and selecting Activate Remote.

Step1l  Select a deactivated remote, right-click, and then select Activate Remote.

—-atba MMS Network
HE Tx AFL [ll+ 6B5E]
M Rx AFC [ll+ 3658]
B Stdby  NFC [ll+ 3684]
- IGD
% Buffa pu :
% Batti Creation
% Tamp Clone
E) RFT Tyler -
) New Hub RFT #2 -
@ HNMS Chassis | ¥ Activate Remote
CLiu teleport Move...
HCheng Teleport | Modify
gs;ﬁ;geuc:{fn =t View Properties
QoS X Delete
g _?E Pr;frzils Control
':Dmp-:unel,::-ds = E_l Individual Image Download. ..
) HubRFT Compone Apply Configuration
I=) Remote Artenna Reset Remote
Manufacturers Retrieve
Operators éé Compare Configurations

The term Activation Pending appears in red text to the right of the remote
you are activating. The term Changes Pending appears in red text to the
right of its corresponding network. For other states, see Step 4, p. 178.
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Step2  Select the network in which the remote resides, right-click the network, and
then select Apply Configuration.

e Y o

23 o Creation

2 Bet Clone

g :;DI__l Configuration

e &ctivate Remote

= Littl Mlove... u

3 iMF M o dify 3

3 iNF . . :

= R View Propertties

i) “Copyright & 200
E3 R1: This i
3 R Control imar:nmuu
298 R EJ- Individual Image Downdoad. .

E3 R1: Zpply Confisuration k Reliable Hub-Bide (TCE)

g R1: Reset Remote r D_J' Eeliable Remote-Side (TCF)

— 21 j Retriane b Reliable Both (TCF)

8 R Compare Configurations r Push Remote-3ide with Reset (UDE)

Step 3  Click Yes to confirm the action.

" =

iBuilder x

P 4 Are you sure you want to apply the
\-'4-/ latest configuration to 'UAT IF Metwork'?

Step4  Click OK to acknowledge that the configuration has been downloaded
successfully.

f -

iBuilder

The configuration has been downloaded successfully.

If the remote has been acquired into the network, the term Nominal
appears in blue text to the right of both the remote and the network. If it has
not been commissioned and acquired into the network for the first time, the
term Never Applied appears to the right of the remote.
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10.2 Moving

<

To deactivate an active remote, select an activated remote, right-click it,
and select Activate Remote. The check mark will be removed and the

remote will become inactive.

Remotes

In iBuilder you can easily move remotes from one Inroute Group or Network to another.

Step 1

Step 2

Right-click the remote to be moved, and select Move.
_% F3RN AE7 I — Deemclicn |
antilly 2 1 Creation
Fuc Clone
Foc
T Configuration
Chartilty Activate Remote
Eﬁ Mew H':'“E-K
W Hetw'nr Mﬂdiﬁr[ﬂs

In the Move dialog box, highlight the destination Inroute Group and click
OK.
Move

ta } [tern:  5350-453
@ Fram: Phoenix /G
To:  MextGen /G

Blade 1
Blade 2
Blade 3
MM Metwork
MextGen 1/G
—|--etka Phognix Networlk
Phoent« /G
== Chantilly 2
[% Chartily 22
=i New Networ #13
=4 Chantilly Metwork
—-wt  MNew Network #15
[% Chartily 2

Ko Talamad H10

=l

Cancel

The remote now appears under the selected Inroute Group in the Tree.
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11 Retrieving and Applying Saved and Active Configurations

Once you have configured your network elements, you might add more elements which will need
to be configured, or you might simply modify the configuration of one or more elements in your
network. This chapter includes:

» “Configuration Options Files” on page 181

* ‘“Hub-side and Remote-side Options Files” on page 181

* “Modifying, Deleting, and Viewing Configurations” on page 182

» “Retrieving Configurations” on page 183

e “Comparing Configuration Changes” on page 188

« “Applying Configuration Changes” on page 190

* “Configuration Changes on Roaming Remotes” on page 198

11.1 Configuration Options Files

You can retrieve current configurations and save them on your PC as “Options” files. You can also
download (or apply) the Options files to other elements of the same type or to elements that will
be affected by a modified element’s new configuration. In addition, you can compare an element’s
“Saved” configuration its “Active” configuration.

Network elements such as remotes and Protocol Processors have both Active and Saved
configurations. The Saved configuration is the configuration that is stored in the NMS database.
The Active configuration is resident on the network element itself. When you modify the
configuration of an element, the Saved configuration is updated. When you Apply the changes,
the Saved configuration is sent to the element and loaded as the Active configuration.

The iDirect NMS system knows which elements are dependent upon one another, so that if you
download an Options file to one element that affects the configuration of other elements in the
network, the system will automatically update those elements as well.

You can retrieve the configurations of the following elements:

» Protocol Processors (Active and Saved configurations)
» Chassis (Saved configuration only)

* Networks (Active and Saved configurations)

» Line Cards (Saved configuration only)

* Remotes (Active and Saved configurations)

11.2 Hub-side and Remote-side Options Files

Each remote has two separate Options files, each with Saved and Active versions. One remote
Options file, called the “remote-side” Options file, is sent to the remote. The other remote Options
file, called the “hub-side” Options file, is sent to the Protocol Processor to configure the remote on
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the PP. When you modify a remote using iBuilder, the changes may affect the remote-side Options
file, the hub-side Options file, or both.

You can perform the following control operations on both types of remote Options files from the
remote level of the Network Tree:

* Apply configuration changes

» Retrieve the active and saved configurations

» Compare the active configuration to the saved configuration

Separate versions of the “Changes Pending” icon indicate which of the remote Options files has
been affected by a change. There are three icon variations: remote-side only, hub-side only, and
both. The hub-side icon is referred to as “PP-Side” in the figure below.

B
araes Perdine
arnges Fend

——Remote-Side—p

.

——PP-Side—» @2 iNFINITI [2019] 1 Changes Pending

Both Sides—

The following sections describe how to modify, retrieve, compare, and apply configurations on
remotes as well as on other network elements.

11.3 Modifying, Deleting, and Viewing Configurations

You can maodify your network configuration by right-clicking on the element in the Tree that you
want to modify and selecting Modify from the menu. In cases where you can also modify the VNO
properties for an element, select Modify = Item to modify the element’s configuration; select
Modify = VNO to modify the VNO properties. Similarly, you can delete or view the configuration of
an element by selecting either Delete, View Properties, View Properties = Item, or View Properties
- VNO.

You must deactivate a remote before you can delete it. When a
remote is activated, a check mark is shown next to the Activate

NOTE Remote selection in the network tree for the remote. To deactivate
a remote, right click the remote in the Network Tree and select
Activate Remote to remove the check mark.

182
Network Management System iBuilder User Guide, Release 7.0.1



4

The Network Tree menu selections for viewing and deleting a remote are shown below. Notice
that you cannot select Delete until a remote is deactivated.

=2 rifinit gy P - 51 rfinib (7200 29741 [ ]
EE New reation 2 Infinit Creation
é M e Clone g e Clone
& New Coutiguration & Now Configuration
EE New &ctwate gl EE Mew A ctivate Eemote
EL MNew Ilcore... EL Mew Move..
[% MNew lrroe Modify » EL MNew Modify
o
5 New View Properties [ New oy . )
Mews Metwork, EX New View Propetties
M e M ek, Mew Metwork, |x Delete
L= o) b Mz Mahaarl:

11.4 Retrieving Configurations

When you make modifications to any element, iBuilder saves the modified configuration at the
NMS in the Saved Options file. To retrieve this latest version of the Options file and apply it to one
or more elements, you must use the “Retrieve Saved Configuration” function.

An Active Configuration is the configuration that is currently running on the element. By retrieving
it, you are creating an Options file with that current configuration and saving it on your PC as an
“.opt” file. You can then downloaded, or apply, this Options file to one or more elements of the
same type. For example, if you retrieve and save the current configuration of a particular remote,
you can then apply that configuration to one or more other remotes.

11.4.1 Retrieving a Single Saved or Active Configuration
To retrieve a saved configuration, follow the procedure below:

Step1  Right-click the element whose configuration you want to retrieve, select
Retrieve, and then select Active Configuration or Saved Configuration.
In the case of remotes, the menu allows you to select either the hub-side or
the remote-side configuration for retrieval. The example below shows
Saved Configurations being selected. However, the procedure for both are
the same.
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Creation

Clone

Configuration

Activate Remote

Movwe..

L odify »

WView Properties r
X Delete

Conirol

E_l Individual Iimage Download. .
Spply Configuration r
Reset Remote r e
Rettiesve |ﬁi aaved Remote-3ide Conflzuration
Compare Configurations » B OT Active Remote-Side Configuration

0T 3aved Hub-3ide Configuration

OT Active Hub-Side Configuration

-

Roaming
Add to Networks

Step2  Navigate to the saved configuration file on your PC and click OK. Placing it
in your My Documents folder will make it easier to find later.
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Step 3  The options file opens in Notepad allowing you to review your configuration
parameters before you apply them.

,3 R3894.opt - Notepad mE X

Eile Edit Format Yiew Help

[OPTIONS_FILE] !
modem_sn = 3894 {

modem_type = Remote
generated_by = NM5 version $Name: NetModem-5_0_2 %

[SECURITY]
password = $1di2%/Fr9/038dtky6GPZGF 1vgb2dgNQwynikwi
admin_password = $1di1251zL2vN$33QbTt9b60uulyZ 30QKF1 Tr Tyud

[NMS]
timeout = 15000
server_ip = 10.0.19.249
broadcast_ip = 10.0.19. 249
keep_alive_port_number = 2860
NRD_serwver_ip = 10.0.19. 249
NRD_remote_status_port_number = 2859
service_monitor_interwval = 1000
download_monitor_group = 239.192.0.0
download_monitor_port = 9000
download_monitor_credentials = -1408237558

[ETHO_1]
address = 192.168.65.1
netmask = 255.255.255.0
rip_enabled = 0

[DNS]
dns_enable = 1
dns_cache_enable = 1
dns_cache_size = 100
dns_cache_ttl_min = 3600000
dns_cache_tt]l_max = 86400000
dns_forward_queue_size = 1000
dns_forward_timeout = 2000
dns_primary_server_name = nsl.co.idirect.net
dns_primary_server_addr = 10.0.0.77
dns_secondary_server_name = Secondary DNS
dns_secondary_server_addr 10.0.0.9
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11.4.2 Retrieving Multiple Saved or Active Configurations

You can simultaneously retrieve multiple saved or active configurations for remotes or hubs as

follows:

Stepl  Right-click the Network element and select Retrieve Multiple. Then select
either Active Configurations or Saved Configurations. (The example below
shows Saved Configurations being selected. The procedure for retrieving

multiple Active Configurations is identical.)

MNew
G
RFT
MNew
MMS
1 teley
|
hfigurs
HCECT
5
Fitter
Traff
npang |
Hub

Creation

T el 5

8% Add Receive Line Card

‘a8 add etandh e O3

SN e

8% Add Inroute Group

S

Configuration
Modify
View Properties
X Delete

Assign Profiles...

Control
ﬁ, Multicast Package Download
"'_*_"] TCP Package Download
_e_'& Apply Metwork Configuration

ﬂ Apply Multiple Configurations...

Retrieve
Retrieve Multiple
2

éE Compare Configurations

ﬂ Active Configurations
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Step2  Inthe Multiple Configuration Retrieve dialog box, select the remotes and/or
the hubs for which you want to retrieve the configurations.

Multiple Configurations Retrieve

— Hemotes ] —Hubz -
@ oy
" Selection Beiid, | ™ Selection e
b anaszas [42) UAT IF Fx Hub [E625)
Sterling [Route BR] AT IF B2 Hub [EE39]
D amasous [209) UAT IF Tx Hub [GRO5]

Fairfax [3894]
Azhburn [12)

Fallz Church [1167]
R eston [3858]

e O Cancel

Step 3  Inthe Save As dialog box, navigate to the location on your PC where you
want to save the configuration files.

Step4  Click Save.

rSave As

Save in: | (9 UAT Network ~| « & ek B

File name: |L|;’-‘-.T IF Metwarl

Save astype: |Options Files (*.opt) | Cancel

Step 5  iBuilder retrieves the selected configurations and copies them to the
designated location. Both the remote-side and hub-side options files will be
retrieved and saved for any selected remotes.
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iBuilder %

Pleaze wait, retrieving configuration...

You will be able to access the files in the location to which you saved them.

JAT Metwork

11.5 Comparing Configuration Changes

When you perform a Retrieve command, iBuilder automatically opens the Options file so you can
view the configuration. In addition, if you have made changes to an element, you can compare the
“Latest” configuration in iBuilder with the “Active” configuration currently applied to that element.
Once you are satisfied with the results, apply the configuration using one of the methods in
“Applying Configuration Changes” on page 190.

You can compare configurations for Protocol Processors, Chassis, Networks, Line Cards, and
Remotes using the following method. This example compares the active configuration that was
last applied to a remote with the remote’s latest configuration as stored in the NMS database.
Notice that the operator has configured a MUSIC Box for this remote, but has not yet applied the
changes.

To compare the active configuration of an element with its latest configuration, follow this
procedure:
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Step1l  Right-click the element in the Tree and select Compare Configurations. In

the case of a remote, select Remote-Side or Hub-Side.
Creation
Clone
Configuration

&ctivate Remnote
Mo, . /
Modify »
WView Properties r
Conirol
Apply Confizuration r
Fezet Remote L
Fetrieve k
Compate Confiourations r I|f||f| Eemote-Jide |
Roamd (] Hub-Zide

Step2  To view all configuration parameters in the dialog box, clear the Show
differences only check box. Note that differences are shown in red.
Compare Configurations
Active: Latest:
tx_scram =1 ~ tx_scram =1
te_diff =0 tx_diff =0

tx_specinv =0
tx_poweer_in_dbim = -10.000000
rx_fad = 44517

[ACQUISITION_PARAMETERS]
fad = 44433

[UCP]
poweer_uplink_contral_processing = 1
ma_power_level_in_db = 0.000000

[oDu]
music_present =0
oclu_tx_de_power =0
odu_rx_10_mhz =0
oclu_tx_dc_posver =0
odu_tx_10_mhz =0
oclu_disable_tx_pwm =0

tx_specinv =0
tx_powwer_n_dbm = -10,000000
rx_fad = 44517

[ACQUISITION_PARAMETERS]
fadl = 44433

[UCP]
povver_uplink_control_processing =1
m&x_posver _level_in_db = 0000000

[oDu]
music_present =1
odu_t=_dc_povwer =0
odu_rx_10_mhz =0
odu_tx_dc_power =0
odu_tx_10_mhz =0
odu_disable_tx_pwm =10

[TOMA] [TOMA]
tx_watchdog_timeout_in_frames = 2 = tx_wwatchdog_timeout_in_frames = 2
Marmal Added I odified Deleted
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Step 3  To view only the parameters that are different, select the Show differences
only check box.

EE

Compare Configurations

Active: Latest:
o ~
[oou] [ | poDwm
music_present = 0 music_present = 1

11.6 Applying Configuration Changes

You can apply the latest configuration changes to multiple elements at the same time, which
greatly improves the management of your networks, especially as they grow. Whether you want
to download configurations to one or multiple Networks, Line Cards, or Remotes, you can do so
via the Automated Configuration Downloader dialog box, accessed from the Network element in
the Tree. You can also use the TCP Download feature to download Options files to multiple
remotes and line cards. The TCP Download feature allows you to download Image files also. For
information about this feature, see chapter 12, “Upgrading Software and Firmware .”

Maintenance Window Consideration

Be aware, however, that downloading configurations or images to multiple elements can take a
long time to complete and uses a lot of bandwidth. Therefore, you probably should establish a
maintenance window in which to make a large number of multiple changes.

Sequence of Download

When applying configurations to multiple elements, iBuilder treats each group of elements as a
batch, processing the batches in upstream order. Therefore, remotes are downloaded first,
followed by hub lines cards, and finally the network itself.

All elements of a batch must complete its download successfully before iBuilder will proceed to
the next batch. For example, if any remote in a given batch fails during the download process,
iBuilder will stop at the end of the remote batch and wait for your next command. It will not
download to any line cards or to the network. However, all elements within a single batch are
processed simultaneously, so a single remote failure will not stop the other remotes from being
downloaded. Also, if the reset button is selected on the dialog box, iBuilder immediately sends a
reset command to any remote that downloads successfully. If this behavior is not desired, make
sure you check the Don't reset button (you can always select “Reset only” at a later time).
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11.6.1 Applying Multiple Configurations to Network Elements

To download configurations to one or several of these elements, follow the procedure below:

Step1  Right-click Network and select Apply Configuration = Multiple. This
launches the Automated Configuration Downloader.

Ze_t. Beapga™T onTonn s L1
W Creation
= |
E 8% Add Receive Line Card
Ié 87 add Standby Line Card
£ 87 add Inroute Group
=
e ,Tr':'-"' Configuration
] Modify 3
C View Propetties ]
<k COG
i &ssign Profiles. ..
=
E Control
I Package Download 3
or Tree Yiew .ﬁ.ppl?f Configuration » __& Metwark
— Retrieve 3 2L mulkile ...

—1 Automated Configuration Downloader

Fermotes Line Cards
Al Al
{* Selection el (% Selaction Clear &l
M arne | Remaote-gide Stat... | Hub-side Status R/T State HWemz | Clatuz BT State
O Infiniti [5350.40... Changes Pending  Mominal ELSEWHERE O Widll+ [3057] Mominal oK.
O Infiniti [2100.44...  Mominal Mominal WARMNING
O Infiniti [5350.20... Changes Pending  Maminal ELSEWHERE
O Infiniti [5150.86...  MNominal Marminal (]
Reset:

{* Feset on success
(" Reset only [don't download)
" Dan't reset

Metwork,

O Bearn_707_307000_wH

Target: Protocal: Reset:
{+ Both + Reliable [TCP) {* Feset on success
(" Remate-side anly ¢ Push [UDP] " Reset only [don't download)
" Hub-zside anly " Dion't reset Shart
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The Automated Configuration Downloader is divided into three main sections:

e Remotes
* Line Cards
* Network

Beside each entry is a check box that you can select to include that item in the download. When
you first launch the Automated Configuration Downloader, all Remotes that currently have
changes pending are automatically preselected. If a box is not checked, the configuration will not
be downloaded to the corresponding element.

Remote Protocol and Reset Options

In the Remote pane are two additional options. The Protocol option lets you choose between
reliable (TCP) and push (UDP) delivery methods. If all the modems in your list are currently
acquired into the network, iDirect recommends using the reliable delivery method.

Reset Options

The Reset option allows you to choose a reset action after the download completes. The three
choices are: Reset on success, Reset only, or Don't reset.
* Reset on success will automatically reset the modems after a successful download.

» Choosing “Reset only”, simply resets the modems without a download being
performed. This option is useful if you previously selected “Don't reset”, but now you
want to reset the downloaded modems.

* Don't Reset simply does not reset the modem.

Stopping the Download

The stop command attempts to halt processing at the next appropriate step after its current
operation. iBuilder will not stop download operations that are currently in progress, but when the
current operation is finished, iBuilder will not continue to the next chosen step.

For example, assume you have selected a given remote and clicked the Reset on Success
button. If you click Stop in the middle of the download, the reset command will not be sent.
However, the current download will finish; iBuilder makes no attempt to halt a download in the
middle or to back out a downloaded configuration.

Click start. The Status column shows that the configuration is downloading.

Mare | Stabuz
Tranzmit Chantilly Hub 1 D owrloading. ..
Receive Chantilly Hub 1 D owrloading. ..
Receive Chantilly Hub 2 Dawrloading. ..
£
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11.6.2 Applying Configurations to Individual Elements

You can apply configurations to individual Protocol Processors, Chassis, Networks, Remotes, and
Line Cards.

Applying a Configuration to a Protocol Processor or Chassis

To apply configuration changes to a Protocol Processor or a Chassis, follow the procedure below.
The examples show the configuration being applied to the protocol processor, but the procedure

is the same for both.

Step1  Right-click the Protocol Processor or Chassis and select Apply
Configuration.

m elgyrd gt =
e MM Creation

|-y NM I z8: Add Network
Lol BT

% 3
% Configuration
- Modify
EiEIJ'\I PerEFﬁES

Control

0l -
E New Pre |_ Apply Configuration
Retrieve 4

'E}) RFT Ty éé Compare Configurations

Step2 A message appears asking you to confirm the download. Click Yes.

I -

iBuilder

9 Are you sure you want to apply the
x"\/ latest configuration to ‘Test Protocol Processor'?

A confirmation message appears when the configuration has been
downloaded successfully.

Step3  Click OK.
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iBuilder

The configuration has been downloaded successfully.

Applying a Configuration to the Network

To apply the configuration at the Network level, follow the procedures below:
Step1l  Right-click the Network and select Apply Configuration.

Step2 A message appears asking you to confirm the download. Click Yes.

iBuilder b4

» | Are you sure you want to apply the
\-‘(/ latest configuration to ‘MM MNetwork'?

Yes Mo

A message appears, requesting that you wait while the configuration is
applied.

iBuilder =

‘ - ' S

Pleaze wait, applying configuration. .

After the configuration is applied to the Network, the status of the network
changes from Changes Pending to Nominal.

Applying a Configuration to the Line Card

Step1  Right-click the any type of Line Card (TX, Rx, Tx/Rx, Standby) and select
Apply Configuration.
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Step 2

Step 3

Py

TAD
tdby  AFC [ll+ 3658]

%y

1

Configuration
Maodify 3
View 4

ERE P T |

few | Control

= M H;Lll'ldi‘u'idum Image Download. ..

RFT D_J' Apply Configuration

Mew |
i Retrieve g

NMS IS,

telep: i EE Compare Configurations
Reset Line Card

gurat Swap Line Card

A message appears, prompting you to confirm the download. Click Yes.

When the download is complete and successful, a message appears,
allowing you the option of resetting the unit now or waiting and resetting it

later.

| o

iBuilder »

¥ | Are you sure you want to apply the
H-"/ latest configuration to Test Tx/Rx 37377

iBuilder

Downlaad successful. Beset required.

Reset Later |

IN

Step 4

Click Reset Now or Reset Later, depending upon your needs. If you reset

the remote now, a message appears, confirming that the unit was reset

successfully.
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iBuilder

- | J The modem Test Tx/Rx 3737 has been reset successfully,

Step5  Click OK.

Applying a TCP or UDP Configuration to a Remote

When applying remote configurations, you may choose remote-side, hub-side, or both sides.
When you select both sides, iBuilder enforces the correct apply order: remote, then hub.

Step1  Right-click the remote whose configuration you want to be changed.
Step2  Select Apply Configuration, and then select Reliable Hub-Side (TCP),

Reliable Remote-Side (TCP), Reliable (Both), or Push Remote-Side with
Reset (UDP). It is recommended that you use TCP if possible.

Creation

Clone

Configuration

A ctivate Remote

Mdovre. ..

M odify 4

View Propetties r
X

Conirol
Hl

-

Epply Confiouration
Reset Remote
Retrigve

Feliable Hub-3ide (TCF)

[OF Reliable Remote-Side (TCE) |
Feliable Both (TCF)
Push Remote-3ide with Reset (UDF)

-

b .

Compare Configurations

Step3 A message appears asking you to confirm the download.

Step4  Click Yes.
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L o

iBuilder >

? | Are you sure you want to apply the
\-‘Q/ latest configuration to '3100-410'7

Yes Mo

Step5  When the download is complete and successful, a dialog box appears,
giving you the option of resetting the remote now or waiting and resetting it
later.

-

iBuilder

Download successful. Reszet required.

Reset Later |

Step 6  Click Reset Now or Reset Later, depending upon your needs. If you reset
the remote now, a message appears, confirming that the remote was reset

successfully.

-

iBuilder

L
\lj) The modem 'Fairfax [3894]' has been reset successfully.

Step7  Click OK. The remote’s status will return to nominal.
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11.7 Configuration Changes on Roaming Remotes

The NMS maintains two options files for each non-roaming remote. One file resides on the
Protocol Processor and the other resides on the remote itself. Together, these two files represent
the configuration for a remote terminal in a single network. Roaming remotes require a different
set of option files. This section describes the options files associated with roaming remotes and
the implications of applying configuration changes to remotes that are configured in multiple
networks.

11.7.1 Roaming Options File Generation

The figure below illustrates the options files generated by the NMS for both non-roaming and
roaming remotes. Roaming remote options files are built as an extension to the normal two file
structure.

One Remote, One Network One Remote (global instance), Multiple Networks

R.er.n_ote_ Remote Remote Remote
Definition in Definition in Definition in Definition in
a Network Network 1 Network 2 Network 3

A

PP Options Remote PP Options
File Options File File Network 1
e V.4
Remote
) Options File
PP Options Network 1
File Network 2 Network 2
. Network 3
PP Options | ,
File Network 3 /*

Figure 11-1: Global NMS Options Files

As with non-roaming remotes, the NMS sends a single options file to each roaming remote.
However, the NMS puts all the necessary parameters for each of the member networks into a
single remote options file.

The structure of the options file sent to the protocol processor has not changed. However, the
NMS generates a separate PP options file for each network a roaming remote belongs to.
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11.7.2 Pending Changes across Networks

With a single remote options file now containing elements from multiple networks, a roaming
remote’s configuration can now change for one, many, or all networks the remote is a member of.
This leads to some differences when the NMS compares it's own configuration files to those
resident on the Protocol Processor or the remote.

For changes to a single network affecting only the Protocol Processor options files for a roaming
remote:

» Only that specific network instance will show the Changes Pending icon
e Only comparisons performed on that network instance will show the differences
For changes that affect multiple networks, or changes to any remote consolidated options file:

» Each network instance will show the Changes Pending icon

» Comparison operations from any of these networks will show the differences.

11.7.3 Applying Changes to Roaming Remotes

When you modify a roaming remote in one network, you can apply the changes to the remote
regardless of which network it's in. You do not need to wait until the remote is acquired into the
network with the pending changes.

As long as the NMS can route packets to the remote terminal, it will update the remote when you
apply the changes. However, the remote must be acquired into some network.

For example, if a remote is a member of Networks 1, 2 and 3, and is currently in Network 1, you
can make changes that affect Network 2 and apply them immediately.
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12 Upgrading Software and Firmware

An image package is a single file that contains all the firmware images for a particular release and
hardware platform. The packages contain FPGA (Field Programmable Gated Array) Images. You
can download images to remotes or line cards via the Multicast Download feature, Download
Image feature, or TCP Multicast feature. The TCP Multicast feature allows you to download both
Option and Image files to remotes and line cards.

To upgrade from one version to another, you should schedule a maintenance window with your
customers. The time required for an upgrade varies based on how many remotes you have
deployed, but averages around 1 hour. The upgrade process is covered completely in the
technical note, Installing NetModem Software. That document is specific to each release.

This chapter includes:

* ‘“Image Package Versions” on page 201

* “Downloading an Image to Remotes and Line Cards Concurrently” on page 201

» “Resetting Remotes” on page 206

* “Downloading an Image or Configuration File via TCP” on page 207

* “Downloading Remotes Using Revision Server” on page 207

12.1 Image Package Versions

The iDS NMS GUIs, NMS Servers, Protocol Processor, embedded software and firmware are all
released with the same version number. The NMS GUIs and NMS servers must match in version
number or you will not be allowed to log in. A mixed installation (one where not all components
have the same version) is not guaranteed to function properly.

The following packages are installed on the NMS server during the upgrade to release 6.0:
CpApp-remote_NM2-5 0_3
*  CpApp-hub_2plus-5_0_3 - contains firmware images and control application for

NetModem 2Plus line cards.

* CpApp-remote_ NM2-5 0 3 — contains firmware images and control application for
NetModem 2 remote modems.

e CpApp-remote_2plus-5 0 3 — contains firmware images and control application for
NetModem 2plus remote modems.

The version number portion of these package names changes from release to release.

12.2 Downloading an Image to Remotes and Line Cards Concurrently

The Multicast Download feature allows you to download images to multiple remotes or multiple
line cards in any given network. However, images can only be downloaded to a single network at
a time. The Multicast Download feature uses UDP, which is explained below.
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Your upstream router must have multicast enabled before you
can multicast images to your line cards.

NOTE

12.2.1 Multicast via UDP

The Multicast Download operation is driven by the NMS Configuration Server, which spawns a
stand-alone command that resides on the NMS server machine. The protocol for packet
transmission exists entirely between the modems and the standalone command; the Protocol
Processor isn’t involved in any way, except to transmit multicast packets on the downstream (and
ACKs/NACKSs on the upstream).

A multicast download operation consists of two phases: the data transmission phase and the flash
phase. During the data transmission phase, the package is broken into multicast IP packets, each
of which is given a sequence number. All recipients reassemble the individual packets, in order,
into the original image package. If a recipient misses a packet, it will send a NACK back to the
sender, at which point the sender re-winds to the missed packet and begins re-sending. A remote
will only NACK once; if it doesn’t receive the missing packet it gives up and sends a final NACK
when it receives the last packet.

When reassembly is complete, the flash phase begins. Each individual component of the package
is extracted and written to the modem'’s flash memory. After flashing is complete, the modem
resets automatically if the reset option was checked in iBuilder.

We refer to the protocol used for transmission as “semi-reliable”. It is reliable in that recipients will
NACK missing packets, but only semi-reliable in that packets are not re-sent forever. Also, the
recipients only NACK missing packets; a single ACK is sent when all packets have been received,
but no ACKs are sent during packet transmission.

12.2.2 Download Procedure

Right-click the Network and select Multicast Download. The Multicast Download dialog box is
displayed. On this dialog box, you can select an image to download to multiple remotes or multiple
line cards, but the images for remotes and line cards are different files, and the two files cannot
be downloaded to the remotes and line cards at the same time. You must download the image to
all of the remotes and then perform the procedure again to download the appropriate image to all
of the line cards. You can deselect any remote or line card that you do not want to receive the new
image.

Package Section

The upper-left section of the dialog box contains a drop-down list of all available image packages
(see “Image Package Versions” on page 201). When you select a particular package, the contents
of the package are displayed in the Contents box below the drop-down list. Confirm that the
control application version is correct; it is in the last row of the list.
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— Multicast Download

Network Management System iBuilder User Guide, Release 7.0.1

FPackage kodemsz
Selected Package: |I:p.-“-‘-.pp-hul:-_2plus-E= etabl] ﬂ Rermotes:
Selectall | Clearall |
Contents:
File Ma... | Checks... | Decod... | Encode... | Load A... | Jurnp A | Mame | Status
FpoaT=5... 32976 166980 100401 00 =0
FpgaRx2.. BE294 166980 102670 (=0 =0
FpgaR«1... 46356 166980 107495 =0 =0
FpgaDigt... 12926 166980 113171 Ox0 0
LutR=Td... 28767 E5536 m7002 00 00
Cptpp ... BEA13 1602784 714689 Ox1000...  O«1000..
Download Parameters: .
Download Bate: | 456 |Kp/second j Select Al | Clear Al |
[~ Reset MHame | Status
: T30 Changes Pending
Credentialz:
fererial 2886332360 FAFCII+ 3658]  Changes Pending
= '
e |239.192.EI.EI:EIEIEIEI MHFC [+ 3634] Change: Pending
Progress:
Start
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Modems and Hubs Sections

iBuilder does not allow you to download an image package to an element that is not compatible.
When you select an image package for a given element (for example, a 5100 remote, a 5150
remote, or a line card), only the elements that are compatible with that package are displayed in
the list of remotes or hubs in their respective boxes on the right side of the dialog box. For
example, if you select the package for 5100 remotes, only 5100 remotes are displayed in the
Remotes box. Likewise, if you select the package for Receive line cards, only Receive line cards
are displayed in the Hubs box. This is a safety feature that prevents you from sending a
mismatched image package to the remotes and hubs. If you do not want to download the image
package to a given remote or line card, clear the checkbox next to it.

Download Parameters Section

The lower-left corner of the dialog box contains run-time parameters that change the behavior of
the multicast. iBuilder automatically chooses an appropriate Download Rate for your network;
setting this rate higher is not recommended as it may cause the download to fail.

The Credentials and Group Address fields are primarily for reference purposes, and should be
left unchanged. The Reset check box, if selected, tells each remote to reset after the package has
been processed.

When you have made your selections, click Start to begin the download. The Progress bar at the
bottom of the dialog box will indicate the status of your download. The results of the download to
each remote (or line card) recipient are displayed next to that recipient’s name in the appropriate
pane. Depending on the status of the download, you will see either “Download Complete” or
“Download Incomplete”. If you receive the latter message, this doesn't necessarily mean the
download failed; it simply means the sending application didn’t receive an ACK
(acknowledgement) from that recipient. This behavior is explained in the next sections.

12.2.3 Downloading an Image to Out of Network Remotes

You can download an image to remotes that are out of network. As long as the remote is locked
on the downstream carrier, it will receive the packets, reassemble the package, and flash its
contents. Make sure you set the reset flag if you multicast images to out-of-network remotes.

Since the remotes are out-of-network and unable to send the final acknowledgement, the iBuilder
dialog box will display the “Download Incomplete” message after sending all packets.

If the remote is encrypted and out-of-network, you cannot perform a multicast download to it. This
is because the required key exchange can't take place. The workaround in this situation is to
temporarily turn encryption off, send the package, and turn it back on after the image has been
downloaded. For more information, see the iDirect Technical Note entitled Managing Encrypted
Remotes.
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12.2.4 Interactions with Other iBuilder Operations

The sequence of events during a multicast download is as follows:
1. The image package is broken into separate IP multicast packets.
2. Each packet is sent in order to the recipients.

3. When all packets have been received, each recipient sends an acknowledgement to
the sender

4. The contents of the package are extracted and written to flash memory (a defragment
operation is performed automatically if necessary).

5. If the reset option was checked in iBuilder, each recipient resets.

After step 3, iBuilder and the NMS are “out of the loop”. iBuilder declares the download complete,
and the user is free to move on to other tasks; however, the recipients are not finished — they will
take up to a minute to flash the package contents. For this reason, it is wise to view recipient
multicast activity in iMonitor, and wait until step 5 is complete before continuing with other tasks
in iBuilder. Recipients send events into the NMS indicating the progress of the multicast operation,
and these events can be viewed in an iMonitor events pane if the recipients are in-network.

For example, consider the following sequence of events:
1. You send a package to a group of remotes.

2. When iBuilder declares the operation complete, you immediately send an options file
to a particular remote.

Because options files are also stored in flash memory, and the remote may still be flashing
package contents, the options file apply will “block” until the package flash is complete. iBuilder,
meanwhile, is waiting for a response to the options apply, and will probably time out waiting for
that response. The apply will work, but not until after iBuilder gives up waiting for a response.
iDirect recommends you wait until all multicast activity is complete before performing additional
tasks in iBuilder.
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12.3 Resetting Remotes

Modifications must be applied to all of the affected remotes in the network by resetting them.

_'@ ALl T3 A1 L1
..... [ Creation
..... @ ClDDE
..... -
..... 5| Configuration
Protoco Ecﬁ'u'ate Remote
ew Bla Move...
:ﬂ?HF Mocify
u
Chassid View Properties
ort X Delete
ion Tes Control
- H_l Individual Image Download. ..
Apply Configuration
Profiles Reset Remote
Profile Retrieve
ts éé Compare Configurations
| o
Step 1

Step 2

L1401V M ) A

Right-click the remote, select Reset Remote, and then Reliable (TCP).

Select Yes to confirm the reset.

=

iBuilder

e
S

\?f) Are you sure you want to reset modem ‘Manassas (42)'7

A message appears confirming that the reset command has been issued.

Step 3

The success of the reset is confirmed with a dialog box.

Select OK to acknowledge the confirmation.
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12.4 Downloading an Image or Configuration File via TCP

You can download an Image or Options file via the TCP protocol by using the TCP Download
feature. However, images and options files can only be downloaded to a single network at a time.

Right-click Network and select Package Download = TCP. The TCP Package Download dialog box
is displayed. You work with the TCP Package Download dialog box the same way you do with the
Multicast Download dialog box. Follow the directions in “Package Section” on page 202 and
“Modems and Hubs Sections” on page 204. Select the appropriate options in the lower left portion
of the TCP Download dialog box and click Start.

et Mesh g o e
T Creation
HEE R
" R e° Add Receive Line Card
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12.5 Downloading Remotes Using Revision Server

Prior to release 7.0, it was the responsibility of the network operator to ensure that all remotes
were successfully upgraded to the current version of their image files. The network operator had
to monitor the network to determine if any remotes failed to receive the initial image upgrade. If
so, the operator had to manually resend the image package until all remotes were up-to-date.

Using iDirect’s Revision Server, you can configure the NMS to automatically upgrade remote sites
that have not yet received the latest download. Once you select a set of remotes to upgrade, the
Revision Server packages the current images and options files together. It then periodically
transmits the latest package to the selected remotes, stopping only after all remotes in the list have
successfully received their upgrades.

You can also use the revision sever to send only options files, without reloading the images. This
allows you to change the configuration of one or more remotes and ensure that the changes will
be applied without further operator intervention.

The Revision Server has the following characteristics:

» The Revision Server can download multiple networks simultaneously.
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» By default, the Revision Server uses up to 10 percent of the downstream bandwidth
when it is active. (However, you can modify the download rate when you launch an
upgrade.)

* Once you start the Revision Server, it immediately begins to upgrade all the selected
remotes. If one or more remotes fail to receive the package during an upgrade cycle,
the revision server will automatically begin a new cycle to retransmit the package to
those remotes. (The time remaining before the next cycle is displayed on the Revision
Server dialog box.) Once all remotes in the list are upgraded, the revision server stops.

* You can command the Revision Server to stop upgrading one or more networks while
the upgrade is in progress.

12.5.1 How the Revision Server Works

In order to decide which remotes require updates, the Revision Server determines the versions of
software and configuration (options file) currently loaded on each remote. It then compares the
versions on the remote to the latest versions for that remote as stored at the NMS. Based on this
comparison, the NMS assigns each remote a status of UpRev or DownRev. An UpRev remote is
up-to-date; i.e., it is loaded with an options file version and a software version that match the
versions configured at the NMS. A DownRev remote is a remote with an options file version and/
or software version that do not match the versions configured at the NMS.

Under normal operation, the Revision Server sits in an idle state waiting for commands from
iBuilder. When commanded to perform an upgrade and/or options file application, it operates in a
specific “duty cycle” until its assigned tasks are complete or until it is commanded to stop by an
iBuilder user.

The Revision Server's duty cycle is shown in Figure 12-1, p. 209. As the figure shows, the
Revision Server performs the following tasks for each cycle:

1. Compiles a list of DownRev remotes.

2. Creates a single package file containing the appropriate images (if upgrading) and
options files for all down-rev remotes.

3. Multicasts the package to the remotes using 10% of the downstream channel capacity.

4. Waits a calculated amount of time for the multicast to complete and for remotes to
receive the package and process it. (When a remote gets a complete package, it picks
out the images (if upgrading) and its own options file, writes the file(s) to flash, and
resets.)

5. Returnsto step 1. When the list of down-rev remotes reaches zero, the revision server
returns to the inactive state.
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Figure 12-1: Revision Server Duty Cycle

12.5.2 When to Use the Revision Server

The Revision Server is useful both during network upgrades (when remotes require new image
packages) and during normal operations when applying configuration changes to your network.

There are two ways you can use the Revision Server to automate remote upgrades:
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When you make changes to your remotes’ configuration parameters, you can use the Revision
Server to automatically apply those changes by sending the updated options files to the remotes

as they become available in the network.

The Revision Server will upgrade or downgrade your remotes to
the iDirect version that is currently running on your NMS Server.
Therefore you should upgrade the NMS servers (including your

Protocol Processors) before starting a Revision Server upgrade.

12.5.3 Starting the Revision Server

To start the Revision Server, follow these steps:

Right-click your network in the Tree and select Package Download -

Revision Server from the menu.

1. Follow the manual upgrade procedure for all of your iDirect equipment, including
remotes. Then launch the Revision Server to upgrade any sites that were unreachable
at the time of the initial upgrade.

Upgrade your hub equipment, including line cards and protocol processors, manually.
Then launch the Revision Server to upgrade all remote sites.

You can use the Revision Server to upgrade to iDS release 7.0
provided you are upgrading from iDS release 5.05 or later.
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The Revision Server dialog box will appear, including a list of all the
remotes in the network. Remotes with a status of DownRev have a different
package version from that of the NMS server. UpRev remotes are current.

I Upgrade Network <1>

Download Parameters: i~ Remates
Download Fate | 454 6N KBit/Sec L] Select All | Select Down Rew | Select Active | Changes Pending | Clear &l
Credentials : | MNarme | Type-SH | DD | Status | Scheduled | Active | Cfg Status | SWVersionl Options Wersion
Metwark Address - | g OMewR... 53000 B5.. Down.. falze falze  Incomplete Mo version info as
Hintions Fiss Ol - OMewR... 53000 Bh.. Down.. falze falze  Incomplete Ma version info as
s [J5a004.. 53004 E5. LUpRev fake tue  Momingl  7.0.0.0 NMS version $Na
Messages Oz100M... 3A00-M... 11.. UpRev falze true Marminal 7000 M5 version $Ma
- [O53504... 53804, EE. UpRev false true Marninal Fooo M5 verzion $Ha
Tine | Date | Type | Message Oli+9162 53009 65. UpRev fake fase  Incomplets 7.0.0.0  NMS version $Na
]ggg]g ggmgggg Ianf.;iTatm E‘:;;:;idnfo'm”ée;eff\:e'fEt""':' OQi5174 13174 27 UpRev fake tue  Mominal 7000 NMS version $Na
152515  0541/2008 Connection  Sending connection request kc O73005.. 73005 55 UpRev  fake tue  Nominal 7.0.00 NS version $Ha
15:25:15 0541122006 Login Lagging inta MMS Server. 53506, 53606 68. UpRev fale true Mominal FRIAA] WS version $Ma
£ > < >
Progress: Mext Cycle : 000000 Selected 0 of 3 remotes
Cloze Dialog | Help Start Upgrade ‘ Stop Upgrade
Drate-Tirne | Mame Type-SN | DID | Type | Event Level Ewent Description

Step 2

In the Remotes section of the dialog box, select all remotes you want to
upgrade by clicking the check boxes. You can also click any of the following
buttons to select remotes for download:

* The Select All button selects all remotes in the network.

* The Select Down Rev button selects only remotes with a status of

DownRev.

» The Select Active button selects only remotes that are currently
acquired into the network.

» The Changes Pending button selects all remotes with remote-side
configuration changes that have not yet been applied.

* The Clear All button clears the check boxes for all remotes in the

network.
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Step3  You can change the Download Rate specified in the Download Parameters
section if desired. By default, the download rate is calculated to be 10
percent of the downstream information rate.

Step 4  Select Options Files Only if you only want to send options files to the
remotes. No image files will be sent.

The status of UpRev or DownRev is determined solely by the
version string of the image package. Therefore, remotes with an
up-to-date package for which the remote-side options files have
not been applied will have a status of UpRev.

Step5  Click Start Upgrade to begin the upgrade process.

Step6  Once you have started the upgrade, you can observe the following real-
time status in the Revision Server dialog box:

» The Next Cycle counter will begin to count down, indicating the time
remaining before the Revision Server will restart the upgrade process
for any remotes that are not updated during this cycle.

* Inthe Remotes section of the dialog box, the status will change from
DownRev to UpRev when a remote has successfully received its
upgrade.

e Status messages will be displayed in the Messages section of the dialog
box, logging the progress of the upgrade.

12.5.4 Monitoring Upgrades Using the Revision Server Status Pane

The Revision Server Status pane displays the status of all current upgrades, as well as the status
of completed upgrades. To display the Revision Server Status pane, follow these steps:

Stepl  Select Revserver Status from the View menu.

View Window Help
v Dlain Toolhar
Fitid Toolbhar
» Dtatus Bar
@ Treebar
View Active Users
Eevserret Status
Legend
Confimaration Changes
v Configuration Status
« Dletails
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The Revision Server Status pane will appear in place of the Network Tree,
showing the status of all upgrades that are in progress. Note that two tabs
appear at the bottom of the pane allowing you toggle between the Network
Tree (iBuilder Tree View tab) and the Revision Sever Status pane (Revision
Server tab).

' iBuilder - 0.0.0.0 172.16.131.10

File Edit Wiew Window Help

@b e v (BER DR O
12l xf
1 network is currently upgrading |

Network 1 : 3 of 4 remotes upgraded

[ i Details |

“Copyright % 2005 |Dinect Technologies, Inc Al

This program is protecled by copyright laws ang
infernalional lreaties as deacrided in Help | Abo)

Show historical information B i
iBuilder Tree View Revizion server ]
Ready
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Step 2  If you want to see the status of completed upgrades as well as current
upgrades, select Show historical information.

Step 3  Click Details for any upgrade to see more information about that upgrade.
This includes the upgrade Status of each remote in the upgrade list.

—_ Revserver Details

Select Upgrade cycle |IIIE.I'14,I'IIIE~ 13:22:13 -= Current ﬂ

Skats For netwark 1,
ot of a tokal of & remotes, only 5 were upgraded

List of the remokes | Display only Failed remotes
Marrie | Type-H | DID | Status | Start | Last |
test1 S100.2345 5245225 DownRey | Scheduled 0z 1406 13, 1203169,
I+.9162  II+.9162 271306 UpRev | Mot Scheduled  02/14/06 13:...  12/31/89...
II+.9174 [I+.9174 271318 UpRew | Mok Scheduled  02/14/06 13:...  12/31/69..
S300-4030 S300.4030 6557630 pRey | Mot Scheduled 0zi14f06 13, 123169,
F300-5972 73005972 5510996 pRevy | Mot Scheduled 0z 1406 13, 12)31/69,..
L350-6913 5350.6913 GB226G7 IpRew | Mot Scheduled 02114/06 13:...  12/31)89...

12.5.5 Cancelling an Upgrade

You may cancel an upgrade at any time as follows:

Step1l  Right-click your network in the Tree and select Package Download -
Revision Server to launch the Revision Server dialog box.

Step2  Click the Stop Upgrade button to cancel the upgrade.
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13 Creating and Managing User Accounts and User Groups

Prior to iDirect Release 7.0, all user accounts were independent of one another. Beginning with
Release 7.0, all users belong to one of a variable number of User Groups. Visibility of network
elements and access rights to those elements are now defined at the user group level rather than
for each user account. This chapter explains how to create and manage user groups and user
accounts, and how to define the permissions and access rights associated with each. It discusses
the following topics:

*  “NMS User Groups” on page 215

 “Adding and Managing User Accounts” on page 223

» “Changing Passwords” on page 229

» ‘“User Privileges” on page 230

 “NMS Database Locking” on page 233

13.1 Conversion of User Accounts During 7.0 Upgrade Procedure

The database conversion process, which runs automatically when you upgrade your NMS server,
performs the following actions on existing user accounts:
« All non-VNO accounts are put into the System group automatically.

* For each VNO account, the upgrade creates a new user group and adds the user
account to it.

» Account permissions are maintained, but all VNO visibility settings are turned off. You
must use iBuilder to re-establish appropriate visibility for each user group.

As soon as possible after you upgrade for iDS 7.0, you must re-
WARNING define the visibility settings for each VNO user group. VNO users
will be unable to use the system until you have done this.

13.2 NMS User Groups

There are three types of NMS User Groups:

» The System User Group
* VNO (Virtual Network Operator) User Groups

e CNO (Customer Network Observer) User Groups

The System User Group provides specific permissions and access rights above all other groups.
Members of the system group are the host network operators, system administrators, NOC
managers, and other “super users” of the system.

All database items are visible to users in the system group, including all network elements created
by VNO users. Individual permissions of system users may vary from account to account.

215
Network Management System iBuilder User Guide, Release 7.0.1



&

VNO users may create and manage their own QoS profiles, filter profiles, antenna components,
or any other network components, subject to permissions established at the group level by the
Host Network Operator (HNO).

VNO User Groups restrict visibility and access rights of group members based on the permissions
granted to the group. Creating and managing VNO User Groups is discussed in detail later in this
chapter.

CNO User Groups can be created to allow customers to monitor groups of network elements
without the ability to add new elements or modify the network in any way. CNO users are restricted
to iMonitor read-only access to the network elements that are visible to their CNO User Group.
They cannot log into iBuilder.

VNO and CNO User Groups are licensed features. If you plan to
NOTE  define VNO or CNO User Groups in your network, please contact
your iDirect Account Manager.

13.2.1 Visibility and Access for VNO User Groups

iBuilder distinguishes between network elements (such as inroute groups and remotes) and
component folders (such as QoS and Filter folders) when applying rules for visibility and access
within a VNO User Group. Each is discussed separately in the following sections.

Visibility and Access for Network Elements

When setting network element visibility and access rights for VNO groups, it is important to keep
the following principles in mind:

» Visibility propagates up the tree, but not down the tree. For example if you make a
remote Visible to a User Group, members of the group will see that remote’s
“parentage” all the way to the up to the teleport element. However, if you set visibility
at the teleport level, group members will see only the teleport when they log in; they
will not see any elements underneath it.

» Visibility has three different levels of access rights. When you give visibility of an
element to a User Group, for example an inroute group, you have the following
additional access rights you can grant or revoke:

e Create access allows users to create new elements underneath this node. For
example, you can allow a user to create new remotes in an inroute group.

» Write access allows users to modify the contents of the element itself. For example,
a user with Write access to an inroute group could modify the inroute group to turn
off frequency hopping.

* Control access gives users the right to perform control operations on child
elements of the specified node. For example, users with Control access for an
inroute group can perform all control operations on remotes in that inroute group.

» Ownership is different from Visibility. When you set a node as Owned by a VNO group,
you are dedicating that node and all of its children to this VNO group exclusively
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(except for system users, of course). No other VNO groups are able to see or interact
with this group in any way. Visibility to network elements, however, can be shared
across multiple VNOs.

* VNOs cannot see each other; System users see all. When a VNO creates a network
element, only the members of that group and the System User Group are able to see
the element. When the system group creates or owns a network element, no VNOs can
see this element unless they are granted visibility to it.

» User Groups are highly configurable. The implementation of VNO User Groups is quite
flexible; you can configure groups in a number of ways. However, unless you are
careful when configuring your user groups, this flexibility can result in unwanted
results. It is possible to give VNO User Groups various combinations of write and
visibility access that may create confusion in practice.

For example, giving a VNO Write access to an inroute group, without granting Control
access at the Network level, could result in a condition from which the VNO user is

unable to recover. In this example, a VNO user could modify the inroute group so that
it sets the Network to the “Changes Pending” state, yet be unable to apply the changes.

Visibility and Access for Components Folders

Visibility and access rights are handled differently for components folders than they are for
elements of the Network Tree. The following options exist when setting up VNO group visibility
and access to components folders in the Tree:

» Users see the contents of folders. By default, users in a VNO group can see the
contents of all component folders. However, they cannot change them or add new
components.

* QoS Profile and Customer folders are special. By default, VNO users cannot add or
modify QoS filters, QoS profiles, or Customers. However, selecting the Create property
on a QoS or Customer folder allows the customer to create new entries in that folder.

The rules for QoS visibility and control are:

* Al VNO users see profiles created in the System User Group.

» Profiles created by VNO members are visible only to members of that VNO User Group
and the System User Group.

13.2.2 Visibility and Access for CNO User Groups

CNO User Groups have the following characteristics:

* CNO users can log in to iMonitor only. They cannot log in to iBuilder.

* WithiniMonitor, CNO users can view all network elements that have been made Visible
to their CNO User Group. The rules of visibility propagation in the network tree that
apply to VNOs also apply to CNOs. (See “Visibility and Access for Network Elements”

on page 216).

* CNO users have no access rights other than the ability to view visible elements.
Specifically, Create, Write and Control access cannot be granted to CNO users.
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» CNO users cannot execute iMonitor Probe functions that modify or control remote
modems. However, they can use all Probe read-only functions.

* CNO users cannot select the Telnet command from the iMonitor GUI.

13.2.3 Creating and Managing VNO and CNO User Groups

You can manage User Groups and their users from iBuilder's Network Tree View. When you add
or modify a User Group, the Group dialog box is displayed. The Information tab contains a Full
View of the network tree in the left pane and the User Group View in the right pane. Notice that the
visibility and ownership properties of the Tree elements in the User Group View are color coded
according to the key at the bottom of the window.
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Adding or Modifying a VNO or CNO User Group

To add or modify a new User Group:

Stepl To add a User Group, right-click the User Group folder in the Tree and
select either Add VNO User Group or Add CNO User Group. To modify an
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select Modify. Both alternatives are shown below.

+-17) Distributors =10 User Groups
+- 83 System

+-C7) Customers eucl

) User G +1- G (M o™=
= zer Groups .83 sE Creation

| €2 sifll 4 Add User

& 8 Add VHO User Group -G W
b -
1§ 78 Add CHO User Group +-8 W Configuration
&2 i Ef Modify |
Step 2 In the Group dialog box, enter a Group Name for the User Group. If desired,

you can also change the Group Type and add a Description of the group.

Information | Properties

@ Group

Group M ame: |NEW User Group #23 C'escriphic

Group Type: |"\-"N|:| |Jzer Group j

Full *figw Uzer Group Yiew
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=103 H-03
=103 =3-3
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Step3  On the Information tab of the dialog box, right-click on elements in the Full

View to set their visibility and permissions for the User Group. The menu
displays a check mark next to all access rights selected for this element.
The User Group View shows you which elements this group’s users will
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have access to, and what their access rights will be. Several examples of
VNO User groups are shown here.
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If you are configuring a CNO User Group, you will only be able to
NOTE select Visible from the context menu. Other permissions in the list
apply to VNO User Groups only.

13.2.4 Setting Global Rate Limits for User Groups

You can use the Properties tab of the User Group dialog box to limit the maximum upstream and
downstream information rates for a User Group. When either or both of these fields is greater than
zero, a rate limit above the specified value cannot be configured for any remote under the group’s

control.

By default, global rate limits are set to 256 kbps (downstream)
NOTE  and 32 kbps (upstream) when a VNO user group is created. You
can use the procedure below to change the default rate limits.

Step1l Inthe User Group dialog box, select the Properties tab.

Step 2 To limit the downstream information rate, select the MaxDownstreamKbps
check box and enter the rate limit in kbps.
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Step 3 To limit the upstream information rate, select the MaxUpstreamKbps check
box and enter the rate limit in kbps. In this example, remotes created or
controlled by members of the User Group are restricted to a maximum of
256 kbps on the downstream and a maximum of 32 kbps on the upstream.

%l

v MaxDownstreamibps | 256

v Maxlpstreamkbps 32

13.2.5 Modifying per Node VNO Properties

In addition to changing a VNO User Group's properties directly, you can also modify multiple VNO
access rights for a particular element in the Network Tree. To view or change all VNO properties
for an Inroute Group, for example:

Step1  Right-click the inroute group and select Modify = VNO.

—|=ika BPSK Test Network Mominal
B Fx [l+ 3162 Mominal

R Infiniti 5350 [2014]
R Infiniti 5350 [2010]

BB TxFx iNFINITI 439 MNominal
=[] [BPSRIGT Nominz: : Ema748
Infiniti 3125 [2 Creation
3 Martinsburg Ir il 7% Add Remote
B2 Venice NMIl+ &dd Multiple Roaming Remotes
& Infiniti 5350 [21
™ Infiniti 5350 [2 Configuration

&3 4748 Change Modify 3 I Ttem
&2 Infiniti 5350 [4 View Properties 3

[l RFtest Never Applied

Step 2 To make the element visible to a VNO, select the check box next to the
VNO name. (You can also do this by selecting from the context menu as
described in the next step.) In this particular example, the inroute group is
visible to three different VNO groups. VNO1 and VNO3 can only view the
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Inroute Group. VNO2 can perform control operations such as applying
configuration changes.

Resource VNO Property
Name:  |BPSKIGL )
=¥ iDirect UAT-RF Teleport
=] m LIAT-RF Protocol Processor
Type: |inmutegrnup il
El-<lla BPSK Test Network
Owned by: |wa BPSK Test Network
| = .
E TxRx |“1'|-" [Ti 439
Visible to YMO Group - HEPSK IG1)
9-5 Irfirviti ':]25 2123
Marmne Create i Write i Contral . |
B vniot .2 Venice NMIl+ [3126]
¥ vno 2 Yes (R |
| [ ek 2 |nfiniti 5350 [2010]
LB Infiniti 5350 [448]
-8 AFtest

Step3  To modify a VNO's permissions for the selected element, right-click on the
VNO name and select the desired permissions from the menu.

Mame: | Mebworkl IG5 ™ ]
%% CEBMS Teleport
—-B8 Mebwork Protocol Processar

Type: | inroutegroup i
—|-otba Beam_B05_174000_GA
Owned byt | Syatk = B T+Rx  Infinii [2072)
| = J - Metwaork] |G
=
Wisible to YN Group [ |
E3
Mame Create | hirrite | Cankroal | oo |
YO Teck Yes =
Ose| v Visikle ead
Osel =
& vni v Create o=
Ovne Wiltite =
Owng Control =
cad

13.3 Adding and Managing User Accounts

You can create and manage User Accounts from iBuilder's Network tree. Depending on your
permission level within the NMS, you can perform the following actions:

e« Add new user
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Clone an existing user and change the name and some of the properties
Delete a user
Modify a user’s account

View a user’s current properties

The next few sections explain these operations in detalil.

13.3.1 Adding a User and Defining User Privileges

To add a new user to a User Group, follow the procedure below.

Step1l  Right-click the User Group in the Network Tree and select Add User.

-1 User Groups
+-83 System
+- 83 VNO Test
-8 SE User Grou g

€ SE User 1 Creation
8 test SEu |:’!': Add User |

Step2  When you select Add User, the Modify dialog box appears.

Information |

% User

e
Marme: |J ack, Mewman
FPassward: | Change Pazzword

Permizsions:

[ Super User [ Guest
¥ Change D atabase [ Upload Configuration
v Download Firmware v Basic Probe
v &pply Configuration ¥ Advanced ProbesT elnet
v Feset Modem v Custamize Configuration
[ Manage Users | Password in Clear Text
[ Edit Parmnissions v b omitor Longterm Statistics
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Step3  Enter a user name and click Change Password.

b !

Change Password

Cld Passward: |

shpekchboeo
Mew Password: |

Confirm Mew Password: | i

K, | Cancel |

Step 4  Enter and confirm a password for this user.

Step5  If you click either the Super User or Guest check box, the permissions
allowed for the user level you selected appear with check marks next to
them on the Modify dialog box, but they are not selectable. These
permissions may vary in accordance with the type of User Group.

Step 6  If you clear both of the main User Level boxes (Super User and Guest), the
individual permissions detailed in Table 13-2, “Custom Privileges,” on
page 231 become selectable. Click the boxes next to the customized
functions that you want to assign to the user.

Step7  Click OK to save the settings for the user account. The new user will appear
in the Network Tree under the User Group you selected.

13.3.2 Modifying a User

To modify a user account:

Step1l  Right-click the User Name in the Network Tree and select Modify = Item.

- ger Group
87 SEUser G 1
8 5SE zer
580 SBE I_t: Creation
8 s Clone
8 te c .
g s onfiguration
-8 WND1 iy d =

Step2  When the Modify dialog box appears, change the settings as desired. (For
details, see “Adding a User and Defining User Privileges” on page 224.)

Step3  Click OK to save the changes.

13.3.3 Adding a User by Cloning a User’s Account

To clone a user in the same User Group:
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Step1l  Right-click the User Name in the Network Tree and select Clone.

-8 SE User Group 1
8 SE Jzer

8 =
=R ) SEI_I Creation

a ! Clone |

-

Step2 A new user appears in the Tree and the Modify dialog box is displayed with
settings identical to the cloned user.

Information l
@ User
M arme: |Eu:u|:u_l,l of Jack Mewman
Passwaord: | Change Pazzword
Permizzions:

[ Super User [ Guest
¥ Change Databaze Iv Upload Configuration
¥ Diownload Firmware I¥ Basic Probe
Iv &pply Configuration v #dvanced ProbedT elnet
v Fieset Modem [ Customize Configuration
[ Manage Users [ Paszzword in Clear Text
IV Edit Permissions Iv tanitar Longterm Statistics

Step3  Modify the Name and Password.
Step 4  If desired, change the permissions.
Step5  Click OK to save the changes.

For a detailed description of user permissions, see “User Privileges” on page 230.

13.3.4 Viewing a User’s Account Properties

To view a user’s account properties:

Step1l  Right-click the User Name in the Network Tree
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Step2  Select View Properties = Item.

-84 5E User Group T
& SE User1
8 leige” -
= &i SE Us Creation
8§ SE Clone
S bexs )
2 SE Configuration
-84 WNO1 M odify b
€ us View Properties 3 I|
ﬂ L

Step 3 View the properties of the user account.

Step4  Click the Close button at the top of the dialog box to exit the pane.

13.3.5 Deleting an Existing User’s Account

To delete a user from a User Group:

Step1l  Right-click the User Name in the Network Tree and select Delete.

—-82 SE User Group 1
8 5E User .
8 test 5B Creation
-8 SE User Grou Clane
8 S5SE User .
8 test 5E_ S St
8 SEuserl M odify g
-84 WNO1_2036 View Properties ¥
§ userll _ |X Dielete
8 test wvnol_——— i

Step2  Click Yes to confirm the deletion.

13.3.6 Managing Accounts from the Active Users Pane

In addition to managing users accounts from the Network Tree, you can perform some of the same
operations from the Active Users pane. In addition, the Active Users pane allows you to view the
list of operators currently logged on to iBuilder and iMonitor.

The Active Users pane is a standard Microsoft Windows “dockable” display that you can attach to
any part of iBuilder's main window; detach into its own window; or hide altogether. When you first
open the pane, it will appear on the right side of the NMS window. The last setting you select is
saved between iBuilder sessions.

The Active Users pane has four columns. The columns display the Name, Permissions, Group
(User Group) and Logged On status for all users defined in the system. The Logged On column
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indicates the logon session count for that user under both iBuilder and iMonitor. This pane is
updated in real time as values change.

Mame / | EroUp | Petmissions | Logged On

& admin Syskem Super ser Yes - iBuilder(1)
ﬂ advance Syskem DatabaseRe... Mo

ﬂ bsrder Syskerm Super User Mo

m. cliu Swskermn Super User Mo

ﬂ dedsberg  Swstem Super ser Mo

ﬂ dray Syskem Super User Mo

ﬂfzhau Tyskem Super ser Mo

ﬂ guesk Swskem (st Mo

& heheng Syskem Super ser ¥es - iBuilder(1)
ﬂ Marukhi Swskern Super User Mo

8 ceer System Super ser es - iBuilder(1)
8 cushmitha  Syskem Super ser Yes - iBuilder(1}, iMonitor{1)
ﬂ wiokan Syskem Super User Mo

To open the Active Users pane, Select View = View Active Users from the main menu.

View Window Help
v Dlain Toolhar
Find Toolbar
Status Bar
@ Treebar
~ Wiew Active Users
Eevaetrver Status %
Legend
Configaration Changes
Configuration 3tatus
Details

Choose Details..
Collapze Details Hierarchy

Eropetties

Depending on your permission level within the NMS, you can perform the following actions:

» Delete a user
* Modify a user’s account

* View a user’s current properties
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Step1  Right-click on any user in the Active Users pane. A list of the user
management options available from this pane is displayed.
Mame £ | (Eroup | Permissions | Logged On
&;’éﬂg!min Sustem Super ser ‘es - iBuilder(1)
€0 ad  Expand Al kabaseRe... Mo
ﬂbﬂ Fit To Window er User Mo
ﬂcIiL ar Lser Mo
€0de  Delete er Lser Mo
ﬂdre Lo dify per User Mo
ﬂle‘ er Lser Mo
€y  View propetties 2k Mo
Step2  Select the desired operation from the menu.
Step 3 For details, see the section indicated below for your menu selection:
» Delete: “Deleting an Existing User's Account” on page 227
* Modify: “Modifying a User” on page 225
e View Properties: “Viewing a User’s Account Properties” on page 226
13.4 Changing Passwords

You can change your own password, regardless of what authorization level you are assigned.
Super Users and users with the Manage Users permission can see and change all user

passwords.

To change the password, select File = Change Password from the Main Menu bar. A user must
enter his current password before the change is processed. For security reasons, it is important
to change the passwords for the default user names as soon as possible.

-

Change Password

HEREENRE

0ld Pazsword:

HEREENRE

Mew Pagzwaord:

xxxxxx>1

Confirm Mew Pazsword;

Cancel

il
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Changes to user accounts take place immediately, i.e. you do not
have to “apply changes” for users. However, new settings for a
NOTE specific user will not take effect until the next login under that
account. If the user is logged in while you make changes, the old
settings remain in effect for the remainder of that session.

13.5 User Privileges

The NMS allows users to be assigned a predetermined set of privileges or a custom-defined set
of privileges. There are two standard user levels: Super User and Guest. Both the standard user
levels and the custom-defined user level are described in detail in this chapter.

Initially, the Super User in the System group is the only user who can set up accounts. User
Groups and users can be added or deleted, and user privileges can be added or removed at any
time. For System and VNO users, a user’s privilege level is the same for both iMonitor and
iBuilder. For example, a user cannot be a Guest in iBuilder and a Super User in iMonitor. CNO
users have access to iMonitor only.

The NMS is shipped with a Super User and a Guest account already set up in the System User
Group. The Super User can then set up additional user groups and users and assign them to have
any of the following user levels:

*  Super User

*  Guest

* Individually-defined User

If the Super User sets up a user as one of the standard user levels, the NMS system automatically

generates a predetermined set of privileges for that user level. (See Table 13-1: "User Types and
Access Privileges”.)

If the Super User sets up a user as a custom-defined user, the Super User can assign that user
any number of privileges from a list provided in the system. (See Table 13-2: "Custom
Privileges”.)
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Table 13-1: User Types and Access Privileges

Account Type Access Level UlElr NEIiE Access Privileges
Password
Access to the NMS database and all of its
components within this user group, including the
Pre- . ability to configure, modify, and delete anything in
admin . :
Programmed | Super User ami the database owned by the group, including users
by iDirect admin and their privileges. For System Super Users, ability
to perform these operations on other User Groups
as well.
Pre- Read-only access to the NMS database and all of
guest . s .
Programmed Guest ) its components within this user group. System
by iDirect gues Guests can read all User Group information.
Defined by Super
Cus_tom Custom User or else the |See Table 13-2: "Custom Privileges”.
Defined by Defined VNO Super User
Super User must have Manage
Users privilege

The following table lists the various privileges that can be granted or revoked for a custom-defined
user.

Table 13-2: Custom Privileges

Applicable NMS

Privilege Name Description

Application

The most basic privilege; allows retrieval of stored
configuration information. This is the only privilege
Guest users are granted. You cannot grant or
revoke this privilege from iBuilder.

Database Read iBuilder, iMonitor

networks, hub lines cards, and remote modems.

Change Database Allows modification of configuration information. iBuilder
. Allows download of firmware to line cards and -
Download Firmware iBuilder
remote modems.
Apply Configuration Allows application of configuration changes to Builder

Reset Modem

Allows remote and line card resets.

iBuilder, iMonitor

power, etc.).

Manage Users Allows modification of user names and passwords. iBuilder

Edit Permissions Allows modification of user permission settings. iBuilder

Upload Configuration Allqws retri.eval o_f a remote modem’s or line card’s iBuilder
active configuration.

Basic Probe Allows retrieval of real-time stats in the Probe tab. iMonitor

Advanced Probe Allows all Probe functions (reset, telnet, change tx iMonitor
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Table 13-2: Custom Privileges

Applicable NMS
Application

Privilege Name Description

Allows access to the “Custom” tab in the Remote

Customize Configuration Modify Dialog Box. iBuilder
Controls whether or not an NMS user can see

Password in Clear Text remote and protocol processor passwords in clear iBuilder
text.

Allows monitoring of long term statistics in

Monitor Longterm Statistics | . .
iMonitor.

iMonitor

13.5.1 Super User and Guest Level Privileges

The two basic privilege levels are Super User (all privileges) and Guest (read-only).

» The Super User access level gives the user complete access to all features of the
NMS, in both iBuilder and iMonitor, that are available to the User Group in which the
Super User is defined.

» Guest access level provides read-only access to all parts of the network in iBuilder with
no ability to change data or download images. Guest access provides most functions
in iMonitor, with the following exceptions:

+ Guest-level users cannot telnet to remote modems.

+ Guest-level users cannot exercise functions on the Probe tab of iMonitor’'s remote
control panel.

13.5.2 Super User and Guest Privileges for VNOs

Super User within a VNO

A user defined in a VNO as a Super User is able to see and operate on only those network(s) that
the Super User specifies, with the following additional restrictions. VNO Super Users can add,
modify or delete all remotes within their visible nodes. Generally, they are provided with full remote
management capability on these nodes.

1. They cannot create or modify any network components in the network tree (Spacecraft/
Carriers, remote/hub antenna components, QoS Profiles).

2. They cannot create or modify Hub RFT or Hub Chassis records.

3. They cannot perform any operations on the Teleport or Protocol Processor entries in
the network tree.

4. From the network level in the tree, they cannot perform multicast downloads, delete
networks, or create new line cards.

5. They can modify the network record, but only to activate/deactivate remotes.
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6. They cannot see or modify acquisition or uplink control parameters.

7. From the hub level in the tree, they cannot perform image downloads, nor can they
create or delete line cards.

Guest User within a VNO

A user defined in a VNO as Guest has read-only permissions to the nodes visible to a Super User
in that the VNO.

13.6 NMS Database Locking

The NMS configuration server guarantees the integrity of your configuration parameters by locking
the database when a modification takes place, and releasing the lock when the modification is
complete. Prior to release 7.0, there was one global lock shared by all users. The lock became
active whenever any iBuilder user launched a Modify dialog box for any network object. During
this time no other users could launch any Modify panes.

Beginning with release 7.0, there is one lock for each User Group. Members of different User
Groups can modify the database at the same time. Within a User Group, there is still a single lock.
The System User Group, however, is granted a global lock; if a user from the System group is
modifying a record, no other users, regardless of group membership, can modify the database.

If a user launches a Modify pane and forgets to close it, thereby preventing other users in the same
User Group from modifying records, you can use the following procedure to free the lock for other
users:

Step1l  Log into the NMS server as “root”.

Step2  Type: telnet localhost 14123

Step 3  Log onto the console with user name “admin” and password “iDirect”.
Step4  Type:clients -v

Step5  Locate the line of the user who has the lock. The line will look something
like this:

type: iBuilder V $Name: NetModem-Beta51 $, IP:
10.0.19.108:1513, login: crb, server_time: Thu Jul 29
17:54:16 2004

The IP address of the lock-holder is shown in the error message pop-up
when you try to modify an object.

Step 6  The section that begins “IP...” contains the information you need to break
the lock (it is underlined above).

Step7  Type:kill <ip address>:<port number, where <ip address> is the host
address, and <port number> is the actual port number. In the example
above, you would enter “kill 10.0.19.108:1513".
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Step 8  This command will break the user’s lock and other users will now be able
to modify network objects.
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14 Commissioning a Line Card, Private Hub or Mini Hub

This section provides instructions for commissioning iDirect line cards, private hubs, and mini
hubs to transmit SCPC outroutes. It discusses the following topics:

» Powering on the equipment

» Determining the IP address

» Downloading the initial image package and options file

» Performing the 1 dB compression test when necessary

e Setting the transmit power for the SCPC carrier

» Setting UPC parameters for mesh outroutes

In addition, the steps are provided for setting the clear sky C/N parameter for a mesh inroute. This
procedure must be performed at the hub during commissioning of the first mesh remote that will
transmit on the inroute.

Unless otherwise indicated, the term “line card” as used here
NOTE refers to iDirect Private and Mini Satellite Hubs as well as iDirect
Line Cards.

14.1 Before You Begin

Before you execute this procedure, the following tasks should have already been performed at the
hub:

» The physical teleport installation must be complete.

* The hub antenna should have been pointed and cross polarization test performed.

» The NMS client and server software should be running.

* Using iBuilder, you should have already:

» Defined your hub equipment, satellite transponder bandwidth, and the upstream
carrier to be transmitted by this line card. (See “Defining Hub RFT Components
and the Satellite” on page 61.)

* Added your hub components to the iBuilder Network Tree. (See “Defining Network

Components” on page 77.)

» Added your network to the iBuilder Network Tree. (See “Defining Networks, Line
Cards, and Inroute Groups” on page 93.)

If you are adding a new line card, the Tx Out, Rx In and Lan A
NOTE ports should not be connected at this time. Do not connect these
cables until instructed to do so by this procedure.
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14.2 Add the Line Card in iBuilder and Retrieve the Configuration

Use iBuilder to add the line card to the Network Tree and configure the line card parameters in the
options file.

Step 1 IniBuilder, right-click your network in the Tree and follow the procedure in
“Adding a Tx Line Card, a Tx/Rx Line Card, or a 10000 Series Hub” on
page 94 to configure the line card.

Step2  Right-click your network in the Network Tree and select Apply = Network
Configuration from the menu.

NOTE Do not apply the line card configuration at this time.

Step 3  Right-click the line card in the Tree and select Retrieve = Saved
Configuration.

% TuFx  Tu/Fw Hok kd1md 7000 |
@R Fx  FsxHub Configuration
B Stdby  M1D1: Ilodify ’
#E Rx Mew Hu Tiew »
= Mezh-IF Inroute
&3 53506913
&3 73005572
5300-4030
% 5350-41521 Control
= Nan MeshF Inn
= 1149174 0l Apply Configuration :
&3 11+.9162 Retrieve k I| T Saved Configuration
- g“;;r;;:um Girg éé Compare Configurations OT Active Configuration)

Step4  Inthe Save As dialog box, navigate to the folder on your PC in which you
want to save the options file. Then click the Save button to save the file to
your PC.

Step5  After you save the options file, it will be displayed in Notepad as a text file.

If desired, review the configuration in Notepad; then close the Notepad
window.

14.3 Power on the Line Card

Follow these steps to power on the line card or private hub.
Step1  If you are commissioning a private or mini hub, plug in the AC power cord.

Step2  If you are commissioning a line card:
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a Insert the line card into the slot in the chassis you plan to use.

b IniBuilder, right-click the chassis in the Network Tree and select Modify =
Item. The Modify Chassis dialog box will appear.

¢ Select the check box for the slot that contains the new line card. This will
toggle the setting from Off to On.

Modify Configuration Object - Mesh-IF Chasis [Modifed]

Information ]
Chassis
M ame; ||"-"|ES|"|-|F Chasiz
IP Address: | 172 . 16 . 135 . 19

v BCH Installed

State | Jumpers Slatks Hub Assignment
%n Slot 1 Free

n Slot 2 M1D1:13594 [Stdby] M
¥ On Slot 3 Rx Hub M1D1 7306 [Rx)
¥ On Slot 4 Tx/Bx Hub M1D1 7298 [Tx
l'm_
[ off Slok 5 Eree

Step3  Wait two minutes.

14.4 Determine the IP Address

Follow these steps to determine the IP Address and subnet mask of your line card.

The default IP Address of iINFINITI line cards is 192.168.0.1, with
NOTE a subnet mask of 255.255.255.0. If you already know the IP
address, you can skip this section.

Stepl  Connect a console cable from the COM1 port on your client PC to the
console port on the line card.

Step2  Using a terminal emulator program such as Tera Terminal or
HyperTerminal, connect to the line card with the following settings:

e 9600 bps
* 8bhits

* No parity
e 1 stop bit
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This is illustrated below using Tera Terminal.

Port: m oK
Baud rate: lm -
Data: m Cancel
Parity: lm
Stop: m Help
Flow control: lm

Transmit delay

0 msecichar 0 msecfline

Step 3

Step 4

Step 5

Step 6

Log in as:

Username: root

Password: <password>

For iINFINITI line cards, iDirect is the default password for the root account.
At the Linux prompt, type

telnet O

The Telnet login screen will appear.

Log in to the Telnet session as:

Username: admin

Password: <password>

For iINFINITI line cards, iDirect is the default password for the admin
account.

At the Telnet prompt, type the following command to determine the IP
Address and subnet mask of the line card:

laninfo
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The output of the laninfo command is shown here.

Uzername: admin
Passyworad - SEeeseses

gHUB:?E?B] adminBtelnet:18.8.58.61;1358

[HUB:7298]1 adminPtelnet:18.8.58.61;1358
» laninfo

Address: 172.18.8.81

Metmask: 255.255.255.8

gHUB:?E?B] adminBtelnet:18.8.58.61;1358

Step 7  Note the IP address and subnet mask. You will need this information when
downloading the image package and options file.

14.5 Download the Image Package and Options file

When installing a new line card or private hub, you can use iSite to download the image package
containing the software and firmware before establishing connectivity with the NMS. (For
information on downloading images from iBuilder, see “Upgrading Software and Firmware ” on

page 201.)

These steps assume that you are still connected to the console port of the line card and that you
have not yet connected your line card to the LAN.

Step1  Configure the IP address and subnet mask on your PC to be an IP address
in the same subnet as the IP address of the line card.

NOTE The default IP Address of INFINITI line cards is 192.168.0.1, with
a subnet mask of 255.255.255.0.

Step2  Connect a cross-over Ethernet cable between the LAN port of the line card
and your PC or laptop.
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Step3  Launch iSite. The main iSite screen will appear.

[t iSite =IO

File View Help
(@5 | s E Bz | ymE RN |2
1z x|

i Drect:

*Copyright © 2005 IDirsct Technalogies, Inc All Right Resanved
This program is prabecied by copyright laws and JJDIRECT
internalional Ireaties as descrived in Help | About® FECHMCALANIES

Step4  Right-click the globe in the Network Tree and select New. An Unknown
element appears in the Tree.

IP

File Wiew Help

@ |t |m W | B f &g B

O e cunt

i Hew MA 1000

[

iDirect
- ES [ nknownd 11,0 [0.0.0.0];

Expand Shift->
Collapse Shift=-

Ezxit
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Step5  Right-click the new element and select Login to display the Login dialog
box.
Login
IP Address: | 17218 . 0 . &
Fazzword: ]
Login a=z
" User f* Admin
k. | Cancel |

Step 6  Enter the IP Address of the line card and a password. (For iINFINITI line
cards, iDirect is the default password.)

Step 7  Select Admin in the Login as section and click OK. The line card will appear
in the Network Tree, replacing the unknown element.

G iDirect
+- [ Line Cardff M1D1. 7295 [172.18.0.81]:

Step 8  Inthe Network Tree, right-click the line card and select Download Package
to display the Download Package dialog box.

+ [ Line Card™ "~

Logout

Create Configuration

ﬂﬂ Download Option From Disk
&1 Upload Option To Disk

Downdoad Package
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Package: |hub-70.pkg Open

Contents:
File Mame Checksum | Decoded Len | Encoded Len | Load Addr | Jurmnp Addr |
package_summary.®.. 42269 327 327 0«0 =0
package_inztall.sh 44221 7333 7933 0x0 =0
falcon.tar bz? 13044 2065240 2068240 =0 0wl
readme. bt 43240 320 320 0x0 Ox0

Image Werzion Check: Infarmation:

&+ Don't check versions
" Download images only if versions differ
(" Check versionz anly

Configurations:

" Download images and configurations
+ Download images anly
" Download configurations only

Reset:

&+ Daon't reset
" Reset on success

" Reset only

Start Cloze

Step9  Inthe Download Package dialog box:

a Click the Open button to display the Open dialog box. Then navigate to the
folder on the client PC that contains your iDirect image packages.
(Typically, this is the same folder that contains your client software.)

Lok in: |_} iDirect MMS Clients 7.0 j 3 £F EEv
S i;_ﬁl CpApp—remote_ZplLls—?D pkg
{23 @CpApp—remote_NMZ-?D.pkg
s | hub-rd kg
My Recent remote-70.pkg

Documents

Desklop

\S

My Documents

oy |
ty Computer — File name: |hub-?D.pkg j Open |
ﬂ Camcel

P | Files of type: ]Package Files [*.pkg)
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Step 11

Step 12

Step 13

Step 14

<

Select the image package (.pkg file) for your line card in the Open dialog
box and click the Open button. (iNFINITI line cards and hubs use the same
image package. The file name for this package should begin with “hub” as
shown in the example above.)

In the Download Package dialog box, select:

e Don’'t check versions
 Download images only
e Don’'t reset

Click the Start button to download the package.

Right-click line card in the Network Tree and select Download Option From
Disk to display the Open dialog box.

Navigate to the folder containing the options file that you saved from
iBuilder when executing step 4 of section 14.2 on page 236. Then select the
options file.

Click the Open button.

Click Yes to download the options file to the line card.

T -

iSite

9 Are you sure you wank to download option File
‘*-"-/ "H7295.0pt" to "Line Card# M101,7298"7

Yes Mo

Right-click line card in the Network Tree and select Reset from the menu.

At this point the new configuration (including the new IP address of line card) will be applied and
you will lose connectivity to the line card. Do not disconnect the console cable.

14.6 Connect the Transmit and Receive Ports

Follow these steps to connect the transmit and receive ports of your line card or private / mini hub

to the network.

Connecting the transmit port of your line card will result in the
WARNING transmission of a carrier on the satellite. This step should only be

performed while on line with the satellite provider.
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If you are adding a Tx-only line card:
Step1l  Connect the Tx coax patch cable to the line card’s Tx Out port.

Step2  Connect the Tx coax patch cable to the corresponding Tx patch panel port
above the line card slot.

If you are adding a Tx/Rx line card or a Tx line card that is configured for mesh:
Step1  Connect the Tx coax patch cable to the line card’s Tx Out port.

Step2  Connect the Tx coax patch cable to the corresponding Tx patch panel port
above the line card slot.

Step3  Connect the Rx coax patch cable to the line card’s Rx In port.

Step4  Connect the Rx coax patch cable to the corresponding Rx patch panel port
below the line card slot.

If you are adding an Rx-only line card:
Step1l  Connect the Rx coax patch cable to the line card’s Rx In port.

Step2  Connect the Rx coax patch cable to the corresponding Rx patch panel port
below the line card slot.

If you are adding a private hub or mini hub:
Step1l  Connect the Rx cable to the Rx In port on the back panel.

Step2  Connect the Tx cable to the Tx Out port on the back panel.

14.7 Perform 1 dB Compression Point Test with the Satellite Operator

This step determines the maximum transmit power level at which line card or private hub operates
before starting to saturate the BUC. This test should not be necessary if your teleport is using an
SSPA or a BUC with more than five watts of power. However, if you are using a BUC with five

watts of power or less, this test should be performed to ensure that you do not overdrive the BUC.

The 1 dB Compression Point test is performed at the direction of the satellite operator using a CW
carrier. The satellite operator should inform you of the transmit frequency for the test.

To perform the test, follow these steps:

Step1 If you do not have a console connection to the line card, establish one now
by following the steps in section 14.4 on page 237. (Note that the IP
address that you configured for your line card should now be loaded on the
line card. You may need to reconfigure the IP address of your PC to match
the new subnet.)

Step2  Set the transmit frequency of the line card by typing:
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Step 3

Step 4

Step 5

Step 6

IN

tx freq <fx>

where fx represents the L band frequency in MHz.
Set the initial transmit power of the line card by typing:
tx power <pwr>

where pwr represents the power setting in dBm. Typically you should
begin with a low value such as -25 dBm to minimize the chance of
interfering with other carriers.

Turn on a CW signal by typing:
tx cw on
At this point the satellite operator should see your signal.

While the satellite operator is observing your CW carrier, increase the
transmit power in 1 dBm increments until a 1 dBm change in power no
longer results in a corresponding 1 dBm change in signal strength as
measured by the satellite operator. The last point at which the CW changes
by 1 dB is the 1 dB compression point.

Disable the CW signal by typing:

tx cw off

14.8 Set the Transmit Power for the Outroute

Work with the satellite operator to determine the contracted power at the satellite.

The tx pn commands in these steps are used to transmit a
modulated carrier at the configured data rate, FEC rate, and
modulation. The satellite operator my request you to transmit a

NOTE  CW carrier rather than a modulated carrier. In that case, replace

the tx pn commands with tx cw on and tx cw off. Note, however,
that iDirect recommends using a modulated carrier to set the
transmit power.

Whenever tx pn or tx cw commands are used, you must reset the
line card to restore normal operation. Be sure to follow the

NOTE instructions in the next section to reset your line card after
applying the configuration.
Step1l If you do not have a console connection to the line card, establish one now

by following the steps in section 14.4 on page 237.
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Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

NOTE

Configure the line card to transmit at the frequency indicated by the satellite
operator by typing:

tx freq <fx>
where Fx represents the L band frequency in MHz.

Configure the line card to transmit a signal with pseudo-random data by
typing:

tx pn on

Working with the satellite operator, adjust the transmit power to achieve the
contracted power at the satellite. To change the tx power to a new value,

type:

tx power <pwr>

where pwr represents the power setting in dBm.
Disable the PN carrier by typing:

tx pn off

Open iBuilder and select the line card in the Network Tree. Then select
Modify = Assigned Downstream Carrier from the context menu.

In the Downstream Carrier dialog box, enter the value for Power determined
in step 4.

Information |

@ Downstream Carrier - SCPC

Outroute 10 |'I 25

Mame: |L|.-5'-.T-HF o0/B

Lplink Center Fren; |1 4264.706 MHz
Drawrilink. Center Freq: |1 1964706 tHz
Faoweer: |-? dBm

1y

For an iISCPC downstream, the transmit power is configured in
the Transmit Properties section of the iISCPC line card modify
dialog box. Click the iISCPC line card in the network tree and
select Modify—Item to display that screen.
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Step 8  Exit the console window by typing:
exit

Step 9  You can disconnect the console cable at this time.

14.9 Connect to the LAN and Apply the Line Card Configuration

Connect your line card to the LAN and apply the updated configuration.
Step1  Connectthe Ethernet to the LAN A port on the line card or private / mini hub.

Step 2 IniBuilder, right-click the line card in the network tree and select Apply =
Configuration from the menu. Select the option to Reset your line card.

14.10 Set the Clear Sky C/N Parameter for a Mesh Outroute

If you are configuring a mesh outroute, you must use iMonitor to determine the value of the SCPC
loopback clear sky C/N. You will then use iBuilder to configure that value for the outroute.

You must determine the clear sky C/N value under clear sky
conditions at the hub.

NOTE

cause your remote modems to overdrive the power on the
satellite.

Following this procedure while the hub is in a rain fade will
adversely affect the performance of uplink power control. This can
A WARNING Y b B
Follow these steps to determine and set the outroute SCPC LB Clear Sky C/N parameter in iBuilder:
Step1 IniMonitor, right-click the line card in the network tree and select Line Card
Stats. Then click OK in the Select Items dialog box. (The line card should
already be selected in the Line Cards area of the dialog box.)

Step 2  Inthe Hub Stats Results pane, determine the value for SCPC LB C/N [dB].

| Histarical 4= et Dast|NDne [Fieal-time) j 4 Restart

Tirnie | Mame | Type-3W | Tx Attempts | Tx Bytes | SCPC LE Cfn [dE] |
2127/2006 %:06:16 M MeshHLC(Z... MI1D1.2076 66 3068 11.88
212712006 9:06:36 AM Mesh HLC(Z... MI1D1.2076 76 3736 11.84
2(27/2006 %:06:56 AM Mesh HLC{Z... MID1.2076 66 2996 11.87
2127/2006 2:07:16 &M Mesh HLC(Z... M1D1.2076 a2 4314 11.88
2127/2006 9:07:36 &M MeshHLC(Z... MI1D1.2076 345 192985 11.88
2127/2006 9:07:56 AM Mesh HLC(Z... MI1D1.2076 604 318320 11.77
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Step 3 IniBuilder, right-click the line card in the network tree and select Modify -
Configuration.

Step4 Inthe Line Card Modify dialog box, enter the value for SCPC LB Clear Sky
C/N determined in step 2.

hezh
v tdesh Enabled
SCPC LE Clear Sky C/AN: |11-8 dE
Hub UPC Margin: £ o

14.11 Set the UPC Margin for a Mesh Outroute

Determine from the hub operator the amount of margin, in dB, that is built into the teleport's UPC
system. iDirect uses this value in its power control algorithm. Once you have determined the
margin, follow these steps to enter that value into iBuilder as the Hub UPC Margin for your mesh
outroute:

Step1 IniBuilder, right-click the line card in the network tree and select Modify -
Configuration.

Step 2 Inthe Line Card Modify dialog box, enter the Hub UPC Margin.

hezh
[v tesh Enabled
SCPC LB Clear Sky CAM: |11-8 dB
Hub UPC Margir: £ o

14.12 Set the Clear Sky C/N Parameters for a Mesh Inroute Group

When commissioning the first remote on a mesh inroute, you must set the clear sky C/N parameter
for the inroute group before setting the initial transmit power for the remote. To accurately
determine the value for clear sky C/N, you must first configure a custom key to disable uplink
power control. Once clear sky C/N is entered, you must delete the key to re-enable uplink power
control.

For complete instructions on remote commissioning, including mesh remotes, see the Installation
and Commissioning Guide for iDirect iINFINITI Series Satellite Routers.

Follow the steps in this section to correctly set the clear sky C/N for the mesh inroute group.

This procedure only applies during commissioning of the first
mesh remote in a mesh inroute group. It should be performed

NOTE after the remote has been acquired by the hub but before setting
the initial transmit power in ibuilder.
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Step 2

Step 3

m{

In iBuilder, right-click the remote in the network tree and select Modify -
Item.

Select the Custom tab in the Modify Remote dialog box.
Configure the following custom key under Hub-side Configuration:
[REMOTE_DEFINITION]

ucp_power_disable = 1

Modify Configuration Object - 7300-5972 [Customized] [Modifed]

Infurmatiun] 1P Cunﬁg] Switch] Qo5 ] Geo Location ] YSAT Custom .Warning Properties

[% Wwarning: Entnies made in these dialog boxes will be merged into thiz modem’s configuration. They may overide

Hub-zide Configuratian

y other zettings you have specified in Builder. Exercize ertreme care when adding configuration parameters here.

Remate-side Configuration

[REMOTE_DEFINITION]
ucp_ power disable = 1

Step 4

Step 5

Step 6

Right-click the remote in the network tree and apply the hub-side
configuration.

In iMonitor, right-click the remote in the network tree and select Probe from
the menu.

In the Remote Power area of the screen, click the Change button.

+% Probe :: Overlay Network, 2045

Femote Power

Telnet Remote

Tranzmit Power YWalue; -3.50 dBm @ PR AT
[ritial Power W alue: -14 dBm

The Telnet client will be launched for establizhing
conhection to the blade or the remote modem.

Blade Remote

Protocol Proceszsaor

Change ... Protocol Laver:  Link Layer ﬂ

Step 7

Working with the satellite operator, adjust the transmit power of the remote
until the contracted Tx Power on the satellite is reached for the TDMA
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carrier. Adjust the power by entering a power setting in New Tx Power and
clicking the Set button.

Change Remote Tx Power

Acceptable Tx Power values are between
-35.00 and 0.00 dBm.

Current T® Power: 35 dBm

M ew Tu Power: 0 dBm

Set Cancel |

Step 8  IniMonitor, right-click the mesh remote in the network tree and select

Control Panel from the menu.

Step9  Select the UCP Info tab.

Step 10 Record the average value displayed in the column Up C/N [db].

General | Events/Condiions | SATCOM | Mesh UCP | SAT Traffic | IP Traffic | Probe | Remote Status £ UCF Info |

[ Historical | 4= Get past|Nnne [Real-time] j 4= R estart

Time: | Date | Up Cn [dE] | Power Adjustment. .. | Symbol OFF, .. | Freq Offset [Hz] |
09:02:19 020706 13.32 0.0 3 1

09:02:39 020706 13,68 0.0 3 1

09:02:59 0207 05 13.86 0.0 3 1

09:03:19 020706 13.29 0.0 3 3

09:03:39 020706 13.29 0.0 3 -2

09:03:59 020706 153.14 0.0 3 1

09:04:19 0z/07 /06 13,08 0.0 3 1

09:04:39 020706 13.29 0.0 3 1

09:04:59 020706 12,80 0.0 3 1

09:05:19 020706 13.08 0.0 3 1

09:05:39 0z/07 /06 13,16 0.0 3 3

09:05:59 020706 13.02 0.0 3 3

09:06:19 020706 12,63 0.0 3 2

Step 11 In iBuilder, right-click the inroute group in the network tree and select

Modify = Item from the menu.

Step 12  Select the Acquisition/Uplink Control tab.
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Step 13 In TDMA Clear Sky C/N, enter the value recorded for Up C/N [dB] from
iMonitor.

Information AchsthﬂUpanCunhull

Acquisition Parameters

Frequency Range: +/-0 Hz
Frequency Inkerval: 450 Hz

plink, Control Parameters

C/M Relative to Mominal: -3.0 -1.0 1.0 3.0

Power Adjust: +2.0 +0.5 +;-0.0 -0.5 -2.0
TOMA Mominal CfM: 9 ]

TOMA Clear-Sky CfN: 13| d&

Step 14 In iBuilder, right-click the remote in the network tree and select Modify -
Item.

Step 15 Select the Custom tab in the Modify Remote dialog box.
Step 16 Delete the following custom key:
[REMOTE_DEFINITION]
ucp_power_disable=1

Step 17 Right-click the remote in the network tree and apply the hub-side
configuration by selecting Apply Configuration = Reliable Hub-Side (TCP)
from the menu.

14.13 Set the TDMA C/N Nominal Parameter for an Inroute Group

Whenever you add an inroute group, you should set the TDMA C/N Nominal parameter on the
Acquisition/Uplink Control tab for that inroute group according to the TDMA carrier modulation
type. The value for TDMA C/N Nominal is determined based on the link budget analysis for your
network, which takes into consideration the modulation and FEC rate of the carrier.

For details on setting this parameter in iBuilder, see “Adding an Inroute Group” on page 109.

251
Network Management System iBuilder User Guide, Release 7.0.1



252
Network Management System iBuilder User Guide, Release 7.0.1



<
15 Adding Mesh Capabilities to a Star Network

Converting a star network to support mesh traffic will require changes to your existing inroute
groups, inroutes and remotes. This chapter documents the prerequisites and procedures for a
successful conversion from a network that supports star traffic only to one that can also carry
mesh traffic. It discusses the following topics:

» “Prerequisites for Converting an Existing Star Network to Mesh” on page 253

e “Recalibrating a Star Outbound Channel for Mesh” on page 253

e “Converting a Star Inbound Channel to Mesh” on page 254

 “Reconfiguring Star Remotes to Carry Mesh Traffic” on page 255

15.1 Prerequisites for Converting an Existing Star Network to Mesh

Prior to converting an existing star network to carry mesh traffic, the following actions should be
taken:

» Perform a new Link Budget Analysis (LBA) to ensure that the equipment is correctly
sized to support mesh. This is discussed in detail in chapter 3, “Mesh Technical
Description,” of the iDirect Technical Reference Guide.

» Verify that the satellite transponder configuration for the hub and each remote is able
to support the mesh architecture. All hubs and remotes must lie in the same
geographic footprint so that they are able to receive their own “loopback” transmissions
to the satellite. This requirement precludes the use of the majority of spot beam and
hemi-beam transponders for mesh networks.

» Verify that all of the following mesh hardware requirements are met:
e A Private Hub supporting mesh must use an externally referenced PLL LNB
* An M1D1 line card must be used to transmit the mesh outroute.

e An M1D1 line card or MOD1 line card must be used to receive the mesh inroute.
(This line card can be the same M1D1 line card used for the mesh outroute.)

» All mesh remotes must be equipped with PLL LNBs.

» Each remote BUC and antenna must be properly sized to close link budget for a
given data rate.

« A mesh remote must be an iINFINITI 5300 or 7300 series modem.

For a detailed discussion of these prerequisites, see chapter 3, “Mesh Technical Description,” of
the iDirect Technical Reference Guide.

15.2 Recalibrating a Star Outbound Channel for Mesh

If you plan to use an existing M1D1 transmit line card to support mesh remotes, you must
recalibrate the line card to determine the clear sky C/N values, and reconfigure the line card in
iBuilder. Follow these steps to recalibrate a star outroute to support mesh remotes:
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Step1l  Right-click the M1D1 line card in the iBuilder’s tree and select
Modify—=>Configuration from the menu.

Step2  Whenthe Line Card dialog box appears, select the Mesh Enabled check box
in the Mesh area of the screen.

Information lWarning F"ruperties] Custum]

Line Card

Mame: |M1 [1-7306
Model Type: |M1D1 -]
Serial Mumber: |?3UE

Derived D (DID):  |5774474

Line Card Type: |

NN

Hub RFT; |

|Jzer Paszword: |iDireu:t

Admin Pazswaord: |iDire::t

Tranzmit Properties

Carrier Mame: |Mesh-IF Downstreann Carrier ﬂ Details...

L-Band Frequency: 1228.000 MHz

LAM IP &ddress
IP Address: | 172 . 18 i az
Subnet bask:; | 2R5 . ¢85 . 255 . 0
[z ateway: | 172 . 18 ] 1
Mesh

[v Mesh Enabled

SCPCLE Clear Sky C/N: {125

dB

Hub UPC Margin 0

Receive Properties

dB

Carrier Mame:

L-Band Frequency: 1238.000 MHz

J Details...

Step3  Click the M1D1 line card in the iBuilder’s tree and select
Modify—=>Configuration from the menu.

Step4  Configure the Uplink Power Control (UPC) parameters for the mesh

outroute:

a Follow the steps in section 14.10 on page 247 to determine and set the

SCPC LB Clear Sky C/N parameter for the mesh outroute.

b  Followthe stepsin section 14.11 on page 248 to determine and set the Hub

UPC margin for the mesh outroute.

15.3 Converting a Star Inbound Channel to Mesh

You can configure either an M1D1 line card or an MODL1 line to receive a mesh inroute. The same
M1D1 line card that transmits the mesh outroute can also receive the mesh inroute.

Whether you are converting an existing inroute to mesh or adding a new mesh inroute, you must
calibrate the inbound carrier and set the Clear Sky C/N parameters for the mesh inroute group.
This must be performed during commissioning of the first mesh remote in the inroute group.
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For details on how to calibrate the inbound channel to support mesh, see section 14.12 on
page 248.

Subsequent mesh inbound channels can be calibrated and added
NOTE  to the network without affecting existing outbound or inbound
channels.

NOTE  There can only be a single inroute in any mesh inroute group.

15.4 Reconfiguring Star Remotes to Carry Mesh Traffic

This section describes the steps necessary to reconfigure an existing star remote to carry mesh
traffic. Once the remote has been reconfigured for mesh, it will be able to send and receive single-
hop traffic to and from other remotes in the mesh inroute group.

Reconfiguring a star remote for mesh involves the following steps:

» Enabling the remote for mesh in iBuilder

e Recommissioning the initial transmit power of the remote and entering the new value
in iBuilder. (This can be achieved without personnel at the remote site.)

» Determining the outbound and inbound Clear Sky C/N parameters for the remote and
entering them in iBuilder

Enabling Mesh for a remote in iBuilder automatically configures the second demodulator on the
remote to receive the mesh inroute. When you apply the new configuration, inroute parameters
such as the carrier frequency, symbol rate, and FEC rate are sent to the remote.

The remote C/N at the hub will typically be higher in a mesh network than in a star network. The
UPC algorithm adjusts the transmit power of all remotes to operate within a common C/N range
at the hub. A remote with a C/N significantly higher or lower than this range will not acquire into
the network.

Incorrect commissioning of a remote may prevent the remote
from acquiring into the network.

NOTE
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Follow these steps to configure an existing remote to carry mesh traffic:

Step1  Right-click the remote in the network tree and select Modify—Item to display
the Remote Modify dialog box.

Information llF‘ Cunfig] Switch] QoS l Geo Location l VSAT ] Warning Properti
Custarmner
Remote [ |
Name: |535D'EE|-I 3 Phore Mumber: li
MDI_:IE| L | 2= j Commizzion Date: li
AR |EE” ’ Contract Mumber: li
Derived ID (DID), 6822657 i
Inroute Group: |Netwc|rk'| IG
User Passward: |i|:'i"3'3t
Adrin Passward: |iDirect
W fchive [ MUSIC Bax
[l [ Dizable Tx Fuhd
Compressian kezh Drigtributor
[~ TCPpayload | | ¥ Enabled Mame: o
[ UDPheader | | SCPCCkarSkyCA: [0 o8 ||| PhoneMumber | |
| UDF payload TOkA LB Clear Sky CAM: ID— dB Bz Humlser li
[ CRTF
Tranzmit Properties Receive Properties
Carrier Mame: |Netwu:urk1 pstream [128K] j Details...| Carrier Mame:
L-Band Frequency: 0.000 MHz L-Band Frequency: 0.000 MHz
Initial Poweer; |.25 dErm
b ax Power: ||:| dBm

Step 2 In the Mesh section of the screen, select Enabled.

Step3  To determine and set the new initial power for the remote follow the steps
in Section 13.2 “Set the Initial Tx Power for a Remote” of the Installation
and Commissioning Guide for iDirect INFINITI Series Satellite Routers.

Step4  To set the Clear Sky C/N parameters for the remote, follow the steps in
Section 13.3 “Set the Clear Sky C/N Parameters for a Mesh Remote” of the
Installation and Commissioning Guide for iDirect INFINITI Series Satellite
Routers.
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Once recommissioned for mesh, a remote will typically have a
higher initial transmit power setting than it had in the star network.

A similar procedure should be followed when moving a remote
NOTE  from a mesh network to a star network, i.e. the initial Tx power
should be adjusted to accommodate the star requirements.
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Appendix A Configuring a Distributed NMS Server

You can distribute your NMS server processes across multiple IBM e-server machines. The
primary benefits of machine distribution are improved server performance and better utilization of
disk space.

iDirect recommends a distributed NMS server configuration once the number of remotes being
controlled by a single NMS exceeds approximately 800. iDirect has certified the new distributed
platform for up to 3000 remotes with iDS 7.0. This number should increase with future releases.

A.1 Prerequisites

Before you begin the configuration process, ensure that you have the following in place:

 Four NMS e-servers, each installed with the same version of NMS software; three of
these servers are used for running various services and the fourth is used as a backup
server. If you already have a single Primary NMS server and a single Backup NMS
server in place, you will need to add two more NMS servers with the same version of
software the current Primary NMS is running.

» IP addresses for all additional NMS servers must be on the same subnet as the
Primary and Backup servers. These servers are on the upstream side.

» If the NMS servers have private IP addresses and you need to access these servers
(for running iBuilder and iMonitor) externally, then you have the following options:
configure a VPN system to allow access to the servers, or NAT the private addresses
to the public addresses and run the iDirect provided script on every client PC that will
run iBuilder and iMonitor clients. See “Running the NAT Script” on page 268 for the
script.

A.2 Distributed NMS Server Architecture

The distributed NMS architecture allows you to match your NMS server processes to e-server
machines however you want. For example: you can run all server processes on a single platform
(the current default); you can assign each server process to its own machine; or you can assign
groups of processes to individual machines.

Server configuration is performed one time using a special script distributed with the nms_servers
installation package. Once configured, the distribution of server processes across machines will
remain unchanged unless you reconfigure it. This is true even if you upgrade your system.
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The only supported distribution scheme is shown in the figure below.
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Figure A-1: Sample Distributed NMS Configuration

This configuration has the following process distribution:

NMS Server 1 (Primary) runs the configuration server (cfgsvr), and the Protocol

Processor controller process.

NMS Server 2 (Auxiliary) runs only the Statistics server (nrdsvr).

NMS Server 3 (Auxiliary) runs the Event server (evtsvr) and the Latency Server

(latsvr). The latsvr is not shown in this diagram.

A.3 Logging on to iBuilder and iMonitor

From the iBuilder or iMonitor user’s perspective, a distributed NMS server functions identically to
a single NMS server. In either case, users provide a user name, password, and the IP address or
Host Name of the NMS configuration server when logging in. The configuration server stores the
location of all other NMS servers and provides this information to the iBuilder or iMonitor client.

Using this information, the client automatically establishes connections to the server processes on

the correct machines.
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A.4 Setting up a Distributed NMS Environment

You may set up or modify a Distributed NMS environment at any time while your network remains
operational. However, you will be required to stop your NMS server processes briefly and restart
them on the new machine(s) for the new configuration to take effect.

There is a slight probability that problems will occur if the
database server process should exit during the reconfiguration.

NOTE  You can avoid this possibility by stopping your NMS processes
prior to setting up the new configuration. In that case, the NMS
outage will be slightly longer.

To configure a distributed NMS, you will run the script NMS-configuration-client.pl. This script
resides on the primary NMS server. When executed, it queries the local subnet, determining the
IP addresses of all NMS server machines and the current assignment of NMS processes to server
machines. The script then asks you to specify the new distribution and updates the assignments
before exiting. You then restart the NMS processes.

To configure a distributed NMS and retain historical data, begin with Step 1. To configure a
distributed NMS and not retain historical data, begin with Step 9.

Step1  Verify that all four servers are configured with correct IP addresses, there
is IP connectivity between all the of the servers, and that iDirect NMS

software is installed on each server such that NMS server 1, 2, and 3 are
installed as primary and NMS server 4 is installed as backup.

Step2  Log ontothe NMS 2 as root.
Step3  Stop the NMS processes on the server by entering the following command:

service idirect _nms stop
Step4  Repeat Step 2 and Step 3 on NMS 3.

Step5 Logontothe NMS 1 as root.
Step 6  Change your directory as follows:

cd /var/lib/mysql/nrd_archive
Step7  To copy the database from NMS 1 to NMS 2, enter the following command:

scp * root@x.x.x.x:/var/lib/mysql/nrd_archive/

Where,
X.X.X.X represents the IP address of NMS 2.
Step 8  Repeat Step 7 and replace x.x.Xx.x with the IP address of NMS 3.

Step 9  Establish an SSH connection to the NMS 2 as root and convert it to the new
configuration by entering the following command:
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Step 10

Step 11

/home/nms/utils/db_maint/DB-Conversion.pl

When the DB-Conversion.pl script completes, restart the NMS
configuration by entering the following command:

service idirect_nms start nms_config

Repeat Step 9 and Step 10 for NMS 3.

The following steps must be done during a maintenance window as network downtime will

occur.
Step 12

Step 13

Step 14

root@x3550 ~

Logon to NMS 1 as root.
Stop the NMS services by entering the following command:

service idirect_nms stop

Run the conversion script by entering the following command:

/home/nms/utils/db_maint/NMS-configuration-client._pl

The conversion script prompts you to select which services are to run on
which servers. At a minimum, the nrdsvr runs on NMS 2; the evtsvr and
the latsvr run on NMS 3. Then nmssvr, nms_config, nms_monitor,
cntrl, revsvr, and snmpsvr run on NMS 1.

Enter the number of the respective NMS when prompted. Sample output is
shown below.

# /home/nms/utils/db_maint/NMS-configuration-client._pl

NMS Config Client >>> Looking for NMS installations with bcast
255.255.255.255, please wait...

From NMS.ServerConfiguration on computer with 192.168.76.82 :

127.0.0
127.0.0
127.0.0

0.0

1
1
1
127. 1

nms_cfg_server_ip
nms_evt_server_ip
nms_lat_server_ip
nms_nrd_server_ip

From NMS.ServerConfiguration on computer with 192.168.76.80 :

192.168.76.80
192.168.76.80
192.168.76.80
192.168.76.80

nms_cfg_server_ip
nms_evt_server_ip
nms_lat_server_ip
nms_nrd_server_ip

From NMS.ServerConfiguration on computer with 192.168.76.65 :

127.0.0.1
127.0.0.1

nms_cfg_server_ip
nms_evt_server_ip
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127.0.0.1 nms_lat_server_ip
0.0.1

127.

nms_nrd_server_ip

From NMS.ServerConfiguration on computer with 192.168.76.67 :

127.0.0.1 nms_cfg_server_ip
127.0.0.1 nms_evt_server_ip
127.0.0.1 nms_lat_server_ip
127.0.0.1 nms_nrd_server_ip

NMS Config Client
1

NMS Config Client
192.168.76.82

NMS Config Client

1
NMS Config Client

NMS Config Client

3
NMS Config Client

NMS Config Client

NMS Config Client

NMS Config Client

NMS Config Client

NMS Config Client
NMS Config Client

>>>

>>>

>>>

>>>

>>>

>>>

>>>

>>>

>>>

>>>

>>>
>>>

192.168.76.82 (D)
192.168.76.80 2
192.168.76.65 €))
192.168.76.67 4

Please enter index for MySqgl server
(use number in parentheses above)

Server MySgl assigned to IP address

Please enter index for CFG server

(use number in parentheses above)

Server CFG assigned to IP address 192.168.76.82

Please enter index for EVT server
(use number in parentheses above)

Server EVT assigned to IP address 192.168.76.65

Please enter index for NRD server
(use number in parentheses above)

Server NRD assigned to IP address 192.168.76.80

Please enter index for LAT server
(use number in parentheses above)

Server LAT assigned to IP address 192.168.76.65

storing to NMS table ServerConfiguration
Done

Step 15 Start all services on NMS 1 by entering the following command:

service idirect_nms start
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Step 16 Log on to NMS 2 and repeat Step 15.

Step 17 Log on to NMS 3 and repeat Step 15.

A.5 Removing the SNMP Proxy Server from Auxiliary NMS Servers

Before you continue, you must remove the SNMP proxy service from NMS 2 and NMS 3. To
remove the snmpproxy from NMS 2 and NMS 3, perform the following:

Step1l Loginto NMS 2 as root.
Step2  Enter the following command:

rpm --erase nms_sSnmpproxy

The snmpproxy service is erased from the server.

Step 3 Verify that the snmpproxy service is no longer running by entering the
following command:

service idirect nms status

A list of all of the services that are running on the logged in machine
displays.

Step4  Repeat these steps for NMS 3.

The SNMP proxy service is removed from the servers.

A.6 Regenerating the Options Files

Now that you have removed the SNMP proxy from the servers, you are ready to regenerate the
options files. The steps to do this follow:

Step 1 Log on to NMS 1 as root.
Step 2  Enter the following command:

telnet 0 14123

Step 3  Enter the Username and Password when prompted as follows:

Username: admin
Password: iDirect

Step4  Enter the following commands:

cfg status recalc netmodem.*
cfg status recalc rmtdef.*
cfg status recalc netdef.*
cfg status recalc ppglobal_*
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Once these commands have been entered successfully, all the
NOTE devices (remote, HLC, network, PP) will display “Changes

Pending” in iBuilder. Downtime will be incurred while devices
reboot.

Step5 LaunchiBuilder and apply the changes in the following order: all remotes,
all Hub Line Cards, network, and Protocol Processor.

A.7 Granting Read Permissions to NMS 2 and NMS 3

Now that you have regenerated the options files, you are ready to grant “read” permissions to NMS
2 and NMS 3. Follow these steps to change the permissions:

Step1l Log onto NMS 1 and enter the following command:

mysql --exec=“GRANT ALL ON *.* TO “root”@”’x.X.X.X"~”
Where,

X.X.X.X represents the IP address of NMS 2.
Step 2  Enter the following commands to flush the register:

mysqgl --exec=“FLUSH PRIVILEGES”
Step3  Repeat these steps and replace x.x.x.x with the IP address of NMS 3.

Step4  Restart the Event and NRD servers to force a reconnection to the config
server using the new permissions.

To verify that the new permissions have been correctly configured, perform the following step on
both NMS 2 and NMS 3:

Stepl  Enter the following command from the command line prompt:

mysgl --host=x.x.x.x

Where,
X.X.X.X represents the IP address of NMS 1.

If this command immediately connects you to the mysql prompt on NMS 1, then the new
permissions have been correctly configured on the server from which you are connecting.
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A.8 Assigning QoS Profiles

Once you have set up your distributed NMS, you must redirect your IP packets for remote NMS

traffic to the correct NMS servers by modifying the NMS Service Levels in your Upstream and
Downstream Traffic Profiles.

For the Upstream Traffic Profile, modify the Service Levels as follows:

» Assign the destination IP address for NMS_TCP to NMS 1
e Assign the destination IP address for NMS_UDP to NMS 2
» Assign the destination IP address for NMS_ICMP to NMS 3

For the Downstream Traffic Profile, modify the Service Levels as follows:

» Assign the source IP address for NMS_TCP to NMS 1
» Assign the source IP address for NMS_ICMP to NMS 3

For each of the above Service Levels, (the Upstream Traffic Profile is shown in this example)
follow these steps to reassign the destination IP address of the upstream traffic:

Step1 Inthe iBuilder tree, right-click the Default Traffic Profile folder and select
Modify = Item.

Step2 Inthe Service Levels area of the dialog box, select the appropriate Service

Level for the IP packet type you want to modify. (NMS_UDP, NMS_TCP or
NMS_ICMP).

Modify Configuration Object - Default Upstream Profile [Modified]

Information ]

Upstream Traffic Profile

Profile Mame: JDEfault Upstream Prafile

| Service Levels ﬂ ﬂ
' ] Service Level ] Tupe J Scheduling ] [Diepth ms 1 Drop ~
T R i priority [F1 - Hig... OLDEST

B MHS_UDP 1 priofty [P1 - Hig... 250 OLDEST
] MMS_ICMP 1 priorty [F1 - Hig... 250 OLDEST

||l UCOF 1 cost_bazed (0101 250 OLDEST =
1 T1CP A cost_bazed (0.50] 20 OLDEST
B DEFAULT 1 cozt bazed (0.501 250 OLDEST ]
< | >

Add... Edit... Delete

Flules
SERYICE LEYEL :: NMS_TCP .
PROTOCOL = TCP AND DEST_IP_ ADDR =192 1681011

Step 3  Inthe Rules area of the dialog box, select the Rule for that traffic and click
the Edit button.
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Step4  Change the Destination IP address to match the NMS server’s IP address
for this type of traffic. (TCP traffic must be routed to config server, UDP
traffic to nrd server, and ICMP traffic to both evt server and lat server.)

Edit Rule of NM5_TCP

[ Source [P ; | dibtet b Ak |

¥ Destination P
[ Same az Source  |= - | 192 188 0 10 . M 5ubneth~1ask:| v 0T

5 P
I HDaLriE:S o Range: | b 3k
Frar; | J To | g J i'

Step5  There will be “Changes Pending” on all remotes. Apply the changes.

A.9 Verifying Correct Operation

Now that you have completed the configuration steps, the cfgsvr, nrdsvr, evtsvr, and latsvr
should all be running on the appropriate servers. To ensure proper operation, you must verify that
no service is running on more than one server. Enter the following command on each server and
verify that the correct services are running:

ps -ef | grep svr | grep -vi mysgl | grep -vi logger

A list of running services displays.

If a service is running on a server that it should not be, use the following command to kill the
service:

killall service

Where,

service represents the name of the service

For example, if the evtsvr process is running on NMS 1, enter the following
command to kill the process:

killall evtsvr

Verify that your servers are configured to run dbBackup and dbRestore. For configuration
procedures, refer to the iDirect NMS Redundancy technical note, which is available for download
on the TAC web page located at http://tac.idirect.net.
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A.10 Running the NAT Script

The iDirect NAT script translates private IP addresses to public IP address so that you can run
iBuilder and iMonitor from an external source. This section describes how to run the script for
iBuilder and iMonitor.
The steps for running the script for iBuilder are as follows:

Step1l  On your PC or laptop, open Note Pad.

Step2  Copy the following lines into Note Pad:

@ECHO OFF
SET ENV_NRD_NMSAPI_IPADDR= X.X.X.X

Where,

X.X.X.X represents the IP address of NMS 2
SET ENV_EVT_NMSAPI_IPADDR= X.X.X.X

Where,

X.X.X.X represents the IP address of NMS 3

SET ENV_LAT _NMSAPI_IPADDR= X.X.X.X
Where,

X.X.X.X represents the IP address of NMS 3
ibuilder.exe

Step 3  Rename the Note Pad file to ibuilder.bat.

Step 4  Save the file to the same directory where iBuilder is located.
The steps for running the script for iMonitor are as follows:

Step1l  On your PC or laptop, open Note Pad.

Step2  Copy the following lines into Note Pad:

@ECHO OFF

SET ENV_NRD_NMSAPI_IPADDR= X.X.X.X
Where,

X.X.X.X represents the IP address of NMS 2
SET ENV_EVT_NMSAPI_IPADDR= X.X.X.X
Where,
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X.X.X.X represents the IP address of NMS 3
SET ENV_LAT NMSAPI_IPADDR= X.X.X.X

Where,

X.X.X.X represents the IP address of NMS 3
imonitor.exe

Step 3  Rename the Note Pad file to iMonitor.bat.

Step4  Save the file to the same directory where iMonitor is located.

A.11 Managing a Distributed NMS

The various forms of the NMS-configuration-client.pl command are shown here. It is unlikely that
you will need to use any command arguments when configuring your distributed NMS.

# _/NMS-configuration-client.pl -h

NMS-configuration-client.pl [-cd=NAME] [-ad=NAME]
[-udp=UDPPORT] [-bcast=BCASTADDRESS]

-cd : Change config database from [nms]

-ad : Change archive database from [nrd_archive]
-udp: Change default UDP port [70123]

-bcast: Change default bcast address[255.255.255.255]

The NMS-domain-commands.pl command stops, starts or restarts the NMS server processes on
all NMS machines. You can run the command on any of the server machines.

The various command forms are:

# ./NMS-domain-commands.pl -h

Usage:

NMS-domain-commands.pl [-udp=UDPPORT] [-exec="'"'<command> <server name>
<server name> _._."

-udp : Change defualt UDP port [70123]
<command> is <start | stop | restart | reload | status >

<server name> is <nmssvr | evtsvr | nrdsvr | latsvr | cntrisvr | snmpsvr
| nms_monitor>

For example, the following two commands show the status of NMS server processes. The first
example shows the status of all processes. The second example shows the status of the
nms_monitor process.
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./NMS-domain-commands.pl -exec="'status"
./NMS-domain-commands.pl -exec="'status nms_monitor"

The following three commands start, restart and stop server processes, respectively. The first
example starts the evtsvr process. The second example restarts the latsvr process. The final
example stops all processes.

./NMS-domain-commands.pl -exec="'start evtsvr"
-/NMS-domain-commands.pl -exec="restart latsvr"
-/NMS-domain-commands.pl -exec="stop"

An example of the output for NMS-domain-commands.pl script is presented below:

# ./NMS-domain-commands.pl -exec="'status"

+++++++++++H+H
Using configuration from MySQL NMS.ServerConfiguration table on computer
127.0.0.1:

>>>>> 10.11.64.71:

nms_config (pid 22540) is running...
nmssvr is stopped

cntrisvr is stopped

latsvr (pid 22596) i1s running...
snmpsvr is stopped

nms_monitor is stopped

>>>>> 10.11.64.72:

nms_config (pid 1628) is running...
evtsvr (pid 1744) is running...
nrdsvr (pid 1681) is running...
snmpsvr (pid 1712) is running...
nms_monitor is stopped

A.12 dbBackup/dbRestore and the Distributed NMS

The dbBackup and dbRestore scripts are completely compatible with the new distributed NMS.
You may choose to have one-for-one or one-for-n redundancy for your NMS servers.

One-for-n redundancy means that one physical machine will back up all of your active servers, If
you choose this form of redundancy, you must modify the dbBackup.ini file on each NMS server
to ensure that the separate databases are copied to separate locations on the backup machine.

The figure below shows three servers, each copying its database to a single backup NMS. If NMS
1 fails, you will not need to run dbRestore prior to switchover since the configuration data will have
already been sent to the backup NMS. If NMS 2 or NMS 3 fails, you will need to run dbRestore
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prior to the switchover if you want to preserve and add to the archive data in the failed server's

database.

MMS 1

e

nms config DB

Backup NMS

Copy to Location

|~ 1 and reslore |

NMS 2

G
=

MRD archive
DB

Copy to Location

2 (no restore)

NMS 3

Copy to Location

(R
e

EVT archive
DB

3 (no restore)

nms config OB

Figure A-2: dbBackup and dbRestore with a Distributed NMS
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Glossary of Terms and Acronyms

A process where by the satellite modem locks onto the proper satellite

Acquisition carrier.
ACU Antenna control unit.
ADC Analog-to-Digital Converter. A device that converts analog signals to a
digital representation.
Method of signal transmission in which information is relayed by
Anal continuously altering the wave form of the electromagnetic current. An
halog analog signal is responsive to changes in light, sound, heat and
pressure. See also digital.
Device for transmitting and receiving radio waves. Depending on their
Antenna use and operating frequency, the form on an antenna can change from a

single piece of wire to a dish-shaped device.

Antenna Alignment

The process of optimizing the orientation of a satellite antenna's main
direction of sensitivity towards the satellite to maximize the received

(pointing) signal level and to minimize the chance of receiving unwanted
interference from other satellite systems.
A cross sectional area of the antenna which is exposed to the satellite
Aperture :
signal.
Point in an elliptical satellite orbit that is farthest from the surface of the
Apogee
earth.
A communications strategy that uses start and stop bits to indicate the
beginning and end of a character, rather than using constant timing to
Asynchronous transmit a series of characters. Asynchronous methods are especially

efficient when traffic comes in bursts (and not regularly paced). Modems
and terminals are asynchronous communications devices.

Attenuation

Weakening, usually measured in decibels, of a signal (loss) that occurs
as it travels through a device or transmission medium (e.g. radio waves
through the atmosphere).

Attitude Control

The orientation of the satellite in relationship to the earth and the sun.

Azimuth

The horizontal co-ordinate used to align the antenna to the satellite. See
also Elevation.

Bandwidth

The amount of data a cable can carry; measured in bits per second
(bps) for digital signals, or in hertz (Hz) for analog signals. A voice
transmission by telephone requires a bandwidth of about 3000 cycles
per channel (3KHz). A TV channel occupies a bandwidth of 6 million
cycles per second (6 MHz) in terrestrial systems. In satellite based
systems a larger bandwidth of 17.5 to 72 MHz is used to spread or
“dither” the television signal in order to prevent interference.

Baud

The number of times an electrical signal can be switched from one state
to another within a second.

Bit Error Rate (BER)

The ratio of the number of information bits received in error to the total
number of bits received, averaged over a period of time. It is used as an
overall measure of the quality of a received digital bit stream.
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The number of bits transmitted within a second (bps) in a digital

Bit Rate communication.
Broadcast Sending a single message to all the nodes of a network.
Band of frequencies used for satellite and terrestrial communications.
C band Most communications satellites use a range from 4 to 6 gigahertz (billion
an cycles per second). Requires larger ground antennas, usually twelve
feet in diameter, for television reception.
c it A proportion of the satellite’s bandwidth which is used to establish one
apacity or more communication channel.
Carrier The basic radio, television, or telephony transmit signal. The carrier in

an analog signal.

Carrier Frequency

The rate at which the carrier signal repeats, measured in cycles per
second (Hertz). This is the main frequency on which a voice, data, or
video signal is sent. Microwave and satellite communications
transmitters operate between 1 to 14 GHz.

A band of radio frequencies assigned for a particular purpose, usually
for the establishment of one complete communication link, or a path for

Channel an electrical signal. Television signals require a 6 MHz frequency band
to carry all the necessary picture detail. Channel frequencies are
specified by governmental agencies.

CIR See Committed Information Rate.

Coaxial Cable

A transmission line in which the inner conductor is completely
surrounded by an outer conductor, so that the inner and outer conductor
are coaxially separated. The line has a wide bandwidth capacity which
can carry several television channels and hundreds of voice channels.

Two or more satellites occupying approximately the same geostationary

Collocated orbital position. To a small receiving antenna the satellites appear to be
(satellites) exactly at the same place. The satellites are kept several kilometers
apart in space to avoid collision.
Committed
Information Rate | The guaranteed network bandwidth availability.
(CIR)

Common Carrier

An organization which operates communications circuits. Common
carriers include the telephone companies as well as the owners of the
communications satellites.

Communications
Satellite

A satellite in Earth orbit which receives signals from an Earth station and
retransmits the signal to other Earth stations.

COMSAT

Communication Satellite Corporation, the U.S. signatory for INTELSAT.

Continuous Wave

Signal consisting of a single frequency especially used in testing satellite

(CW) modems and antennas.
The standard unit used to express the ratio of two power levels. It is
Decibel (Db) used in communications to express either a gain or loss in power
between the input and output devices.
A television set-top device that converts an electronically scrambled
Decoder

television picture into a viewable signal.
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Delay

The time it takes for a signal to go from the sending station through the
satellite to the receiving station (around one-quarter of a second).

Demodulator

A satellite receiver circuit which extracts or “demodulates” the desired
signals from the received carrier.

Digital

Representation of information as bits of data for transmission. Digital
communications technology permits higher transmission speeds and a
lower error rate than analog technology. As an analog signal is received
and amplified at each repeater station, any noise is also amplified. A
digital signal, however, is detected and regenerated (not amplified), and
any noise is lost unless it corresponds to a value that the regenerator
interprets as digital signal.

Dish

Slang for parabolic antenna.

Downlink

The part of the satellite communications link that involves signal
retransmission from the satellite and reception on the ground. See also
Uplink.

Downstream Carrier

Downstream carrier (synonymous to outbound carrier) is the carrier from
the Hub to the remote modem, via the satellite.

Duplex

Two-way communications. The telephone line is full duplex in that both
directions of communication occur at the same time. Walkie-talkie
communications is half-duplex— only one party may transmit at a time.

Earth Station

A combination of devices (antenna, receivers) used to receive a signal
transmitted by one or more satellites.

The upward tilt (vertical coordinate) of a satellite antenna measured in

Elevation degrees, required to align the antenna with the communications
satellite. See also Azimuth.
Elliotical Orbit Orbits in which the satellite path describes an ellipse, with the Earth
iptical ©rbi located at one focus.
A device used to electronically alter a signal so that it can only be
Encoder

understood on a receiver equipped with a special decoder.

Equatorial Orbit

An orbit with a plane parallel to the Earth’s equator.

Excess Information

The bandwidth over and above the committed information rate that a
device is allowed to use without guaranteeing that the data will always

Rate (EIR) be delivered to its destination.
Forward Error Correction is an error correction method that adds
FEC redundant bits to a bit stream, so that the receiver can detect and
correct errors in transmission.
FEC Block The basic FEC unit is a FEC block.
Feed 1) The transmission of video content from a distribution center.
ee

2)The feed system of an antenna.

Focal Length

Distance from the center feed to the center of the dish.

Footprint

The geographic area over which a satellite antenna receives or directs
its signals.
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Slots left in the dynamic sub-frame after all stream, guaranteed (CIR)
and preemptive (EIR) bandwidth requests are satisfied. Free slots are

Free Slots allocated to all VSATSs (up or down), except the master, in a round-robin
fashion.
The number of times that an alternating current goes through its
Frequency complete cycle in one second of time. One cycle per second is also
referred to as one hertz.
A process designed to eliminate frequency interference between
Frequency

Coordination

different satellite systems or between terrestrial microwave systems and
satellites.

Full duplex

Transmission that occurs in both directions simultaneously over the
communications media (e.g. telephone).

Geostationary

An satellite orbiting Earth at such speed that it appears to remain

satellite stationary with respect to the earth’s surface. See also Clarke Orhit.
A satellite orbiting Earth at Earth’s rotational speed and at the same
direction. A satellite in geosynchronous orbit is known as a
Geosynchronous | geosynchronous or geostationary satellite. The orbit is “synchronous”
satellite because the satellite makes a revolution in about 24 hours. The

satellites are about 35,800 kilometers (22,350 miles) above Earth, and
they appear to be stationary over a location.

Ground Segment

All the Earth stations that are operating within a particular satellite
system or network.

Ground Station

A radio station, on or near the surface of the Earth, designed to transmit
or receive to/from a spacecraft.

Guaranteed
Bandwidth

The capability for transmitting continuously and reliably at a specified
transmission speed. The guarantee makes it possible to send time-
dependent data (such as voice, video, or multimedia) over the line.

Guaranteed Slots

Slots configured per VSAT and made available to that VSAT upon its
request. When the queue is depleted, these slots are taken away by the
master and distributed to other requesting VISNs as preemptive slots.

Guard Band
(guardband)

A thin frequency band used to separate bands (channels) in order to
prevent interference and signal leakage.

Guard Channel

Unused frequency space between carriers that prevents adjacent
carriers from interfering each other.

A communications form in which transmissions can go in only one
direction at a time. With half-duplex operation, the entire bandwidth can

Half Duplex be used for the transmission. In contrast, full-duplex operation must split
the bandwidth between the two directions.
. The upper part of the Ku band downlink frequency range, from 11.7 GHz
High Band to 12.75 GHz.
High Power Amplifier. Earth station equipment that amplifies the
HPA transmit RF signal and boosts it to a power level that is suitable for

transmission over an earth-space link.
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Hub Radio Frequency Terminal - Equipment that includes the antenna,
U/C (up Converter), D/C (Down Converter) HPA, and LNA, which

Hub RFT provides the up and down conversion of signals in a satellite-based
network.
Intermediate Frequency. The frequency range 70 t0140 MHz used for
the distribution of satellite signals from the LNB at the dish to the user’'s
IF satellite receiver. It is always used in direct-to-home systems and is the

most suitable for distribution of digital signals in communal systems — IF
systems.

Inbound Carrier

See Upstream Carrier.

Inclination

The angle between the orbital plane of a satellite and the equatorial
plane of the Earth.

Indoor Unit (IDU)

The satellite modem and indoor devices (in contrast to outdoor units,
ODU).

Information Rate

The user data rate including IP headers plus iDirect overhead. The
downstream overhead is approximately 2.75% of the information rate.

INTELSAT

International Telecommunications Satellite Organization. Agency that
operates a network of satellites for international transmissions.

Interfacility Link
(IFL)

The cable that connects the indoor unit with the outdoor unit.

Intermediate
Frequency (IF)

Generally, 70 MHz or 140 MHz.

Ka band The frequency range from 18 GHz to 31 GHz.
Frequency range from 10.9 GHz to 17 GHz, increasingly used by
Ku Band communications satellites. Requires smaller ground antennas, usually
four feet (1.2 meter) in diameter.
L-Band The frequency range from 0.5 GHz to 1.5 GHz.
Low Noise Amplifier — The preamplifier between the antenna and the
LNA earth station receiver. For maximum effectiveness, it should be located
as near the antenna as possible, and is usually attached directly to the
antenna receive port.
Low Noise Block Converter is the converter on the down link that takes
LNB the Ku, Ka, or C-Band signal from the satellite and converts it to a lower

frequency (L-band) signal that can be fed through the IFL cable to the
modem.

Low Earth Orbit
(LEO) satellite

Satellites that are not stationary from a fixed point on earth and have the
lowest orbit of all communication satellites. Most handset-to-satellite
systems are based on LEO satellites using L-Band.

Low Noise Amplifier

The preamplifier between the antenna and the Earth station receiver.
For maximum effectiveness, it must be located as near the antenna as

(LNA) possible, and is usually attached directly to the antenna receive port.
Marai The amount of signal in dB by which the satellite system exceeds the
argin minimum levels required for operation.
. . Techniques that allows a number of simultaneous transmissions to
Multiplexing

travel over a single circuit.
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OoDuU

Outdoor unit, such as an antenna dish.

Outbound Carrier

See Downstream Carrier.

The range of frequencies handled by a satellite translator or

Passband transponder.
Perigee The point in a satellite’s orbit where it is closest to Earth.
L Design technique used to increase the capacity of the satellite
Polarization

transmission channels by reusing the satellite transponder frequencies.

QPSK (Quadrature
Phase Shift Keying)

Digital modulation scheme used in transmission communications to
allow increased sending capacity.

Loss of signal at Ku or Ka Band frequencies due to absorption and

Rain Outage increased sky noise temperature caused by heavy rainfall.
A sophisticated electronic communications relay station orbiting 22,237
Satellite miles above the equator moving in a fixed orbit at the same speed and
direction of the Earth (about 7,000 m.p.h. east to west).
Satellite The use of geostationary orbiting communication satellites to relay

Communications

transmission from one Earth station to another or to several Earth
stations. It takes only three satellites to cover the whole Earth.

Satellite Pass

Segment of orbit during which the satellite “passes” nearby and in the
range of a particular ground station.

Shared hub

Satellite communications operations center that is shared among
several separate network users; often used for VSAT operations.

Single-Channel-Per-
Carrier (SCPQC)

A method used to transmit a large number of signals over a single
satellite transponder.

SNR

Signal to Noise Ratio - In analog and digital communications, signal-to-
noise ratio, (S/N or SNR), is a measure of signal strength relative to
background noise. The ratio is usually measured in decibels (dB).

Spillover

Satellite signal that falls on locations outside the beam pattern’s defined
edge of coverage.

Subcarrier

In satellite television transmission, the video picture is transmitted over
the main carrier. The corresponding audio is sent via an FM subcarrier.
Some satellite transponders carry as many as four special audio or data
subcarriers.

Symbol Rate

Symbol Rate refers to the number of symbols that are transmitted in one
second. From the symbol rate, you can calculate the bandwidth (total
number of bits per second) by multiplying the bits per symbol times the
symbol rate.

TDM (Time Division

A type of multiplexing where two or more channels of information are
transmitted over the same link by allocating a different time interval

Multiplexing) (“slot” or “slice”) for the transmission of each channel. (i.e. the channels
take turns to use the link.)
TDMA (Time A communications technique that uses a common channel (multipoint or
Division Multiple | broadcast) for communications among multiple users by allocating
Access) unique time slots to different users.
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Transmission
Control Protocol

(TCP)

A protocol developed for the internet to get data from one network
device to another; TCP uses a retransmission strategy to ensure that
data will not be lost in transmission.

Transmission Rate

Includes all over-the-air data. This includes the user data (information
rate), iDirect overhead, and FEC encoding bits.

A device in a communications satellite that receives signals from the

Transponder earth, translates and amplifies them on another frequency, and then
retransmits them.
UHE Ultra High Frequency. Band in the 500-900 MHz range, including TV
channels 14 through 83.
Uplink The Earth station used to transmit signals to a satellite and the stream of
piin signals going up to the satellite.
Upstream Upstream carrier (synonymous to inbound carrier) is the carrier from the
Carrier remote modem to the Hub, via the satellite.
VHE Very High Frequency, Refers to electromagnetic waves between
approximately 54 MHz and 300 MHz.
VSAT Very Small Aperture Terminal. Means of transmission of video, voice,

and data to a satellite. Used in business applications.
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Index

A

accelerated GRE tunnels 133
acquisition aperture length 73
activating
remotes 177
active users pane 227
antenna 61
antenna, adding 61
applying changes to roaming remotes 199
applying configurations 190

B

bandwidth
adding 68
beam selection
see beam switching
beam switching for roaming remotes 152
before you start
information needed 11
preparing equipment 12
blades
adding 85
BUC 143 to 144
button

accept changes 18
right mouse 29

C

carrier

acquisition aperture length 73
adding downstream 69

adding upstream 71, 74

information rate 73

large block 73

small block 73

symbol rate 73

transmission rate 73
uplink/downlink center frequency 73

carrier grooming 107
chassis

A

adding the initial hub chassis 171
configuring and controlling 172
installing 12

setting the IP address 171

choose details

feature 40
view 40

cloning

profiles
within opposite stream folder 160
within same folder 160

remotes 145

user accounts 225

CNO User Groups

adding and modifying 218
visibility and access 217

commissioning line cards

See hub commissioning 235
comparing configurations 188
compression

CRTP performance characteristics 156
enabling compression types on remotes 153
RTP header compression performance char-
acteristics 156
TCP payload compression 155
UDP header compression 155
UDP header compression performance char-
acteristics 155
UDP payload compression 156
UDP payload compression compared to TCP
payload compression 156
configuration changes 37
accepting 53
configuration state 49
changing 52
configurations
changes on roaming remotes 198
comparing 188
deleting 182
downloading
canceling 192
chassis 193
line card 194
network 194
protocol processor 193
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using revision server 207
modifying 182
saving

TCP vs. UDP 196
saving to single elements 193
status 49

uploading last modified vs. existing 183
uploading multiple modified vs. existing 186

viewing 182
context menu button 29
converters
adding 62
CRTP 156
CRTP performance characteristics 156
customers

adding 121 to 122
listing on remotes 121

D

database locking 233
deactivating

remote 177
details

choosing 40
choosing details feature 40
creating sets of 40
view 38
DHCP 127
distributors

adding 121 to 122
listing on remotes 121

DNS 127
down converter 61
adding 62
downloading
concurrently to remotes and hub 201
images
TCP 207
interactions 205
multicast 202
multiple images 202
out of network remotes 204
using revision server 207
downloading configurations 190

canceling 192
chassis 193

A

line card 194
network 194
protocol processor 193

E

elements 19

F

failover, line cards 101
FEC blocks 71

find toolbar 32

folders 19

adding entries 22
BUCs 19
customers 20
distributors 19 to 20
empty 20
Hub RFT components 20
LNBs 19
manufacturers 19
operators 20
QoS profiles 19
remote antenna components 19
top level of 22
free slot allocation 110
frequency hopping 108
frequency translation 63

G

geo location
remotes 142
globe

sorting
globe
hide element 25
tree 25

globe, iDirect 19
GRE tunnels 133
guest user 232

H

high power amplifier See HPA
HPA 61
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adding 64

hub commissioning 235 to 251

1 dB compression test 244
downloading line cards using iSite 239
setting C/N for mesh inroute 248
setting C/N for mesh outroute 247
setting IP address on line card 237
setting tx power on line card 245

<

using NMS GUI 23
IP configuration on remotes 123 to 134
iSCPC
adding upstream SCPC carriers 74
carrier assignment to remotes 120
downstream carriers 69

iSCPC line cards 99
iSCPC remotes 116

setting UPC margin for mesh outroute 248 overview 8
Hub RFT iSite 13

adding 82 using to download a line card 239
Hub RFT Components 61
hubs L

assigning inroute groups 111
LAN

| interface 125
remotes 123 to 126

iBuilder large block 73
description 13 latitude
images 201 legend 36
compatible versions 201 line cards
downloading 201 .
: . adding
interactions 205 .
receive 97
out of network 204
standby 101
TCP 207 ;
transmit 94

downloading multiple units 202
UDP multicast 202

iMonitor

description 13
information rate 73

NetModems vs. Series models 71, 73
inroute groups

adding 107

assigning to hubs 111

description 107

enabling CRTP for mesh remotes 111

enabling for mesh 110

enabling UDP header compression for mesh re-

transmit/receive 94
automatic failover 101
commissioning See hub commissioning
configuring for mesh 96
downloading using iSite 239
failover sequence 104
failure recovery 106
free slot allocation 110
iISCPC line cards 99
setting tx power 245
Tx vs. Rx-only 103
types supporting mesh 94

LNB 143 to 144

motes 111 locking
enabling UDP payload compression for mesh database 233
remotes 110 logging in 16

mesh-enabled, described 108
uplink control parameters 113

installation

passwords 16
to other servers 17

longitude
interface teleport 78
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M adding receive 97
adding transmit 94
main toolbar 32 adding transmit/receive 94
management interface 125 NMS
mesh applications 12
adding a mesh inroute group 110 distributed NMS server 259
adding a mesh line card 96 main components 11
configuring remotes for mesh 119 multiple users accessing 17
configuring TCP as single-hop traffic 111 servers used 14
converting a network from star to mesh 253 to setting up a distributed environment 261

257

converting a star inroute to mesh 254 o
enabling CRTP per inroute group 111

enabling UDP header compression for mesh in- ODU Tx 10 MHz 63

route groups 111
enabling UDP payload compression for mesh in- ODU Tx DC power 63

route groups 110 options files 181
hardware requirements 253 hub-side and remote-side 181
line card types that support 94 orbital inclination 66

mesh-enabled inroute groups 108

prerequisites for converting from star to mesh

253 P
recalibrating a star outroute for mesh 253

reconfiguring a star remote for mesh 255 panes.
setting inroute C/N 248 active users 35, 227
setting outroute C/N 247 choose details 40
setting outroute UPC margin 248 configuration changes 37
transponder configuration requirements 253 details 38
uplink control parameters on mesh inroute legend 36
groups 112 network tree, See tree
uplink control parameters on mesh line cards 96 See also dialog boxes
uplink control parameters on mesh remotes 119 passwords 16, 229, 231
VLAN tagging on mesh remotes 124 profiles
mobile state 142 QoS
modifying See remotes:QoS 167
accepting changes 18 properties
viewing element 38
N protocol processor
adding 83
NAT 129 o blades 85
NetManager, replaced by iSite 13 installing 12
network tree, See tree
networks Q
adding 93
free card slot allocation 110 QoS 168
inroute groups see also remotes:QoS
adding 107 changing multiple profiles 168
assigning to hubs 111 changing profile assignments 168
description 107 creating and managing profiles 157
line cards modifying profiles 159
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profile folders 158
profiles 167, 169
changing assignments
remotes 168
remotes 138
up/downstream filters 159

R

receive line card

adding 97

receive properties

remotes 120

remotes 115

activating 177 to 178
adding 115 to 144
antenna 144
applying configurations 196
BUC 143 to 144
cloning 145
configuring
actions to perform beforehand 115
data to know beforehand 115
configuring for mesh 119
configuring RIPv2 on 124
customers 121 to 122
deactivating 177 to 178
deactivating before deleting 182
DHCP 127
distributors 121 to 122
DNS 127
downloading
using revision server 207
downloading configurations
out of network 204
geo location 142 to 143
information tab 116 to 123
IP configuration 123 to 134
iISCPC remotes 116
LAN 123 to 126
LAN "same as" option 125
LAN interface 125
link encryption on NetModem Il Plus 119
listing customers 121
listing distributors 121
LNB 143 to 144
management interface 125
mobile state 142
model type 118
moving 179
multicast groups 131

A

MUSIC 119

NAT 129

passwords 118

port forwarding 132

QoS 138, 167 to 169
modifying profiles 159
profile folders 158
profiles 167, 169
up/downstream filters 159

receive properties 120
carrier name 120

reconfiguring for mesh 255

remote antenna 144

resetting 206

roaming remotes 145 to 153
applying changes 199
beam switching for 152
configuration changes 198
managing configuration of 149
options files for 198

pending changes across networks 199

serial number 118
serial number, system-generated 118
static routes 129
switch tab 134 to 138
copying data to a spreadsheet 138
dedicating a port to a VLAN 135
default settings 135
setting a port as a trunk 136

setting the port speed and port mode 137

transmit properties 120
power 120
power, max 120
uplink control parameters on 119

upstream SAR on mesh-enabled remotes 140

VLAN 123 to 126
VSAT 143

requirements
system 15
resetting 206
resetting elements 192
retrieving configurations

modified vs. existing 186
multiple 186
single
last modified vs. existing 183
revision server 207 to 214

cancelling an upgrade 214
duty cycle explained 208
starting 210
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status pane 212
using to download remotes 207
when to use 209

right mouse button 29
right-click

menu options 34
RIP, see RIPv2
RIPv2 124 to 125, 130

roaming remotes, see remotes: roaming remotes

RTP header compression performance character-

istics 156

SAR 139
on mesh enabled remotes 140
saving configurations

single elements 193
TCP vs. UDP 196

servers 14
slot allocation
free 110
small block 73
spacecraft 65 to 66

adding 65
longitude 66

spectral inversion 63
static routes 129
status
elements 49
status bar 34
super user 232
switch, eight-port: see remote: switch tab
symbol rate 71, 73
system requirements 15

T

TCP payload compression 155
TCP vs. UDP download 192
teleport 77 to 82

A

longitude 78
toolbars

choose details 40
configuration changes 37
details 38

find 32

icons 32

legend 36

main 32

main menu 34

status bar 34

view menu 34

translation frequency 67
transmission rate 71, 73
transmit line card
adding 94
transmit properties
remotes 120
transmit/receive line card
adding 94
transponder
adding 66
tree

description 29
elements 19
folders 19

tree view, See tree
treebar, See tree

U

UDP payload compression 156
up converter 61
adding 62
upgrade assistant
See revision server
uplink control parameters

configuring for inroute groups 113
configuring on mesh line cards 96

uplink/downlink center frequency 71, 73
User Groups

CNO user groups 218
NMS user groups 215

adding 77 VNO user groups 218
adding a backup 78 users
latitude 78
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active users pane 227
adding user accounts 224
changing passwords 229
cloning user accounts 225
conversion during upgrade 215
deleting user accounts 227
guest 232
levels of 230
locking others out 233
managing 230
modifying user accounts 224 to 225
multiple 17
passwords 231
permissions 230
privileges

defined 230

predetermined 230 to 231
super user 232
types 230
viewing user accounts 226
VNO guest 232
VNO super user 232

\Y,

VLAN
adding 88
default vs. upstream 125
on eight-port switch: see remote: switch tab
remotes 123 to 126
tagging on mesh remotes 124
upstream interface 88

VNO guest, see users: VNO guest
VNO super user, see users: VNO super user
VNO User Groups

adding and modifying 218

creating and managing 218

modifying visibility and access 222

setting rate limits 221
visibility and access 216

VSAT 143

W

warning properties 55 to 59

categories of warnings 55

clearing customized properties 59
configurable properties 55

customizing for specific network elements 58
distinguishing customized warnings 59

<

global vs. customized 56

of line cards 97

of protocol processors 85

of remotes 145

setting global properties for network elements
56

windows, See panes

See also dialog boxes
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